
Appendix B. Definition of Interfaces 
 

Consolidated Law Enforcement Operations Center (CLEOC) 
CLEOC serves as the DON interim criminal justice management information system capable of tracking 
criminal and non-criminal incidents and investigations. CLEOC is the primary system being replaced by 
NJIS and will require data sharing until the system is completely retired.  https://cleoc.ncis.navy.mil/ 

 

 
Corrections Management Information System (CORMIS) 
CORMIS is a DON system that supports the internal administration of prisoners and detainees confined in 
military correctional facilities. CORMIS provides the ability to append COR data elements to existing 
DIBRS segment data. 

 
Defense Law Enforcement Data Exchange (DDEX) 
The Defense Law Enforcement Data Exchange system (DDEX) allows all DoD law enforcement agencies 
to share criminal investigation as well as other law enforcement data as appropriate. DDEX will be a 
consolidated database to enable organizations across the Department to query, retrieve, and post criminal 
investigation and law enforcement data in a single repository.4

 
 

 
Defense Central Index of Investigations (DCII) 
The DCII System is an automated central index that identifies investigations conducted by DoD 
investigative agencies, and personnel security determinations made by DoD adjudicative authorities. DCII 
is operated and maintained on behalf of the DoD components and office of the Deputy Under Secretary of 
Defense for HUMINT, Counterintelligence and Security. Access to DCII is normally limited to the 
Department of Defense and other federal agencies that have adjudicative, investigative and/or 
counterintelligence missions.5

 
 

 
Defense Incident-Based Reporting System (DIBRS) 
DIBRS is a DoD system that contains information is collected electronically from supporting criminal 
record management systems, in the Military Services, and is simply a repository for the Services.  It 
enhances DoD's capability to analyze trends and to respond to executive, legislative, and oversight 
requests for statistical crime data relating to criminal and other high-interest incidents. 

 
Defense Sexual Assault Incident Database (DSAID) 
A web-based, incident-based reporting system specifically designed for capturing information related to 
sexual assaults. Information in DSAID will permit tracking of data related to sexual assaults to determine 
trends, positive and negative, which will allow validation of sexual assault prevention and response 
efforts. If there is an incident that the victim does not wish to have investigated, it may still be entered 
into the system. https://saird.manpower.usmc.mil/ 

 

 
Defense Enrollment Eligibility Reporting System (DEERS) 

 
 
 

4 http://www.defense.gov/releases/release.aspx?releaseid=13456 
5 https://www.dmdc.osd.mil/psawebdocs/docPage.jsp?p=DCII 

https://cleoc.ncis.navy.mil/
https://saird.manpower.usmc.mil/
http://www.defense.gov/releases/release.aspx?releaseid=13456
http://www.dmdc.osd.mil/psawebdocs/docPage.jsp?p=DCII


6 https://www.cnic.navy.mil/navycni/groups/public/@hq/@cacpmo/documents/document/cnicp_a160472.pdf 
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The DEERS includes over 23 million records pertaining to active duty and reserve military and their 
family members, military retired, DoD civil service personnel, and DoD contractors. DEERS is 
comprised of the National Enrollment Database (NED), the Person Data Repository (PDR), and several 
satellite databases. This system provides accurate and timely information for supporting DoD ID smart 
cards. NJIS Integration Requirements LEN 38.1: System shall be able to extract data for subjects, victims 
or witnesses who are already entered in DEERS, shall be capable of extracting background/administrative 
information (Date of Birth, Gender, Rank, etc.) for the individual from DEERS and auto-populating the 
appropriate data fields with the DEERS data. https://www.dmdc.osd.mil/appj/deerswebsite/home.doc 

 

 
Service Members Civil Relief Act Web Site (SCRA). Now DEIDS 
This site provides information on service members who are on active duty and eligible for civil protection 
under this act. https://www.dmdc.osd.mil/appj/scra/scraHome.do 

 
ENABLER (CNIC N6 middleware system) 
The ENABLER middleware is a government owned and operated system that is currently installed in the 
CNIC N6 server system and provides vetting against authoritative data bases, to include DEERS. 6 

 
 
Marine Corps Total Force System (MCTFS) 
The Marine Corps Total Force System (MCTFS) continuously records, processes, and maintains 
personnel and pay data for all active, reserve, and retired personnel. MCTFS is an integrated personnel 
and pay system, using Unit Diary/Marine Integrated Personnel System (UD/MIPS), On-Line Diary 
System (OLDS) and Marine - Online (MOL) as the major input tools to update information contained 
within the database. 

 
Navy Emergency Response System (NERMS) 
Consolidated computer aided dispatch system that combines traditional fire, police, and medical dispatch 
services with modern GIS real-time services such as address verification, automatic vehicle location, 
automatic vehicle recommendation and routing, map displays, and online GIS updating to enhance 
emergency response. 

 
National Incident-Based Reporting System (NIBRS) 
The National Incident-Based Reporting System (NIBRS) allows agencies to collect data on single crime 
occurrences. NIBRS data come from local, state, and federal automated records systems. NIBRS allows 
agencies to build systems to suit individual agency needs, including any collection/storage of information 
required for administration and operations. 

 
Navy Standard Integrated Personnel System (NSIPS) 
The Navy Standard Integrated Personnel System (NSIPS) is now the single repository for personnel and 
pay data for all active-duty and Reserve Sailors in the USN. Currently being deployed in a Web enabled 
version, NSIPS offers Sailors around-the-clock access to their personnel information once fully deployed. 

https://www.cnic.navy.mil/navycni/groups/public/%40hq/%40cacpmo/documents/document/cnicp_a160472.pdf
https://www.dmdc.osd.mil/appj/deerswebsite/home.doc
https://www.dmdc.osd.mil/appj/scra/scraHome.do


7 http://en.wikipedia.org/wiki/Lightweight_Directory_Access_Protocol 
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Integration Requirement: NJIS automatically provides the following data to RIMS: ROI, PIR, CIR, IR 
(Source 31 Dec 2009 Integration Functional Use Case Document) 

 
NCIS Code 15 Lightweight Directory Access Protocol (LDAP) Directory 
The Lightweight Directory Access Protocol is an application protocol for accessing and maintaining 
distributed directory information services over an Internet Protocol (IP) network.[1]

 

Directory services may provide any organized set of records, often with a hierarchical structure, such as a 
corporate  electronic mail directory. Similarly, a telephone directory is a list of subscribers with an address 
and a phone number.7

 
 

 
Naval Criminal Investigative Service Records Information Management System (NCIS 
RIMS) 
RIMS is the system of record for all documents of record related to Navy criminal justice cases. The 
system manages the intake, archival, retention, access, and removal of archived material and audits all 
access to these materials. System contains digitalize images of all NCIS criminal and counterintelligence 
investigative records. 

http://en.wikipedia.org/wiki/Lightweight_Directory_Access_Protocol
http://en.wikipedia.org/wiki/Lightweight_Directory_Access_Protocol#cite_note-0
http://en.wikipedia.org/wiki/Electronic_mail

