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14 April 2010
1.0
SCOPE


This Statement of Work (SOW) defines the Contractor tasks required for System Engineering and Integration (SE&I) of the Multifunctional Information Distribution System (MIDS) and associated documentation.  In support of MIDS-LVT production, the contractor shall maintain MIDS-LVT software as required.  The contractor shall develop, qualify and deliver Block Cycle (BC) software releases and produce, test and deliver software Engineering Releases (ER).  In support of this software development the contractor shall provide system engineering support for MIDS-LVT Problem Reports (PRs), Investigation Requests (IRs), Engineering Change Proposals (ECPs), and Engineering Studies as required.
2.0
APPLICABLE DOCUMENTS

2.1
Specifications


The MIDS-LVT Functional and Allocated Baseline Documents.
2.2
Military Handbooks and Standards (for guidance only)

MIL-HDBK-61A, “Configuration Management Guidance”

2.3
Industry Standards (for guidance only)

IEEE/EIA 12207 “Software Life Cycle Processes”
ISO 9001:2000 and ISO 90003
2.4  
Other Publications 

“Multifunctional Information Distribution System (MIDS) Program Security Instruction”   

  Document No: MAN-M-00001 Revision A, dated October 1, 2004

“Configuration and Data Management Plan for the Multifunctional Information 

  Distribution System” dated 25 June 2007.
3.0
REQUIREMENTS

3.1 MANAGEMENT  (All CLINs)

3.1.1 Program Manager
The Contractor shall designate a manager who shall be the single point of contact with overall responsibility for control and coordination of all work performed, including the establishment of the Associate Contractor Agreements (ACA) required by Section H.  This manager shall act as the single focal point within the Contractor’s SE&I activity for all program status information, program planning, control, and reporting.

3.1.2 Program Planning, Control and Reporting 
The Contractor shall plan, control, and report activities necessary to accomplish overall contract requirements.  The contractor shall ensure that the contractor and its subcontractors adhere to all plans and procedures required by this SOW and the CDRLS approved by the Government.

A clear line of project authority shall exist between all organizational elements and the program manager.  The contractor shall ensure that a clear division exists within its organization between tasks accomplished under this SOW and tasks associated with other MIDS related contracts.

The contractor shall establish the ACAs with other MIDS industry participants in accordance with section H of the contract. 

3.1.3 Joint Progress Reviews (JPRs) for Block Cycles (BC) 
As specified in individual delivery orders, the Contractor shall prepare for, attend, present and administratively support, joint progress reviews for BCs, with the European SE&I contractor.  

The Contractor shall develop agendas and briefing inputs for the JPR.  The Government shall have the right to modify or add items to the JPR agenda.  At the JPR, the Contractor shall determine and report detailed program status information, keyed to the Block Cycle requirements and Contract Data Requirements Lists (CDRLs), including the European SE&I contractors work.

3.1.4 Risk Assessment  
The contractor shall conduct a process oriented technical risk management program utilizing the Navy's Program Managers WorkStation (PMWS) tool TRIMS (Technical Risk Identification & Mitigation System) as specified in individuals delivery orders.  The contractor shall support a TRIMS site survey by the Government, as part of its overall risk management process.  The contractor shall provide the Government analysis of the potential effects on cost and schedule and proposed mitigation plans of all red and yellow (high and medium risk, respectively) TRIMS templates. 

3.1.5 Quality Assurance  
The contractor shall implement a QA program in accordance with the latest version of ISO 9001:2000 and ISO 90003.  The contractor shall be certified at level three of the Software Engineering Institute (SEI) Capability Maturity Model Integration (CMMI) for software development. 

3.1.6 Software Development Plan

The contractor shall define a software development approach appropriate for the MIDS-LVT software effort to be developed and maintained under this contract (following the guidelines of IEEE/EIA 12207 “Software Life Cycle Processes”).  This approach shall be documented in a Software Development Plan (SDP) (CDRL A014).

3.1.7 Travel (CLIN 0040)  
The contractor shall charge all travel associated with this SOW to CLIN 0040 as specified in individual delivery orders.  All travel shall be performed in accordance with Clause H-18 of the basic contract.
3.1.8
The contractor shall support telephone conferences and online meeting service calls as specified in individual delivery orders.  
3.2
ENGINEERING SUPPORT

3.2.1
SYSTEM ENGINEERING AND ANALYSIS  
The Contractor shall perform preliminary failure/discrepancy analysis for all Problem Reports.  If requested by the Government by issuance of a delivery order, the Contractor shall design/prepare corrective actions to MIDS software.  If needed, the contractor will coordinate with the European SE&I contractor, in accordance with the ACA, to analyze and/or prepare the corrective action.     
3.2.1.1
Technical Working Group  

The Contractor shall support a Government chaired Technical Working Group (TWG) as specified in the individual delivery orders.  The TWG is the forum that provides the communication link between the MIDS production contractors, Government and contractor Software Support Activities (SSAs), the Government, the national representatives, and the senior technical and platform integrator representatives for resolving interface and technical issues.  The TWG shall be held a maximum of two (2) times a year.  As specified in the individual delivery orders, the contractor may host one (1) TWG per year.  The TWG will be held in conjunction with the PRR and ICWG.

3.2.1.2 Problem Report (PR) Resolution Process for GFE Software.  
In support of the PR resolution process for the GFE software, the contractor shall:

a. Develop and enter MIDS-LVT problem reports into the Problem Tracking Database (PTDB).  PRs shall include, but not be limited to, MIDS integration, testing, installation and Casualty Reports;  

b. Investigate all new PRs and provide initial assessment within 30 days after its posting in the PTDB; 

c. At the end of each month, post to the PTDB the hours spent on investigation of each active PR; 

d. Once the initial investigation is completed, the contractor shall post all technical material regarding the PR Investigation in the PTDB;
e. If additional PR Investigation is required, the contractor shall post a MIDS-LVT PR Investigation Executive Report to the PTDB;

f. For 3PS PRs, the contractor shall post a MIDS-LVT PR Investigation Executive Report to the PTDB;

g. At all PRBs, conduct with MIDS Program Office a review of top/critical MIDS PRs and provide a PR Quarterly Cost and Technical Report (CDRL A001);
h. Monitor and allocate resources to resolve all applicable PRs and post all findings in the PTDB; and 

i. Participate in Problem Report Review (PRR) and Problem Review Board (PRB) meetings.

3.2.1.3 Problem Report Review (PRR)
The contractor shall participate in two face-to-face Government chaired PRRs per year and be prepared to address all active software PRs.  The contractor may host a maximum of one PRR per year.  PRRs have broad participation, including MIDS IPO personnel, national integrators, production contractors, and Government and contractor SSAs in order to fully address the technical issues involving the software Problem Reports.  The PRR will be held in conjunction with the TWG and ICWG.  PRRs shall be a maximum of one day in duration.

3.2.1.4 Problem Review Board (PRB)
The contractor shall participate in a maximum of ten PRBs per year.  PRB will be held via telephone conference and online meeting services.  The PRB is the Government-industry forum to address and monitor the status and disposition of problems and deficiencies reported against the MIDS-LVT terminals.  

3.2.1.5
Problem Tracking Database (PTDB)
The PTDB is Database software maintained by the MIDS IPO.  The Database software access will be provided to the contractor as Government Furnished Information (GFI).
3.2.1.6 
Interface Control Working Group (ICWG)
The Contractor shall participate in the Interface Control Working Group (ICWG) process chaired by the Government.  The objective of the ICWG process is to ensure that Notices of Revision (NORs) to the Functional and Allocated Baselines that change the MIDS components are physically, functionally, and electrically backward/forward compatible among the different LRU/SRUs, terminal variants, Contractors and host platforms.  The ICWG process is a forum for the MIDS production contractors, and the Government and Contractor Software Support Activities (SSAs) to resolve technical issues concerning proposed changes and to concur with the technical wording of the specification change(s).  

The contractor shall be prepared to respond to any open terminal issues and provide status.  There shall be a maximum of two (2) face-to-face ICWG meetings per year.  These meetings shall each be a maximum of one day in duration and will be held in conjunction with the PRR and TWG.  The contractor may host a maximum of one of these ICWG meetings per year if specified in individual delivery orders.  

3.2.2
SOFTWARE RELEASES (CLIN 0001 and 0010).
3.2.2.1 Analysis of New Software Requirements for the CORE, NSIO and TIO Computer Software Configuration Items (CSCI)
The contractor shall assess any new requirement, Investigation Request (IR), raised by the government.  The contractor shall coordinate through the ACA how the modification will be apportioned between CORE, NSIO and TIO CSCIs.  The contractor shall, in coordination with the European SE&I contractor, submit an ECP for the MIDS-LVT software ECP, inclusive of CORE, NSIO and TIO CSCI changes.  The agreed solution will be proposed to the government through the ICWG. 

The contractor may also propose unsolicited engineering changes with an IR in accordance with the MIDS IPO’s Configuration and Data Management Plan.  The results of engineering analysis shall be delivered to the Government in a technical report (CDRL A002).

3.2.2.2  Software Block Cycles 
3.2.2.2.1 Block Cycles (BC) Scope
Approved ECPs and prioritized problem reports (PRs) shall be implemented in block cycles releases of CORE, NSIO and TIO CSCIs.  The MIDS IPO Configuration Control Board (CCB) is responsible for defining the content of each software Block Cycle.  The Government shall provide to the SE&I contractors a list of IRs/ECPs and PRs that shall be implemented in the next software block cycle.  

3.2.2.2.2 Block Cycle Implementation
Block Cycle (BC) requirements for the CORE and NSIO CSCIs shall be provided to the contractor.  The US SE&I contractor shall update the CORE and NSIO CSCIs and work with the TIO contractor through the ACA to complete the requirements for the BC.  The contractor shall provide a Joint Integrated Master Schedule that reflects the BC development, integration and qualification tasking (CDRL A003). The contractor shall provide software metrics (CDRL A004).  

The Contractor shall develop a joint Formal Qualification Test (FQT) Software Test Plan (CDRL A005).  The Test Plan shall indicate where each test case is to be performed, the vendor(s) performing each test case and the requirements being verified. 

The contractor shall develop FQT Software Test Description (CDRL A006).  The contractor shall notify the Government 30 days prior to the start of FQT.  The Government may witness the testing.  The US SE&I contractors shall deliver all updated documentation dealing with software release (CDRL A007), and the Joint FQT test report (CDRL A008). 
The contractor shall develop Engineering Change Proposals (ECPs) and Notices of Revision (NORs) for IRs and PRs that affect the Functional and Allocated Baselines (CDRL A009 & A010). 

The contractor will coordinate the qualification activities with the European SE&I contractor using the ACA, in order to ensure that the common block cycle FQT will cover both new releases of CORE, NSIO and TIO CSCIs.  The Block Cycle deliveries shall include a compatibility matrix defining the delivery’s compatibility with all previously released software versions.

With each software delivery the contractor shall deliver the associated product baseline documentation (CDRL A007).

3.2.2.3 Engineering Releases (ER) 
When tasked by individual delivery order, the Contractor shall implement urgent software corrections and develop all associated Functional and Allocated Baselines, Engineering Change Proposals (ECPs) and/or Notices of Revision (NORs) (CDRL A007, A009 and A010).  The Contractor may use the established ACA as deemed necessary.

The contractor shall develop the changes to the CORE and NSIO software and subcontract the changes to TIO software to the European SE&I Contractor.  The European SE&I contractor shall be required to support this activity at the contractor’s site if requested to do so in accordance with the ACA.

The contractor shall test the engineering release software using existing and newly developed test cases (CDRL A005 and A006).  At the successful conclusion of the testing the contractor shall deliver a software test report (CDRL A008).  The contractor shall provide software metrics (CDRL A004).  
3.2.2.4
Aircraft Flight Clearance Support

The contractor shall plan, develop and deliver the documentation required to deliver the Eurofighter and Tornado Declaration of Design and Performance (DDP) in accordance with Clause H-23 (CDRL A002).
3.3

CONFIGURATION AND DATA MANAGEMENT  (CLINs 0001 and 0010)

3.3.1
Configuration Control

The Government maintains configuration control of Government Furnished software and no changes shall be made without the Government approval.  

3.3.1.1
 Engineering Change Proposals (ECPs)
The Contractor shall use ECP processes in accordance with the MIDS IPO CDMP and guidance of the MIL-HDBK-61A for ECP and NOR development.  The Contractor shall submit all Class I ECPs to the Government (CDRL A009 and A010).
3.3.1.2
 Request for Deviations (RFDs)


Deviations from the requirements of the Functional and Allocated Baselines shall be written using the MIL-HDBK-61A for guidance in classification and content data.  RFDs must be submitted to the Government for review and approval (or disapproval) (CDRL A011).  The contractor shall correct any RFD non-compliance not approved by the Government.  Recurring deviations are not permitted. 

3.3.1.3  Investigation Request (IR)


The Contractor shall review all incoming IRs for technical feasibility and validity. Schedule and cost impact shall also be a consideration.  The results of these reviews shall be provided to the Government by email or via the Government designated configuration data management system.

3.3.2.
Configuration Management Accounting Report (CMAR)


The Contractor shall develop and submit a CMAR report using EIA-836 and MIL-HDBK-61A for guidance (CDRL A012) as specified in individual delivery orders.  The Contractor’s CMAR shall be reflective of procured as-built software configuration and include cross-reference to such items as part numbers, revisions/versions, proposed and approved ECPs, deviations, conditional acceptance terms and software definitions. 
3.3.3
Data Management

The Contractor shall identify a POC within the organization for data management efforts. The Contractor’s Data Management team shall possess a thorough understanding of current data management techniques.  The Contractor shall work with the Government to resolve all computer related compatibility issues with data deliveries. 

3.3.3.1
Data Deliverables

The Contractor shall provide electronic copies of data.  All data shall be submitted in a universal viewer format (e.g. html, pdf, tif).  The data in native format (preferably Microsoft Office Suite) will be made available to the Government upon request at no extra cost.  Whenever the native format is other than MS Office (e.g. CAD/CAM), the Contractor shall make available an editable format file that is commonly used (e.g. .dxf or .pdf).  The contractor shall utilize the designated Government maintained data management system for delivery of all CDRL items.

3.3.3.2 Data Accession List


All documentation produced or prepared by the Contractor, subcontractors or vendors under this contract shall be accessible to the Government.  The Data Accession List is a complete listing of all data, computer software and documentation generated by the Contractor for use during the course of performing or in fulfillment of the contract requirements herein.  The contractor shall prepare and update a Data Accession List for all data, software and documentation generated as specified in individual delivery orders.  This list shall be provided to the Government (CDRL A013).  At all times, throughout the life of the contract, the Contractor shall provide Government personnel full access to this documentation including providing copies to the Government as requested per Section H-16 of this contract.

4.0 SECURITY REQUIREMENTS
The work to be performed includes access up to SECRET for data, information, and spaces.  The contractor will be required to attend meetings classified up to the SECRET level.

When foreign travel is required the contractor shall submit Country/Theater clearance message requests to the SPAWAR Systems Center (SSC) Pacific, Foreign Travel Team by fax or email to the attention of Mr. Malcolm Johnson, Code 83320, Telephone (619) 524-2285 or Alternate point of contact Mr. Ed Dondero, 4301 Pacific Highway, OTC2, Rm. 1656, San Diego, CA  92110-3127, Fax (619) 524-2376.  A Request for Foreign Travel form shall be submitted for each traveler, in advance of the travel, to initiate the release of a clearance message at least 30 days in advance of departure.  Each Traveler must also submit a Personal Protection Plan and have a Level 1 Antiterrorism/Force Protection briefing within one year of departure and a country specific briefing within 90 days of departure.  Copies of these documents may be obtained from the individuals referenced above.
The contractor shall perform all work in accordance with DoD and Navy Operations Security (OPSEC) requirements and in accordance with the OPSEC attachment to the DD254.

The Contractor’s Facility Security Officer is required to ensure all personnel who access NATO material are briefed and granted access into the NATO Program.  This information must be entered into the Joint Personnel Adjudication System (JPAS).

The SSC Pacific NATO Control Officer/Alternate has reviewed the requirement supporting this contractual obligation and has approved the review/release of the following NATO documents: 
STANAG 4175 - Technical Characteristics of the MIDS

STANAG 5516 – Tactical Data Exchange – Link-16
STANAG 4107 - Mutual Acceptance of Government Quality Assurance

Note:  In the event that subcontractor access to NATO documentation is needed on this contract, approval from the SSC Pacific NATO Control Officer/Alternate is required before access to any NATO documents is granted.
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