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Term Definition

Clinical Decision Support 
(CDS)

This represents the ability to modify the usable data elements within the capability, for purposes of 
providing clinicians or patients with clinical knowledge and patient-related information, intelligently filtered 
or presented at appropriate times, to enhance patient care. Clinical knowledge of interest could range from 
simple facts and relationships to best practices for managing patients with specific disease states, new 
medical knowledge from clinical research and other types of information.  

Workflow This represents the ability to modify the data elements for the purposes of sequencing tasks in order to 
optimize the delivery of clinical care

Documentation

This represents the ability to modify the data elements for the purposes of Documentation of a discrete 
item of health information, to include: clinical observations, inferences, an intention, a plan or an action. 
Documentation is used in support of clinical decisions
Includes additional robust documentation modalities such as Natural Language Processing (NLP) and 
Clinical Pictorial Charting.

Connected Care
Capability required in environments where the care provider is able to connect to the primary Information 
Technology (IT) network and central EHR to access or input health information/data, medical records, or 
other health resources. 

Disconnected care

Capability is required in environments with Low/No Bandwidth. Disconnected care refers to care provided 
in austere communication environments where the health care provider cannot connect to the primary 
Information Technology (IT) network and central EHR to access or add to the health information system, 
medical records, or other health related resources. The ability to document and store locally (laptop, 
shipboard) then re-synch when the network connection becomes available is required.

Mobile Devices Capability is required for documentation and view/extract for healthcare delivery on Mobile Devices 
(wireless) such as handheld, laptop or tablet computers. 
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Field Keys for column
Field Code Field Name Codes

DA1

Modernization Data Attribute:
Round-trip Response Latency 

(0 = N/A, 1 = Seconds, 2 = Minutes, 3 = Hours)

DA2

Modernization Data Attribute:
Data Latency 
1 = Real-time
2 = Recent (0-1 week)
3 = Aged a (1week – 1 month)s
4 = Aged b (1 month-6 months)
5 = Aged c (6 months-1year)
6 = Aged d (1 yr -5 yrs)
7 = Aged e (Greater than 5 years)

DA3

Modernization Data Attribute:
Non-repudiation of archived information 

(0 = No, 1 = Yes)

DA4

Modernization Data Attribute:
Persistent vs. Transient 

(0 = N/A, 1 = Persistent, 2 = Transient)

DA5

Modernization Data Attribute:
Archival

(0 = N/A, 1 = Applies)

DA6

Modernization Data Attribute:
Audit 

(0 = N/A, 1 = Applies)

DA7

Modernization Data Attribute:
Atomic vs. Aggregate

(0 = Neither, 1 = Atomic, 2 = Aggregate, 3 = Both)
(Speaks to an Individual, unless specified)

DA8

Modernization Data Attribute
Derived

(0 = N/A, 1 = Applies)

DA9

Modernization Data Attribute:
Data is Standard vs. Non-Standard 

(0 = N/A, 1 = Non-Recognized Standard, 2 = National Standard)

DA10

Modernization Data Attribute:
Domain qualification of the data  

(non-derived data)
(1 = DoD,  2 = VA, 3 = Network Care, 4 = Other Source)

MD1
Data Migrate Data from Legacy

(0 = No, 1 = Yes)

ILD
Data Integrate Legacy Data w/ Health Info Mgmt System

(0 = No, 1 = Yes)

CL

Data Coexistence with Legacy
1 = Coexist with Legacy to Sunset NLT FOC

2 = Coexist TBD

DA11

Transition Data Attribute:
Round-trip Response Latency 

(0 = N/A, 1 = Seconds, 2 = Minutes, 3 = Hours)

Note: The columns on the spreadsheet starting with DA1 through AV5 descriptions and code values are provided in the table 
below
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Field Keys for column
Field Code Field Name Codes

Note: The columns on the spreadsheet starting with DA1 through AV5 descriptions and code values are provided in the table 
below

DA12

Transition Data Attribute:
Data Latency 
1 = Real-time
2 = Recent (0-1 week)
3 = Aged a (1week – 1 month)s
4 = Aged b (1 month-6 months)
5 = Aged c (6 months-1year)
6 = Aged d (1 yr -5 yrs)
7 = Aged e (Greater than 5 years)

DA13

Transition Data Attribute:
Non-repudiation of archived information 

(0 = No, 1 = Yes)

DA14

Transition Data Attribute:
Persistent vs. Transient 

(0 = N/A, 1 = Persistent, 2 = Transient)

DA15

Transition Data Attribute:
Archival

(0 = N/A, 1 = Applies)

DA16

Transition Data Attribute:
Audit 

(0 = N/A, 1 = Applies)

DA17

Transition Data Attribute:
Atomic vs. Aggregate

(0 = Neither, 1 = Atomic, 2 = Aggregate, 3 = Both)
(Speaks to an Individual, unless specified)

DA18

Transition Data Attribute
Derived

(0 = N/A, 1 = Applies)

DA19

Transition Data Attribute:
Data is Standard vs. Non-Standard 

(0 = N/A, 1 = Non-Recognized Standard, 2 = National Standard)

DA20

Transition Data Attribute:
Domain qualification of the data  

(non-derived data)
(1 = DoD,  2 = VA, 3 = Network Care, 4 = Other Source)

EC1 Enterprise
Enterprise Config: 

CDS
EC2 Enterprise Enterprise Config: Workflow

EC3 Enterprise
Enterprise Config: Documentation (ability to have a form and make it what you want)

AV1 Availability
Availability: Connected Care

(1-Yes; 0-No)

AV2 Availability
Availability: Dis-Connected Care 

(1-Yes; 0-No)

AV3 Availability
Availability: Mobile Devices

(1-Must Have; 2-Trade Space; 3-Don't Need or N/A)

AV4 Availability
Availability: Continuity of Operations (1-Full Redundancy / 100% Availability; 2-High 

Availability; 3-Basic Availability; 0-N/A) 

AV5 Availability
Availability: Patient Access

(1-Yes; 0-No)
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HSD
0001 Risk Management The ability of a hospital or other healthcare facility 

to direct the identification, evaluation, and 
correction of potential risks that could lead to injury 
to patients, staff members or visitors and may or 
may not result in financial loss to the Government.

Capability supports the following tasks at minimum: 1) Every organization shall implement a Risk Management (RM) program; 2) Unexpected adverse patient events shall be documented and investigated; and 3) In actual or potential product liability cases, evidence will be preserved.

Includes Appointing / Web Visit:  In the Military Health System (MHS), Appointing / Web Visit is defined as an appointment management tool that allows users to schedule, change, cancel face-to-face appointments and / or conduct a virtual web visit. The tool allows patients and / or care team members 
to initiate appointment reminders and offers online appointment check-in procedures (e.g., pre-visit questionnaires and screening, wellness assessments, readiness and post-deployment assessments).  Also applicable to other capabilities.
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0002 Patient Safety The ability to maintain freedom from accidental 
injury due to medical care or medical errors.

Includes medical device malfunction. 

Includes Appointing / Web Visit and Registration of Patients.

DHMSM/SE to further elaborate on medical device interfaces in interface strategy document. 
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0003 Quality Improvement The ability to maintain a formal approach to the 
analysis of performance and the systematic efforts 
to improve it. QI is embedded in the culture of 
every aspect of HSD.

Quality Improvement (QI) maintains an ability to track and trend longitudinal performance and includes documentation and tracking of Quality Assurance by peer review of randomly selected charts.

Includes Appointing / Web Visit and Registration of Patients.

Includes the ability to perform data extraction and evaluation at command, regional, and MHS levels.

Data Extraction is a Business Intelligence/Secondary Data Usage function. 
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0004 Screening The ability to detect disease in asymptomatic 
populations. DoD beneficiaries will receive health 
screening that has been demonstrated to be 
effective (reduces mortality, reduces morbidity 
and/or enhances quality of life).

MHS defines the following (also applicable to other capabilities):

Document / Artifact Management is defined as the ability of the system to accept, store, index, retrieve, print, and present documents / artifacts to include digital signatures that are created by internal and external systems and which are deemed to be part of a medical record.
                                                                                                                                                             
Secure Messaging is defined as a bi-directional electronic communication functionality which enables the health care team to connect virtually and securely with patients and other health care providers.  Asynchronous communication enhances patient access to care and care coordination with 
capabilities that include but are not limited to, sharing health data, medical advice, care planning, broadcasting group messages and transmitting clear and legible reports.  

Telehealth is defined as the use of telecommunications and information technologies to provide health assessment, treatment, diagnosis, intervention, consultation, supervision, education, and information across distances. Telehealth is leveraged to provide world-class care to service members, family 
members, retirees, and other eligible beneficiaries.
                                                                                                                                                     
Includes the ability to document Genomic / Proteomic information.
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Includes an annual Periodic Health Assessment (PHA) to assess the overall health and medical readiness status of each Service Member.  The PHA is used to recommend preventive services as warranted and to document a need for further evaluation, including referrals.  The assessment must be 
tracked for timeliness (i.e., conducted within 3 months of a specified date) and completeness (i.e., medical history review is complete; health assessment (including the medical history review and Service Member self-assessment review) is completed and signed by authorized personnel; and 
appropriate Clinical Preventive Services (CPS) education, counseling, and referrals are made for eligible Service Members).  The completion date must be recorded in the Services' electronic medical readiness tracking system.

The DoD requires the capability to determine special duty status as defined by the Services.  Documentation and reporting of medical and non-medical "fitness for duty" should occur on a daily basis to appropriate medical and non-medical leadership.  Special duty status should be updated based on 
additional medical documentation and authorization of appropriate leadership. 

Includes smart flags (e.g., special duty status, Exceptional Family Member (EFM), etc.) from data sets to support: clinical decision making, appointing and registration of patients, and completion of electronic Health Surveys and Questionnaires. Also applicable to other capabilities (e.g., mental / 
behavioral health, inpatient, extensive outpatient, telehealth, residential, sensitive records, etc.).

Includes Appointing / Web Visit and Registration of Patients.  

0005 Health Counseling The ability to provide patient education on 
preventive measures that have been demonstrated 
to be effective by reducing mortality, morbidity 
and/or enhance quality of life.

MHS defines the following (also applicable to other capabilities):

Personalized Education Capability is defined as an online resource offering multi-media, multi-lingual, customizable, educational material including, but not  limited to, medical conditions, procedures and medications.  The information will be evidence based, peer reviewed and presented at an 8th grade 
health literacy level.  The provider and the patient shall both have access to the content to develop a personalized education plan for each patient.  

Personal Health Record (PHR) Integration is defined as an interactive, HIPAA compliant, electronic personal health record that persists data and allows for sharing of the information with a healthcare team. It provides the ability for the patient to view, download and export their PHR data.  The PHR will 
populate health information from a variety of sources including the patient (i.e., self-entered), the medical record (e.g., prescriptions, laboratory and radiology results, encounters, etc.), other web based resources and tools, secure messaging, healthcare applications and mobile devices. 

Evidence-Based Practice (EBP) is the conscientious and judicious use of current best evidence in conjunction with clinical expertise and patient values to guide health care decisions.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.
                                                                                                                                                                                                                                      
Includes Secure Messaging / Telehealth.
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0006 Community Health 
Education

The ability to provide any combination of learning 
experiences provided to DoD beneficiaries with the 
end goal of attempting to bring about behavioral 
changes that improve or sustain an optimal state of 
health. Community health education programs 
begin with a needs assessment to identify 
population requirements and to determine whether 
a particular health education program is warranted 
and/or will be successful.

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.
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0007 Immunization The ability to protect susceptible patients from 
communicable diseases by administration of a 
living modified agent, a suspension of killed 
organisms, a protein expressed in a heterologous 
organism, or an inactivated toxin in order to induce 
antibody formation. Military members will receive 
all DoD- mandated routine immunizations (currently 
Hepatitis A/B, tetanus-diphtheria, inactive polio 
virus, MMR, and seasonal influenza) and all 
required contingency and travel-related 
immunizations (e.g. smallpox, anthrax, yellow fever, 
etc.).
Additionally, military members and other DoD 
healthcare beneficiaries will be offered all 
immunizations recommended (beyond those 
required by DoD) by the Advisory Committee of 
Immunization Practices (ACIP). These 
immunizations and any adverse events will be 
tracked and monitored. Future emerging/novel 
infectious disease threats to DoD forces may 
require rapid vaccine development and production 
capabilities beyond that which can be generated 
short-notice in the civilian sector. The DoD should 
have inherent capabilities that can be activated to 
meet this national security need.

Includes the ability to perform data extraction and evaluation at command, regional, and MHS levels.

Immunization:  In the MHS, immunization is defined as the need to receive vaccines based on Health, Age, Lifestyle, and Occupation (HALO):  Health (e.g., Chronic Disease, Pregnancy, Immunosuppression, etc.), Age, Lifestyle (e.g., birth nation, childhood vaccination status, sexual practice, 
deployment and traveler, etc.), and Occupation (e.g., Health care, Childcare, Animal Control, Plumbers, etc.).  HALO aids clinical decision support for provider notification. Military members will receive all DoD policy mandated routine and deployment specific required vaccines.  Beneficiaries will 
receive vaccines in accordance with the recommendation of the Advisory Committee of Immunization Practices (ACIP) and Food and Drug Administration (FDA). Documentation needs to comply and conform to U.S. Code 42 Chapter 6A, Subchapter XIX – Vaccines (National Vaccine Program-NVP). 
The capability allows for transcribing / transferring vaccines historically administered, managing vaccine inventory (by product name and lot number), decrementing inventory in accordance with guidelines, facilitating unit level vaccine inventory reconciliation for use and disposal, as appropriate. The 
capability allows documenting mass vaccination for low communications / no communications, disconnected, and stand-alone operational environment.

Includes configurable DoD Immunization Schedule.

Includes Secure Messaging / Telehealth.                                                                                                                                                                                                                                                                     
Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management. 
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0008 Preventive Dentistry 
Services

The ability to maintain the normal masticating 
mechanism by fortifying structures of the oral 
cavity against damage and disease using primary 
(diagnostic and prophylactic treatment), secondary 
(direct dental restoration) or tertiary (indirect 
prosthetic) prevention.

The core components of the Electronic Dental Record System must be integrated with the Dental Workflow and Dental Readiness, including:
• Scheduling
• Data Capture, Analysis, and Reporting including Readiness, Workload, and Access to Care
• Encounter, Care, Narrative Documentation including Graphic Charting
• Stand-alone capability for use in Theater and other austere environments

Includes the ability to support Dental Readiness Classification: This is especially important for deploying units to meet their readiness requirements. It must also have the capability to track/prioritize treatment and prevent further disease development for patients with low, moderate and high caries, 
periodontal, and cancer risk. It must also have the capability to (1) track and monitor Service-specific conditions; (2) customize attributes that need to be highlighted or flagged for special patient categories, such as the Personnel Reliability Program and Special Operations (covert); and (3) provide 
comprehensive access to care metrics for general dentistry and all dental specialties. 

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.
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0009 Occupational Health 
Services

The ability to protect the safety, health, and 
welfare of the warfighter, civilian employees, and 
contractors in the workplace. Occupational Health 
Services includes occupational medicine, 
occupational (or industrial) hygiene, public health, 
safety engineering, chemistry, health physics, 
ergonomics, toxicology, epidemiology, 
environmental health, industrial relations, public 
policy, sociology, and occupational health 
psychology.

DoD Occupational Health Services (OHS) have policies and regulatory requirements established in DoDI 6055.05 and in DoD 6055.05M. Specifically, there is a requirement for the DoD to include exposure information, necessitating the DoD Electronic Health Record (EHR) to interface with DoD 
Exposure information management systems or records (e.g., the Defense Occupational and Environmental Health Readiness System (DOEHRS)).  In addition, there are unique medical surveillance programs in the DoD for certain occupations (i.e., jobs which entail “added emphasis on safety, 
security, and personnel reliability, collectively known as “surety”), which the DoD EHR must accommodate, for example, medical surveillance programs within the DoD mandated by federal requirements, such as OSHA and NFPA. In addition, there are other Federal and State laws (e.g., the Genetic 
Information and Non-Discrimination Act (GINA)) that limit OHS-related medical information relevant to employment and prohibit the acquisition of genetic information (to include family history). Due to situations where a DoD Occupational and Environmental Medicine (OEM) provider may see a client 
who has both an OHS medical record, and a military/retiree medical record, it is a requirement to have a configurable but adjustable “firewall” to limit access to only the OHS medical record in order to prevent potential violations of GINA or other federal laws.

Include Special Duty Personnel.

Includes Secure Messaging / Telehealth.

Includes Immunization.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.
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0010 Public Health 
Laboratory Services

The ability to provide services to test and monitor 
the environment for specific health threats; assess 
the population's health status; detect and track 
communicable diseases; and, support  medical 
officers, preventive medicine staff and deployed 
Preventive Medicine (PM) units/forces as they 
investigate and control disease outbreaks. Public 
Health (PH) Laboratory Services also provide the 
ability to assist military preventive medicine, 
veterinarian specialists and public health officials 
in assuring the safety of food and water through 
provision of laboratory testing and analytical 
services.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.
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0011 Ambulatory Diagnostic 

Services (Medical)
The ability to apply medical examinations and 
capabilities on an outpatient basis (return home 
the same day) without admission to a hospital.

MHS defines the following (also applicable to other capabilities):

Registration / Eligibility is the collection and verification of data to support a health record.  EHR registration will typically use EHR patient identity services to find the patient, collect or validate the core set of demographic data and contact information (including emergency contacts, next-of-kin, and 
civilian health insurance information).  Demographics: The particular features of an individual, excluding identity traits. Demographic data include elements such as faith or religious preference, marital status or ethnic origin. Contact Information:  The patient’s contact information, including address, 
telephone number, email address, and emergency/next-of-kin information.

Eligibility: The determination of which services rendered to a specific patient are authorized for payment under a given health care insurance or medical plan.

Enrollment:  DoD beneficiaries may elect to enroll in certain TRICARE programs based on their entitlement categories. The most common of these enrollment programs is TRICARE Prime, which includes assignment to a Primary Care Manager (PCM).  It requires interface with Defense Enrollment and 
Eligibility Reporting System (DEERS).

Record Management: It is a process associated with maintaining (e.g., using, storing, retrieving) the veracity of inpatient and outpatient medical records through the input of health history, allergy, observations, notes and other health-related information.  Information life cycle management activities 
include planning, controlling, directing, organizing, training, promoting, creating, maintaining, and disposing of records, regardless of media. Record management procedures are used to achieve proper documentation of federal policies/transactions and effective/economical management of agency and 
organizational operations. 

Patient Population from birth to death, including prenatal. This is also applicable to other capabilities.

Encounter Context Management is required between Clinical Information Systems and patient-centric applications.

Single Sign-On is required between Clinical Information Systems and external applications.

Includes Document / Artifact Management. 
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Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

0012 Ambulatory Diagnostic 
Services (Dental)

The ability to apply dental examinations and 
capabilities on an outpatient basis (return home 
the same day) without admission to a hospital.

Radiology in the dental realm is unique in that dentists are the ones ordering, viewing, interpreting and reporting their own radiographs (x-rays), which are in the confines of the same room as they perform their oral procedures. Central radiology, located in the dental clinic, is reserved for more complex 
radiographs such as panoramic and cephalometric, as well as cone-beam computed tomography. In addition, dental assistants are proficient in taking those ordered x-rays, and function as a dental radiology tech.

Must have the ability to allow routine dental radiographic ordering, capturing, viewing and interpretation in the same room in which the dentist performs the procedure. It must also have the ability to access more complex radiographic studies such as panoramic, cephalometric and Cone Beam 
Computed Tomography (CBCT) images ordered from the procedure rooms and performed in central dental radiology. It also must have the capability to view radiographic images from Service-specified repositories on the same screen as the area being charted and support single sign-on context 
management for both DoD and VA providers. Finally, it must have the ability to interface with the Medical EHR, including the Medical History, Laboratory and Pathology reports, medical consultation requests and reports, and prescription ordering at the point of examination and treatment.

The replacement of Dental X-ray is not a requirement.

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.
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0013 Inpatient Diagnostic 
Services

The ability to apply diagnostic examination and 
capabilities that require or support an admission to 
a hospital. Examples are diagnostic laboratory and 
radiological services before, during, or after 
inpatient surgery.

MHS defines the following (also applicable to other capabilities): 

Admission, Discharge, Transfer (ADT): A capability that provides the means for communicating updates about the state of a patient within a healthcare facility. ADT HL7 messaging communicates patient demographic and visit information (e.g., name, insurance, next of kin, attending physician, etc.) 
when that information has been updated and the purpose of the update (e.g., change in ADT status or bed/ward changes).  ADT messaging is typically initiated by the Hospital Information System (HIS) or a registration application and is used to keep ancillary systems synchronized with the state of a 
patient. These states include, but are not limited to,  admission, discharge, transfer or data updates, (e.g., name, insurance, next of kin, patient location, attending physician, etc.).

Check-In Patient: Manage sign-in of patient at the patient care delivery site and manage encounter-related information.  During check-in, all prerequisite information is verified with the beneficiary before services can be rendered. Report the occurrence of medical services being provided to a sick, 
injured, wounded, or other person requiring medical care or treatment. Find and convey recorded information regarding the disposition of a patient from a medical treatment facility by reason of return to duty, transfer to another treatment facility, death, or other termination of medical care reported by all 
assigned/attached medical facilities under the authority of a properly designated commander. 

Acuity-Based Management: Patient Acuity Information provides for the management of staff and facility resources in accordance with the level of care a patient requires.  This capability assumes that a patient's acuity level will be visible throughout their visit to the facility. 

Referrals: The Consult and Referral Management capability includes the ability to request, document, and track referrals/consults between providers or organizations to obtain necessary medical treatment, as well as the ability to coordinate appointments and follow-up procedures. This includes the 
origination of any consent or authorization for disclosures that may be required. This capability includes directing the beneficiary to appropriate health care services and locations, and the communication of referral(s) to internal and external providers (i.e., referral processing). This process involves 
managing beneficiary referral requests (consults) requiring specialty care providers or additional testing.  Throughout the process, the Primary Care Manager (PCM) will remain the primary contact for the beneficiary and will act as the first point of consultation for patients.  Additional functions of the 
Consult and Referral Management capability include:  (1) the ability to exchange clinical and administrative data (e.g., insurance information, test/procedure results, medication lists, etc.) as part of the referral process and (2) the ability to display standardized or evidence-based protocols to the 
referring provider as a decision making tool (i.e., medical necessity).

X 1

1-
7 1 1 1 1 3

1 
(E

x:
  G

FR
)

1,
 2 1-
4 0 1 1 1

1-
7 1 1 1 1 3

1 
(E

x:
  G

FR
)

1,
 2 1-
4 1 1 1 1 1 1 3 0

Managed Care: Coordination of a constellation of health services, encompassing early intervention to control price, volume, delivery site and intensity of health services provided to maximize the health of the beneficiary, as well as the value of health benefits given.  The goal is a system that delivers 
quality, cost-effective healthcare by monitoring and recommending utilization of services, as well as controlling the cost of those services. 

Includes Anesthesia.

Includes Secure Messaging / Telehealth.

Includes Immunization.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

0014 Laboratory Diagnostic 
Services

The ability to provide chemical, hematological, 
microscopic, microbiologic, immunologic, or 
pathologic study of secretions, discharges, blood, 
or tissue sections to help diagnose a medical or 
dental condition or disease.

Capability includes macroscopic evaluation.

Includes:
• Fully integrated Laboratory Information System (LIS) for Clinical and Anatomic Pathology
• Exchanges data with the existing transfusion medicine capabilities
• Provides laboratory utilization management activities
• Exchanges data with middleware that supports auto-verification utilizing industry standard Quality Control rules
• Exchanges data with commercial analyzers for all laboratory equipment to include Point of Care devices
• Exchanges data with DoD laboratories, commercial reference laboratories, State Health Departments, and other governmental agencies

Includes Autopsy / Telepathology, Genomics.

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.
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0015 Radiology Diagnostic 
Services

The ability to use various radiological techniques, 
mostly noninvasive, to diagnose an array of 
medical conditions using x-rays, computed 
tomography (CT) scans, magnetic resonance 
imaging (MRI) scans, and ultrasound. This 
includes the ability to provide oral and maxillofacial 
imaging techniques (e.g., bitewing, peri-apical, and 
occlusal radiographs; ultrasound, cone beam CT, 
MRI) and special tests (e.g., sialograph) to help 
diagnose oral or maxillofacial conditions or 
disease.

The replacement of the Picture Archiving and Communication System (PACS) is not a requirement.

Includes Radiology Information System (RIS): A DoD enterprise RIS with the capability to support specialty workflows and enterprise radiology with multiple PACS vendors. The RIS will be used by radiology and other departments (e.g., Cardiology, Urology, Emergency Department and Obstetrics, etc.) 
to store, manipulate, and distribute patient radiological/specialty data. The RIS is critical to efficient workflow for radiology practices and should fully complement the EHR. The RIS should support patient registration, patient scheduling, Radiology and specialty workflow management, document 
scanning, and an interface for critical test results management, patient tracking and radiation dose monitoring data.  

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management. 

Includes Nuclear Medicine Imaging. 
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0016 Non-Emergency 
Medical Transport

The ability to effectively coordinate and transport 
stabilized patients who require special medical 
attention from one location to another.

Includes collecting information required to develop a patient movement plan: current patient location; patient's personal items; the capabilities and availability of required services at the proposed receiving medical treatment facility; the readiness and stability of the patient for medical evacuation; the 
ability to document availability and scheduling of medical evacuation vehicles (air, sea, or ground); and the ability to document any tactical considerations that might affect the evacuation.

In preparation for disconnected operations, 100% of data elements necessary to maintain continuity of care must be available 99% of the time.  100% of patient record data elements will be updated with care performed during transport or disconnected operations.  Records during transport or 
disconnected operations will be synchronized to the central patient repository when connected operations have resumed.

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Ensure capability includes the ability to select individual patient records or groups of patient records for segregation. 
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0017 Emergency Services The ability to provide the initial evaluation, 
diagnosis, treatment, and disposition of any patient 
requiring expeditious medical, surgical, or 
psychiatric care. Emergency services may be 
provided in a hospital-based or freestanding 
emergency department (ED), in an urgent care 
clinic, in an emergency medical response vehicle, 
or at a disaster site.

Includes the ability to transmit and capture via Telehealth.

Includes the ability to assign triage category to large numbers of casualties and communicate patient movement and status.

Includes Secure Messaging.

Includes Immunization.                                                                                                                                                                                                                                                            
Includes Document / Artifact Management. 
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0018 Routine Ambulatory 

Care (Medical): Primary 
Care

The ability to provide Patient and Family-Centered 
Care to our beneficiaries and is considered the 
foundation (gateway) of health and preventive 
care.

MHS defines the following (also applicable to other capabilities):

Routine Ambulatory Care: The ability to provide ambulatory (i.e., outpatient) primary and specialty diagnosis, observation, treatment, and rehabilitation for symptoms and conditions for which non-urgent or non-emergent intervention is required. Includes the ability for multiple providers at different 
locations to review a patient record simultaneously (e.g., during a provider-to-provider consultation).  This also includes the ability to provide patients with medical nutrition therapy for a variety of conditions and illnesses to improve their health and quality of life. The ability to promote positive behavioral 
and lifestyle changes required to impact long-term eating habits and health, and to promote force readiness.

Scheduling Appointment: Provides scheduling, coordinating and viewing of patient appointments. It enables users to initiate, request and schedule a health-related visit with a provider. This capability supports interactions with other systems, applications and modules to provide the necessary data to 
achieve optimal efficiency in the scheduling of patient care, for either the patient or a resource/device. The system may support user access to scheduling systems as required. Relevant clinical or demographic information required in the scheduling process could be linked to the task. The Scheduling 
Appointment capability also includes obtaining and verifying core information (e.g., eligibility, enrollment, demographics, PCM, case manager, special programs and personal preferences) and scheduling services for beneficiaries. Scheduling appointments also includes coordinating referrals and follow-
up procedures, which are managed through primary care providers. The scheduling resource enables  the generation of managerial reports, statistical reports, patient letters and workload reports. Users will be able to schedule recurring appointments for patients. The scheduling of care should be well 
coordinated, as should patient or family hand-offs.

Includes Secure Messaging / Telehealth.

Includes Immunization.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.
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Includes the ability to provide dietetics counseling and management. The replacement of a nutritional management system is not a requirement.

0019 Routine Ambulatory 
Care (Medical): 
Specialty Care

The ability to provide ambulatory (outpatient) 
primary and specialty diagnosis, observation, 
treatment, and rehabilitation for symptoms and 
conditions for which non-urgent or non-emergent 
intervention is required.

Component of Routine Ambulatory Care:  The ability to provide ambulatory (i.e., outpatient) primary and specialty diagnosis, observation, treatment, and rehabilitation for symptoms and conditions for which non-urgent or non-emergent intervention is required. Includes the ability for multiple providers at 
different locations to review a patient record simultaneously (e.g., during a provider-to-provider consultation). 

Routine Ambulatory Care includes, but is not limited to:
1) Patient identification management
2) Narrative and charting alignment with specialty workflows
3) Workload reporting
4) Medical readiness classification updating / verification (including vision)
5) Automated determination of readiness status (e.g., Vision Readiness Classification) 
6) Appointment scheduling to other specialty care services or primary care
7) Procedure site/type verification 
8) Communication with external data/image capture systems in a clinically relevant, workflow supportive, and specialty aligned format

Includes Secure Messaging / Telehealth.

Includes Immunization.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.
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0020 Routine Ambulatory 
Care (Dental)

The ability to provide examination and assessment 
of teeth and supporting oral structures. Provide 
routine prophylactic treatment and care to restore 
integrity of the teeth and masticatory system to 
maintain dental health.

Component of Routine Ambulatory Care:  The ability to provide ambulatory (i.e., outpatient) primary and specialty diagnosis, observation, treatment, and rehabilitation for symptoms and conditions for which non-urgent or non-emergent intervention is required. Includes the ability for multiple providers at 
different locations to review a patient record simultaneously (e.g., during a provider-to-provider consultation). Additional Components crucial to the full operation of the Electronic Dental Record System, include, but are not limited to, Patient Identification Management (across systems), Orders 
Management (i.e., prescribing and ancillary orders/retrieval), and the ability to display data from other systems (such as the medical EHR).

Must be able to provide patient identification management, operative site verification, encounter narrative and charting, workload reporting, dental readiness classification updating / verification, appointment scheduling and referral to specialty dental care. Must also have the ability to archive records by 
Service-defined criteria upon transfer or resignation from the Service or retirement. Must have the capability to electronically transfer treatment plans to 3rd party civilian dental providers for consultation or treatment and the ability to operate in a low-communications / no-communications, disconnected, 
stand-alone, remote version for extended periods of time (when preloaded / store-forward) with a known population until such time as the remote program is reconnected to the central server for synchronization. The remote version must have the same capability as the web version and must be able to 
add providers and new patients to the pre-loaded database. 

Includes Secure Messaging/Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.
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0021 Surgery (Ambulatory) The ability to promote health through surgical 
intervention in an outpatient setting. Ambulatory 
surgery encompasses procedures that require the 
patient to remain in the medical treatment facility 
less than 24 consecutive hours following 
completion of the procedure.

Includes Anesthesia.

Includes Secure Messaging / Telehealth.

Includes Immunization.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.
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0022 Disease Management The ability to provide an organized effort to 
achieve desired healthcare outcomes in 
populations with prevalent, often chronic, diseases 
or conditions for which healthcare practices may 
be subject to considerable variation.

MHS defines the following (also applicable to other capabilities):

Medical Management:  The ability to provide an integrated managed care model that promotes utilization management, case management, and disease management programs as a hybrid approach to managing patient care. This includes evidence-based, outcome-oriented management of populations 
with common conditions emphasizing the integration of clinical practice guidelines and monitoring patient outcomes.

Medical Management should:
• Support the ability to identify select populations (e.g., Exceptional Family Member Program (EFMP)) 
• Support multiple co-morbid conditions
• Support the ability to capture data that drives disease specific interventions, education and training materials (culture and language sensitive), and goal setting
• Support dedicated and targeted beneficiary education that can be provided at the point of care or accessed through discharge planning efforts
• Support evidence-based practice
• Support the ability to generate a referral for PCM consideration
• Support post-program assessment

Includes a component of dental in which a multi-discipline treatment plan is utilized when 3 or more disciplines are engaged.

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visits and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.

Ensure capability covers the ability to select individual patient records or groups of patient records for segregation based on EFMP status. 
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0023 Utilization Management The ability to invoke processes designed to 
address the managing of resources expended or to 
be expended in the delivery of healthcare, while 
simultaneously measuring the quality associated 
with the care delivered in an effort to balance 
quality, risk and cost.

MHS defines the following (also applicable to other capabilities): 

Billing is a process associated with claims, billing, and/or invoices for medical services (including, but not limited to, dental, radiology, laboratory and pharmacy) provided to patients receiving direct healthcare in the military treatment facilities.  Includes the ability to produce bills and detailed reports for 
each of the Uniform Billing Office (UBO) medical billing sub-programs (e.g., Third Party Collections, Medical Services Accounts and Medical Affirmative Claims). Billing also includes the ability: (1) to manage accounts receivable that allow assignment, tracking and reporting on the status and control of 
disputed claims for further review and processing; (2) to transmit claims via electronic clearinghouse to insurance companies and receive Health Insurance Portability and Accountability Act (HIPAA) standard responses; (3) to conduct 270/271 transactions and discover valid Other Health Insurance 
(OHI) information for patients existing in the military database without insurance; (4) to interface with the Defense Eligibility Enrollment Reporting System (DEERS); and (5) to produce an electronic DD Form 2569 that allows users to collect, record, and retrieve health insurance carriers' information.

Third Party Collections bills insurers for care provided to eligible DoD beneficiaries (excluding Active Duty Service Members) with OHI (excluding Medicare and TRICARE). Medical Services Account includes billing for care provided to eligible patients from Veterans Affairs, Coast Guard, National 
Oceanic and Atmospheric Administration (NOAA), civilian emergencies, and foreign military and their family members. Medical Affirmative Claims bills for care provided to eligible DoD beneficiaries injured by third parties.

Coding is the process associated with selecting and inputting the correct diagnostic or procedural code in accordance with an established coding standard (e.g.,  ICD-9-CM, CPT-4, etc.).  The Encounter Coding capability functionality has the ability to generate and assign a numerical code to depict an 
accurate portrayal of a patient’s healthcare procedure. The encounter codes outline the reason for a patient’s visit, their overall diagnosis, treatment, or disposition.   In order to accurately code, a patient’s encounter information must be gathered.  This collection of information is achieved by focusing 
on encounter management, which promotes patient-centered/oriented care that enables immediate point of service and real-time point of care by facilitating efficient workflow and operations performance. This support is necessary for encounter coding, which relies on providing user interaction and 
workflows, which are configured according to clinical protocols and business rules based on encounter specific values such as care setting, encounter type (inpatient, outpatient, home health, etc.), provider type, patient's EHR, health status, demographics, and the initial purpose of the encounter.  
Additional functions of the Encounter Coding capability include the ability (1)  to access pertinent patient information needed to support coding of diagnosis, procedures and outcomes; and (2)  to assist with the coding of diagnoses, procedures, and outcomes based on provider specialty, care setting, 
and other information that may be entered into the system during the encounter.  Encounter coding ensures the electronic system is efficiently allocated provider reimbursement and provides direct care with user interaction that is based on clinical protocols and business codes.  The EHR coding 
capability will need to interface with a coding compliance editor.
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Defense Medical Information System (DMIS) ID: It is a unique identification code assigned by the Defense Health Agency (DHA), which identifies past and current DoD medical facilities.  This information is updated monthly. with availability going back several years. Full Time Equivalent (FTE) is the 
number of hours worked that add up to one full-time employee.

Includes the ability to generate discharge plan for beneficiaries.

Includes the ability to document benefit waivers and supplemental healthcare determination (i.e., rationale).

Includes Secure Messaging / Telehealth.

Includes Referral Management.

Includes the ability to track access to care by specialty. 

Includes Document Artifact Management.
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0024 Case Management The ability to assess and assist clients with 

complex health needs, utilizing a collaborative 
process, to promote the delivery and receipt of 
appropriate medical care to achieve positive health 
outcomes in the most cost-effective manner. 
Medical case management may include, but is not 
limited to, care assessment, including personal 
interview with the injured beneficiary. May include 
assistance in developing, implementing and 
coordinating a medical care plan with healthcare 
providers, as well as the employee, military 
command/unit and/or his/her family and evaluation 
of treatment results. Medical case management 
requires the evaluation of a medical condition, 
developing and implementing a plan of care, 
coordinating medical resources, communicating 
healthcare needs to the individual, monitoring an 
individual's progress and promoting cost-effective 
care.

Medical Management:  provides an integrated managed care model that promotes utilization management, case management, and disease management programs as a hybrid approach to managing patient care. This ability includes evidence-based, outcome-oriented management of populations with 
common conditions emphasizing the integration of clinical practice guidelines and monitoring patient outcomes.

Includes the ability to identify select populations (e.g., Limited Duty (LIMDU), IDES review, etc.).

Includes the ability to generate referrals for PCM consideration.

Includes the ability to capture post-program assessments.

Includes the ability to communicate / coordinate with VA Care Management teams

Includes a component of dental in which a multi-disciplinary treatment plan is utilized when 3 or more disciplines are engaged.

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.
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0025 Inpatient Non-Surgical 
Treatment

The ability to provide all non-surgical medical care 
and services to treat patients admitted to a hospital 
for at least one overnight stay.

Includes Appointing / Web Visit and Registration of Patients.

Includes Secure Messaging / Telehealth.

Includes the ability to support food and nutrition management operations and provide preventative and corrective medical nutrition therapy and medical food management. The replacement of a nutritional management system is not a requirement. Also applicable to other capabilities.

Includes Document / Artifact Management.

Includes Referrals.
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0026 Intensive Care The ability to provide comprehensive and highly 
specialized, life-saving methods and equipment 
with continuous monitoring and care to seriously ill 
or injured patients with specially trained provider, 
nursing, and technical staff.

Includes Secure Messaging / Telehealth.                                                                                                                                                                                                                                                                    
Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.
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0027 Surgery (Inpatient) The ability to treat disease or injury, improve or 
restore form or function, or close a previously 
sustained wound through surgical intervention. 
Inpatient surgery requires that the patient remain in 
the medical treatment facility for more than 24 
consecutive hours following the completion of the 
procedure.

Includes Anesthesia.

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management. 

Includes Referrals.
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0028 Pharmacy Services The ability to support clinical activities in all 
environments through expert clinical consultation, 
patient education, and appropriate handling and 
dispensing of drugs and other medical supplies to 
patients or family members

MHS defines the following (also applicable to other capabilities):

Medication Management is a suite of capabilities that perform refills, request renewals, generate alert notifications, perform medication reconciliation,  process electronic prescribing and offer drug interaction checks.  The capability allows for medication management activities between the patient and 
the provider, direct care, purchased care and mail order pharmacies.

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes a Perpetual Inventory Management capability that electronically interfaces with the MHS material management system.

Includes Medication Therapy Management.

Includes a Pharmacy Decision Support capability that adheres to National Quality and Patient Safety standards.

Includes the ePrescribing capability that adheres to National Standards including controlled substances (e.g., send and receive electronic prescriptions).

Includes Referrals.
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0029 Therapeutic Radiology 
Services

The ability to apply ionizing radiation to treat 
patients with cancer and other diseases.

The replacement of the ionizing radiation system is not a requirement.

Includes Secure Messaging.

Includes Appointing / Web Visit and Registration of Patients.

Includes Referrals.
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0030 Mental Healthcare The ability to provide patients with tools to achieve 
a state of functional well-being and successful 
performance of mental function, resulting in 
productive activities, fulfilling relationships with 
other people, an ability to adapt to change and 
cope with adversity, decreased stigma associated 
with a warfighter seeking mental health, and 
mitigated risks for post-traumatic stress disorder 
(PTSD). Activities include prevention, building 
psychological resiliencies, and providing early 
interventions, clinical treatment, and rehabilitation.

Includes the ability to collect data on reported symptoms, mental health diagnoses and atypical activities from medical encounters and non-medical sources (e.g., police reports, command incident reports, etc.) within the area of interest or population.

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Mental Healthcare is equivalent to Behavioral Healthcare.      

Includes Behavioral Health concerns.

Includes Evaluations.

Includes data on treatment outcomes.

Includes Document / Artifact Management.

Includes Referrals.

Includes the ability to support residential programs.
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0031 Substance Abuse Care The ability to provide medical and/or 
psychotherapeutic treatment for dependency on 
illegal drugs and prescription or over-the-counter 
drugs or alcohol or other mind altering substances, 
to enable the patient to avoid psychological, 
physical, legal, financial, social, and job-related 
consequences.

Includes Secure Messaging.                                                                                                                                                                                                                                                                 
Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.

Includes Abuse and Misuse.
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0032 Physical Therapy The ability to manage patient conditions involving 
the neuromuscular, musculoskeletal, 
cardiopulmonary, and integumentary systems 
through specific therapeutic and rehabilitative 
interventions based on the results of examination, 
evaluation, and testing. The ability to promote 
positive health behaviors in service members and 
beneficiaries of all ages through human 
performance optimization and injury prevention 
programs.

Physical Therapy is a subset of Physical Rehabilitation. It includes the ability to use therapeutic measures and re-education to restore physical, psychological, social, vocational, speech, and educational potential consistent with neurological or anatomical impairment.

Includes Secure Messaging.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.
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0033 Sensory Rehabilitation 
(Hearing and Audio-
Vestibular Care)

The ability to apply highly specialized rehabilitation 
training, resources, and technologies to prevent, 
manage, treat, and overcome injury, impairment, 
functional limitation, and disability of vision, 
speech, and audition to optimize human 
performance considering medical, neurological and 
psychological factors.

Sensory Rehabilitation is a subset of Physical Rehabilitation. It includes the ability to use therapeutic measures and re-education to restore physical, psychological, social, vocational, speech, and educational potential consistent with neurological or anatomical impairment. Psychological Rehabilitation 
is covered by Mental Healthcare

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.
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0034 Vision Care (Sensory 
Rehabilitation)

The ability to apply highly specialized rehabilitation 
training, resources, and technologies to prevent, 
manage, treat, and overcome injury, impairment, 
functional limitation, and disability of vision.

Vision Care is a subset of Physical Rehabilitation. It includes the ability to use therapeutic measures and re-education to restore physical, psychological, social, vocational, speech, and educational potential consistent with neurological or anatomical impairment.

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals. 
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0035 Amputee Care The ability to assist patients who will experience, 
or have experienced, amputation and/or limb 
deficiency at any point along the continuum of 
care, including preoperative assessment, surgery, 
acute hospitalization, rehabilitation, outpatient 
services, prosthetics, and life-long management.

Includes Secure Messaging / Telehealth.                                                                                                                                                                                                                                                                             
Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.

Includes the ability to utilize asset tracking technologies (e.g., Radio Frequency Identification (RFID) (active and passive), Real Time Locating System (RTLS), etc.) for prosthesis management.
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0036 Burn Care The ability to apply highly specialized medical 
training, resources, and technologies to manage, 
treat, and heal patients with deep burn injuries.

Includes Secure Messaging / Telehealth.                                                                                                                                                                                                                                                                    
Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals.
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0037 Occupational 

Rehabilitation 
The ability to help a wounded, ill, or injured worker 
regain the functional capability to participate in 
meaningful work/volunteer activities. This may 
include work-environment modifications, use of 
compensatory strategies, and/or adaptive 
equipment or technology to overcome physical, 
cognitive, or psychological impairments.

Occupational Rehabilitation is comprised of an interdisciplinary team that typically includes physical therapists, occupational therapists, vocational rehabilitationists, occupational psychologists and occupational medicine practitioners specifically focused on rehabilitation / prevention of work-related 
disability / injuries with a goal of returning the employee to work.

Includes Secure Messaging.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals. 

Ensure capability covers the ability to select individual patient records or groups of patient records for segregation based on statutory guidance.
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0038 Occupational Therapy The ability to help a client regain the capability to 
perform normal everyday tasks and life activities 
(occupations) that they find meaningful and 
purposeful by restoring old skills or teaching new 
skills to adjust to disabilities using adaptive 
techniques, equipment, orthotics, and modification 
of the client's home or work environment.

Occupational Therapy (OT) includes the therapeutic use of everyday life activities (occupations) with individuals, groups, organizations, and populations to promote health and wellness to those who have or are at risk of developing an illness, injury, disease, disorder, condition, impairment, disability, 
activity limitation, or participation restriction.  OT addresses physical, cognitive, psychosocial, sensory, communication, and other areas of performance in various contexts and environments that affect health, wellbeing, and quality of life.

Includes Secure Messaging / Telehealth.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals. 

Ensure capability covers the ability to select individual patient records or groups of patient records for segregation based on statutory guidance. 
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0039 Disability Counseling 
and Coaching

The ability to provide severely injured or ill service 
members and families access to a network of 
professional counseling, information and resources 
that provide personal support and assistance from 
injury to reintegration, separation or medical 
retirement

Includes Secure Messaging / Telehealth.                                                                                                                                                                                                                                                                     
Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management. 

Includes the ability to support Personalized Education.

Includes Referrals.
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0040 Medical Support to 
Disability Evaluation

The ability to evaluate service members who have 
achieved the optimal medical benefit from available 
treatment options against retention standards.

Includes the ability to support the evaluation of Service Members through appropriate data sharing.                                                                             

Includes Secure Messaging / Telehealth.                                                                                                                                                                                                                                                                     
Includes Line of Duty (LOD) forms.

Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Includes Referrals. 
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0041 Transitional Services The ability to provide severely ill or injured 
warfighters who are transitioning to civilian life and 
possibly civilian or VA healthcare with the guidance 
and support to make the passage as seamless and 
trouble-free as possible.

Includes Secure Messaging / Telehealth.                                                                                                                                                                                                                                                                    
Includes Appointing / Web Visit and Registration of Patients.

Includes Document / Artifact Management.

Also applicable to other capabilities. 
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HSS
0042 Partnership 

Development 
Operational Tasks 

The ability to explore collaborative clinical, 
business arrangements, and/or research with other 
federal agencies, health industry partners, health 
care vendors, research institutes, and academia to 
provide required health care and health care 
services so that patients receive the best possible 
care and services that will result in the best 
possible medical outcome.

Includes Referral Management and Appointing.

Includes the ability to explore collaborative arrangements and research in order to provide the best possible clinical outcomes. 

Includes Secure Messaging / Telehealth.

Dental private sector partners include the Active Duty Dental Program (ADDP).

Includes patient level cost accounting.
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0043 Total Medical Force: 
Total Medical Force 
Recruiting Operational 
Tasks 

The ability to effectively recruit and retain the 
highest quality military, federal civilian, and 
contractor health care providers to support the 
MHS across the four basic categories of military 
activity. Total Medical Force Recruiting and 
Retention includes the ability to understand and 
plan for the turnover rate of health care providers 
and the capacity to hire health care providers 
required in support of the MHS’s mission to include 
necessary rapid expansion to meet contingency 
and other changing operations.

Includes the ability to effectively manage the total medical force by determining manpower requirements, identifying the necessary skill mixture, and conducting career transition and succession planning. 

Includes the capacity to hire the highest quality providers. 

Includes the ability to support credentialing, licensing, and board certifications.
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0048 Medical Logistics: 
Medical Materiel 
Operational Tasks 

The ability to organize and provide life cycle 
management of medical materiel, including 
pharmaceuticals, medical supplies, medical 
assemblages, and medical gases. The Medical 
Materiel capability must provide the ability to plan 
and execute the provision of medical supplies 
required for delivery of HR capabilities and in 
compliance with all applicable national standards. 
It must also facilitate coordination among Joint 
Logistics Enterprise partners for end-to-end 
distribution of medical supply and delivery of 
medical logistics support required to sustain HR.

Includes the ability to organize and provide life-cycle management for medical products, devices, equipment, and services  required to support Health Readiness (HR) requirements across the range of military operations. 

Includes the capability to provide a common suite of point of use/point of care medical supply capabilities in support of direct clinical care, documentation to the patient record, and support to DoD medical supply chain management.

Includes the management of dental materiel and the facilitation of Joint Logistics Enterprise partnerships to sustain the dental record.

Includes the ability to exchange data and workflows between the EHR and DoD medical logistic systems.  This does not include PHI or PII.

Includes the ability to leverage inherent EHR clinical business capabilities to support DoD Medical Logistics supply chain management (e.g., supply chain orders, receipts, etc.).

Includes the ability to report EHR utilization data, which drives materiel decisions within Materiel Standardization business processes.

The replacement of the Defense Medical Logistics Standard Support (DMLSS) system is not a requirement.
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0049 Medical Logistics: Blood 
Operational Tasks 

The ability to organize and manage the provision 
of blood and blood products including the ability to 
plan and execute the provision of blood and blood 
products required for delivery of HR and in 
compliance with all applicable national standards.

Includes the ability to organize and provide life-cycle management for medical products, devices, equipment, and services  required to support Health Readiness (HR) requirements across the range of military operations.  Tasks include collecting, testing, storing, issuing, and tracking blood and blood 
products.

Includes the ability to exchange data with the existing transfusion medicine capabilities. 
                                                                                    
The replacement of the Blood Bank / Blood Management System is not a requirement.
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0050 Medical Logistics: 
Medical Equipment & 
Technology Operational 
Tasks 

The ability to organize and provide life-cycle 
management of medical equipment, including the 
assessment and integration of medical technology. 
The Medical Equipment and Technology capability 
must provide technology assessment and decision 
support for the acquisition, integrated logistics 
support, fielding, sustainment and disposition of 
medical equipment required for HR.

Includes the ability to organize and provide life-cycle management for medical products, devices, equipment, and services required to support Health Readiness (HR) requirements across the range of military operations. It includes life cycle management, technology assessment and decision support 
for dental equipment. 

Includes the management of dental materiel and the facilitation of Joint Logistics Enterprise partnerships to sustain the dental record.

Includes the ability to exchange data and workflows between the EHR and DoD medical logistic systems.  This does not include PHI or PII.

Includes the ability to leverage inherent EHR clinical business capabilities to support DoD Medical Logistics supply chain management (e.g., supply chain orders, receipts, etc.).

Includes the ability to report EHR utilization data, which drives materiel decisions within Materiel Standardization business processes.

The replacement of the Defense Medical Logistics Standard Support (DMLSS) system is not a requirement.  

Includes the ability to share medical device identification data and clinical data from a medical device to the patient record.

Includes the ability to utilize asset tracking technologies (e.g., Radio Frequency Identification (RFID) (active and passive), Real Time Locating System (RTLS), etc.).  Asset tracking is not limited to Medical Logistics.
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0051 Medical Logistics: 
Medical Maintenance 
Operational Tasks 

The ability to organize and manage the 
maintenance of medical equipment and plan for 
and execute the sustainment of medical equipment 
through preventive maintenance, repair services 
and calibration at the organizational and support 
maintenance levels.

Includes the ability to organize and provide life-cycle management for medical products, devices, equipment, and services required to support Health Readiness (HR) requirements across the range of military operations.  

Includes the maintenance and sustainment of dental equipment at the organizational and support maintenance levels. 

Includes the ability to exchange data and workflows between the EHR and DoD medical logistic systems.  This does not include PHI or PII.

Includes the ability to report EHR utilization data, which drives materiel decisions within Materiel Standardization business processes.

Includes the ability to utilize asset tracking technologies (e.g., Radio Frequency Identification (RFID) (active and passive), Real Time Locating System (RTLS), etc.).  Asset tracking is not limited to Medical Logistics.

Includes the ability to share medical device identification data and clinical data from a medical device to the patient record.

The replacement of the Defense Medical Logistics Standard Support (DMLSS) system is not a requirement.  
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0052 Medical Logistics: 
Optical Operational 
Tasks 

The ability to organize and manage the fabrication 
and delivery of spectacles and prescription 
protective eyewear while planning for and 
executing optical fabrication services to meet the 
vision health and protection requirements of the 
force.

Includes the ability to organize and provide life-cycle management for medical products, devices, equipment, and services required to support Health Readiness (HR) requirements across the range of military operations.  

Includes the ability to request and track delivery of a corrective / restorative device.

Includes the ability to maintain optical prostheses.
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0070 Medical Research and 

Development 
Operational Tasks 

The ability to not only advance the state of medical 
science, technologies, and practices in those 
areas of most pressing need and relevance to 
today’s battlefield experience but also ensure that 
the most promising and expedient medical 
solutions are developed and fielded for the future 
joint force. Medical research and development is 
conducted under a continuum of broad categories 
reflecting different levels of technological effort and 
dependent upon the technological maturity of 
those efforts. Briefly, these broad categories of 
medical research are: Basic Medical Research 
Science, Applied Biomedical Technology, Medical 
Technology Development, Advanced Component 
Development, Medical Systems Development and 
Medical Systems Sustainment.

Includes the ability to support the MHS academic mission.  

Includes the ability to access clinical data; configure reports; support role based access/security; 

Includes the ability to search and query patients and cases by diagnoses, imaging results, and system factors (e.g., clinic schedules), etc.

Includes the ability to facilitate patient recruitment through the identification and notification of potential study cohorts.

Includes the ability to enhance research care components (e.g., study enrollment indicators), management of research patient encounters (e.g., tracking study encounters and orders) and additional support capabilities (e.g., capturing patient associated time / date stamp throughout continuum of care 
and across different time zones).

Includes the ability to query the system for comparative analysis and produce reports that provide research-associated metrics of patient study populations (e.g., biometrics and utilization by hospital, clinic, etc.).

FHP&R
0054 Access a Healthy and 

Fit Force 
The ability to obtain a healthy and fit force using 
appropriate standards for aptitudes and abilities, 
medical and mental conditions, and physical 
fitness to select recruits most likely to finish basic 
training, perform their job, and successfully 
complete the first term of service (generally 36 
months).

Ensuring a healthy and fit force starts at accession. The collection and documentation of medical, dental, and biological history at accession establishes the baseline that can be tracked throughout a military member's career.  There are many physical and mental challenges in a deployed setting, and 
commanders need to ensure their personnel are fit to handle the challenges. Being able to proactively address health issues is paramount.
  
Includes role based, 'read only' access

Includes scanning and Document / Artifact Management

Includes the ability to select individual patient records or groups of patient records for segregation.  

0 3 0

0055 Ensure the Physical and 
Mental Health of the 
Redeployed Force

The ability to evaluate and predict physical and 
mental health effects on a redeployed Warfighter 
(routine screening and follow-up of immediate and 
long-term health threats); communicate effective 
implementation strategies to decision-makers; and 
provide effective communication and accountability 
systems enabling contact between commanders, 
their injured Warfighters, and families

The EHR needs to ensure detailed pre and post deployment surveys can be generated in the EHR in garrison and theater areas of operations.  These are structured, highly branched surveys.  They must be available to medical and non-medical users to access and complete electronically both within 
and outside the .mil domain (e.g.at home, and at duty stations in Garrison and theater areas of operation).  Pre / post Deployment Health Assessments/Reassessments (DHRAs) must be completed within prescribed timeframes, include person-to-person provider health assessments and referral 
scheduling and management when required, be recorded in the EHR and have capability for electronic transmission to the MHS data repository of record.  Includes the ability for timely updates of the survey instrument and the ability to track the status of DRHA completion. 

Includes the capability to interface with key enterprise information management or information technology systems to facilitate data exchange on medical readiness elements required to include: Periodic Health Assessment (PHA) status, deployment-limiting medical and dental conditions, dental 
readiness classification, immunization status, required laboratory tests, and required medical equipment.  Specific deployment medical requirements may include specific immunizations, lab tests, occupational exams, neurocognitive assessments, chemoprophylactic/pharmaceutical agents, deployment-
related health assessments and other Combatant Command-specific requirements as identified.
  
Includes the ability to determine service member (or those identified as being on some special duty status as defined by the Services) medical "fitness for duty" on a daily basis which includes the documentation and reporting of that "non-medically fit for duty" determination to appropriate medical and 
non-medical leadership.  The DoD also requires the ability to change the status back to "fit for duty" based on additional medical documentation and authorization of appropriate leadership.

1 3 1

0056 Provide Public Health The ability to provide public health support to DoD 
personnel in operational environments by 
performing food and water safety operations and 
inspections.  Additionally, the provision of public 
health services during humanitarian assistance 
missions is essential to host nation sponsors and 
adds value to relationships with partner nations.

Military Public Health is concerned with preventing disease, injury and death and promoting health by identifying and mitigating/controlling health risks of DoD populations in all operational environments.  Its primary focus is on readiness and on the fielding and sustaining of a medically fit and healthy 
force.  Public health services across the MHS encompasses a broad range of activities including the disciplines of occupational and environmental health, industrial hygiene, hearing conservation, radiation health, clinical preventive medicine, health promotion, public health laboratories, deployment 
health, food and water safety, entomology, public health emergency and response, and clinical preventive medicine, including immunizations.  In order to carry out these activities, robust information management systems document personal  exposures; ambient (air, water, soil) monitoring results; 
industrial hygiene measurements, including noise and radiation levels; heat stress measurements; disease vector surveys and pesticide applications; occupational health site assessments in deployed settings; food sanitation inspections; water quality and potability results; and documentation of 
administrative and engineering controls, including the fit testing of respirators and administration of immunizations and prophylactic medications.
  
Includes the ability to assemble individual longitudinal exposure data for interoperability sharing.
  
Relevent patient data elements, from a specific population will be available on all operational platforms across all roles of care and operational environments.

In connected, low connectivity, no connectivity, disconnected and dismounted modalities. Records of all care, regardless of the location of care or the environment in which it was provided, will be updated with the care which was delivered in connected, low connectivity, no connectivity, disconnected 
and dismounted modes to ensure continuity of care, quality of care monitoring and maintenance of patient safety.  Records of all care provided must be readily available for review and further provision of care.  The ability to document and store locally (e.g., laptop, shipboard) and then re-synch when a 
network connection becomes available is required.

1 3 0

0057 Non-Clinical Preventive 
Medicine/Health 
Surveillance

The ability to provide comprehensive and 
continuous military non-clinical preventive 
medicine and comprehensive health surveillance to 
effect early intervention and control strategies for 
all occupational and environmental health (OEH) 
hazards and CBRNE threats, using joint 
technologies, practices, and procedures 
consistently across the military services.

Comprehensive health surveillance, which is the continual, systematic, standardized collection, epidemiological analysis, interpretation, and archiving of data to identify health trends and potential health risks, including mental health conditions, in the DoD population at the level of small units, 
organizations, and installations, theater of operations, and country level.  Data includes medical data, health data, and all-hazards occupational and environmental health monitoring and exposure data, veterinary diseases, and disease carrying vectors.  Comprehensive health surveillance enables the 
timely detection of disease or illness outbreaks and the dissemination of actionable information and data and facilitates early interventions to prevent, treat, or control disease and injury. This includes Chemical, Biological, Radiological, Nuclear and High Yield Explosives (CBRNE). 

Includes ability to interface with external health surveillance systems.  

0058 Provide for Medical 
Countermeasures

The ability to minimize the incidence or the severity 
of disease or illness, including the protection of US 
personnel against rare or exotic diseases or 
against CBRN hazards through the application of 
medical countermeasures. Includes the ability to 
provide timely Immuno- and Chemoprophylaxis 
(preventive) Countermeasures.

Includes the capability to review and print lab reports based on International Classification of Diseases (ICD) codes and environmental sampling. In order to "minimize the incidence or the severity of disease or illness" DoD needs to know what disease we are dealing with via bio-surveillance methods.  
These actions are accomplished by obtaining lab samples and results, which requires the capability to review and print lab reports, so we know what we are dealing with and how to treat/mitigate exposures to those pathogens.  We can also use a 'clinical case definition' of a disease via ICD-9 codes to 
search for particular groupings of suspected disease exposure or diseases (i.e. 'upper respiratory infection' and 'fever' and 'rash' may help determine what type of disease may be present in a population setting).  These same concepts apply to the results of environmental sampling.  This allows the 
DoD to determine the best treatment option and how to disposition those individual(s).  Includes the need to display and print data received from sources such as the National Center for Medical Intelligence (NCMI), Centers for Disease Control & Prevention (CDC), and the World Heath Organization 
(WHO) related to threat analysis and disease outbreak.  Includes documentation for travel and international health/medicine with content delivered to the end user through the EHR.

1 3 0

0059 Global Patient 
Movement

The ability to evacuate injured and ill personnel 
with appropriate en-route care.  This includes all 
activities related to casualty evacuation 
(CASEVAC), medical evacuation (MEDEVAC), 
aeromedical evacuation (AE), enroute care, PM 
planning, medical regulating, patient staging 
facilities, patient movement items (PMIs), and 
patient in-transit visibility.  Also included are all 
activities related to maintaining the DoD’s Global 
Patient Movement Network.

If care is able to be provided during transport, the need exists to electronically capture the information for the continuum of care and, depending on bandwidth, forward the data to the next point of care. Includes the ability to evacuate/transport injured and/or ill casualties with appropriate en route care 
to and between a medical treatment facility (MTF) staffed and equipped to provide essential care in the area of operation (AO), and further evacuation from the AO to provide definitive, rehabilitative, and convalescent care in the CONUS. This includes the ability to document the continuation of care 
while being moved to an MTF by CASEVAC, MEDEVAC or AE; direct and manage a patient movement safety program for evaluation of the quality of care standards and process improvement, as well as activities related to patient movement (PM) planning, medical regulating, patient staging facilities, 
and patient in-transit visibility.

Needs to be able to create a patient movement request.

Includes the ability to interface with the current patient tracking system.

Includes data management in connected, low connectivity, no connectivity, disconnected and dismounted modalities. 

Includes the ability to store and synch data with the parent system(s).

Includes the ability to support the registration of non-DoD patients.

Includes support for mobile devices.

Includes ability to operate in a wireless LAN configuration.

Includes Secure Messaging / Telehealth.

Includes wireless medical device data integration.
  
Includes support for hands free, voice recognition capability for data input. 

0060 Manage Patient 
Movement Items (PMI)

The ability to manage medical equipment, 
supplies, and PMIs required to support PM.  This 
includes activities related to managing theater 
resources, preventive maintenance and repair, and 
supporting information systems

Includes the capability to document the unique PMI asset tracking system (ATS) equipment barcode or supplies utilized, to a patient at the point of care.  Documentation must occur for utilization inclusion of the specific PMI equipment identifier in the patient record.  The PMI ATS barcode will allow the 
EHR system to pass PMI movement data to, and receive PMI maintenance and management data from, the PMI ATS for a specific piece of PMI equipment (does not include PHI or PII).

The PMI ATS will interface with the DoD medical logistics solution, the electronic health record (EHR) and the DoD patient regulating and command and control solution. 

The replacement of current Defense Medical Logistic Enterprise (DMLE) medical logistic systems is not a requirement.  The PMI ATS capability is a component of the DMLE system. 

Note:  Not everyone will have an EHR device (non-clinical) or the DoD medical logistic solution.  PMI is managed in two categories:  peacetime (unit assigned) & wartime/contingency (operation assigned).  Theater PMI tracking resources are managed differently at each of the assigned levels:  Center, 
Cell, Node, Site.

0 3 0

0061 Medical Command and 
Control

The ability to exercise authority and direction over 
assigned and attached forces in the 
accomplishment of the mission. Command and 
control functions are performed through an 
arrangement of personnel, equipment, 
communications, facilities, and procedures 
employed by a commander in planning, directing, 
coordinating, and controlling forces and operations 
in the accomplishment of the mission.

This capability provides worldwide medical asset visibility, command and control (C2), patient search and tracking,  decision support, theater blood tracking and reporting, and medical surveillance with geographic information mapping of data. This capability includes the ability to provide the non-
medical commander aggregated data on the medical readiness of their units within their area of operation. The aggregation of certain types of medical information in operational environments may make that information classified. For the purposes of medical C2, medical information generated in 
operational environments must be readily identifiable and transferrable for upload into a classified environment. There is a need for a one way Nonsecure Internet Protocol Router Network (NIPRNet) to Secret Internet Protocol Router Network (SIPRNet) data exchange from the EHR to the DoD 
medical command and control solution.

0063 Detainee Medical Care The ability to provide medical care and safeguard 
the health of detained personnel in compliance 
with the provisions of the Geneva Convention and 
our nation’s stance on human rights.

Includes the ability to select individual patient records or groups of patient records for segregation.

Includes the ability for role-based access.

1 3 0

0067 Operational Medical 
Logistic Support

The ability to manage, synchronize, integrate, and 
maintain visibility of medical logistics support to the 
joint force in a designated operational area.  As 
medical technology changes, the medical logistics 
system must be capable of providing standardized, 
interchangeable and up-to-date supplies and 
equipment, and be able to distribute and track 
medically necessary and serviceable medical 
supplies and equipment to the right person, in the 
right place, at the right time. 

Role 1 and 2:  
Includes the capability to view and order from an electronic supply catalog, download catalog data, place orders, obtain order status, and manage unit level medical supplies and inventory.  This includes catalog management, document registers, transaction registers, order request handling,

Includes interface to Service-specific logistic systems.

Role 3:
Includes interface to DoD medical logistic systems.

Includes the capability to provide data and workflow sharing. 

Includes the ability to leverage inherent EHR capabilities (if any) to perform supply chain order/receipt functions for clinical business area support, through interoperability with DoD Medical Logistics supply chain management systems.

Includes the reporting of utilization data from EHR to drive materiel decisions within the Materiel Standardization business processes.

Includes the ability to share medical device identification data and clinical data from a medical device to the patient record.

Includes the ability to utilize asset tracking technologies.

Includes the capability to operate in a disconnected network environment.

Includes the capability to share data with Service-specific logistic systems.

The replacement of current Defense Medical Logistics Enterprise medical logistic systems is not a requirement.

1 3 0
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0071 Casualty Management The ability provide a continuum of timely, 

responsive medical and surgical care that 
incorporates the latest technologies and 
advancements in medical science.  This care 
begins with the first responder and proceeds 
through forward/resuscitative care and theater 
hospitalization in the joint area of operations. 

Includes medical management on all operational platforms across all roles of care and operational environments by all levels of non-medical and medical personnel.

In connected, low connectivity, no connectivity, disconnected and dismounted modalities. Records of all care, regardless of the location of care or the environment in which it was provided, will be updated with the care which was delivered in connected, low connectivity, no connectivity, disconnected 
and dismounted modes to ensure continuity of care, quality of care monitoring and maintenance of patient safety.  The ability to document and store locally (e.g., laptop, shipboard) and then re-synch when a network connection becomes available is required.

Records of all care provided must be readily available for review and further provision of care.  

1 3 0
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Production Threshold Production Objective
Net-ready (NR)
1. Supports military health care delivery 
operations across the full range of military 
operations.

1. Support the provision of quality, efficient, effective health care 
to individual patients and to populations. Be flexible and 
configurable to accommodate changing standards of practice in 
multiple health care settings. Be employable in all DoD health 
care environments , and maintain a rapid time to clinical 
adoption.

1. Objective  = Threshold

2. Able to be entered (deployed) and 
managed on provided computing and 
communications networks.

2. Comply with all applicable DoD, federal government, and 
health care industry standards.

2. Objective  = Threshold

3. Effectively exchanges information with 
Department of Veterans Affairs (VA) and 
other national and international partners.

3. Have a standards-compliant common clinical data model to 
achieve interoperability among the applications that comprise the 
DoD EHR and with EHRs employed by the VA and our national 
and international partners.

3. Objective  = Threshold

2

Tactical Operational Environment Shall meet Connectivity, Latency and Reliability requirements in 
the “Tactical Fixed Center” and “Tactical Mobile Center” 
environments described in the DISA Operational Environments 
Model in Figure 1 (below).

 Objective  = Threshold

3

Mobile Operational Environment Shall meet Connectivity, Latency and Reliability requirements in 
the “Mobile Platform” environments described in the DISA 
Operational Environments Model in Figure 1 (below).

 Objective  = Threshold

4

Dismounted Operational Environment Shall meet Connectivity, Latency and Reliability requirements in 
the “Dismounted User” environments described in the DISA 
Operational Environments Model in Figure 1 (below).

 Objective  = Threshold

Figure 1. – DISA Operational Environments Model

Critical Success Factor (CSF): Those attributes or characteristics of a system that are considered most critical or essential to the development of an effective 
military capability. (JCIDS-KPP)

CSF

1
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KSA ID KSA

1

Scalability KSA:
The system shall support all <Threshold = Objective = All> end-users, organizations, and locations for 
both Segment 1 and 2.
Supporting Non-Functional Requirements IDs: 21, 177, 181, 182, 183, 184, 185, 186, 187, 188, 189, 190

2

Availability KSA:
Given an operational network, the system shall respond as expected <Threshold = 98%; Objective = 
100%> of the times an end-user enters or requests information.
Supporting Non-Functional Requirements IDs: 71, 158, 159, 163, 165, 212

3

Maintainability KSA:
Given a fully operational end-user device and network connectivity to the Help Desk, full service shall be 
restored to the user within 6 hours of receiving a problem report at the Help Desk.
Supporting Non-Functional Requirements IDs: 46, 47, 72, 73, 74, 193, 194

4

Reliability KSA:
At the level of a medical department within an MTF (e.g., Emergency Room), the Mean Time Between 
Critical Failure (MTBF) for an MTF shall be no less than <Threshold = 9,000 hours; Objective = 10,000 
hours>, and the Mean Time Between Failure (MTBF) shall be no less than <Threshold = 5,000 hours; 
Objective = 10,000 hours>
Supporting Non-Functional Requirements IDs: 166, 167

5

Data Migration KSA:
Threshold = Objective = During initial patient registration, the system shall support data migration from 
legacy systems for core data (as defined in the Health Readiness CONOPS), active diagnoses, 
procedures, allergy information, and outpatient medications.
Supporting Non-Functional Requirements IDs: 118, 119, 120, 121

Key System Attribute (KSA): System attributes considered critical or essential for an effective military capability 
but not selected as CSFs. (JCIDS) 
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6

OSA KSA:
All DHMSM requirements shall be attained through system configuration, integration, and limited 
development (e.g., using existing, licensed and documented EHR interfaces and software libraries) with 
no modifications to BoS EHR components that will create a DoD-only instance of the product.
Supporting Non-Functional Requirements IDs: 35, 45, 54

7

Security KSA:
The system shall acheive its Authority to Operation (ATO) based on its MAC and Sensitivity levels in 
accordance with the Information Assurance (IA) applying at the time (RMF/NIST) and meet all thresholds 
identified in supporting requirements.
Supporting Non-Functional Requirements IDs: 1, 8, 23, 24, 52, 53

8

Performance KSA:
1. Interactive-User Response Time shall be sub-second for connected and disconnected care for the 
following healthcare areas:
-          Ambulatory Dental, Medical, Surgical
-          All Inpatient
-          Emergency Department
-          Intensive Care
-          Obstetrics
2. Round-Trip Response Time shall be no less than <Threshold = 5 seconds; Objective = 3 seconds> 
given fully operational network connectivity between the MTF and the distant node involved in the data 
processing transaction.

Notes:
1. Interactive-User Response Time means the duration of time between either (1) the submission of input until 
the system acknowledges receipt or (2) the submission of a correctly completed request for information until the 
information is displayed.
2. Round-Trip Response Time means the duration of time between either (1) the submission of input until the 
system acknowledges receipt or (2) the submission of a correctly completed request for information until the 
information is display, given that the transaction must be processed through a geographically distant site and that 
the network is fully operational.

Supporting Non-Functional Requirements IDs: 170, 171, 173, 174, 175, 221
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Critical Technical Parameter (CTP): are measurable critical system characteristics that, when achieved, enable the attainment 
of desired operational performance capabilities. They are derived from user capabilities and are normally used in 
Developmental Test and Evaluation (DT&E). CTPs are not the CSFs or KSAs. CTPs should be focused on critical design 
features or risk areas (e.g., technical maturity, reliability, availability, and maintainability, etc.) that if not achieved or resolved 
during development, will preclude delivery of required operational capabilities. (DAG)
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Req ID  Requirement Title Requirement  Description
(Applies to entire enterprise which include 

Segment 1 and Segment 2)

Critical 
Success 
Factor

Key System 
Attribute

Critical 
Technical 

Parameter

Requirements Authoritative 
Source

Threshold Objective

0001 Access Control

The system shall lock after a specified period 
of inactivity regardless of how the system is 
accessed in accordance with DoD 
Cybersecurity controls. 7

Defining and Testing EMR Usability
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
DoD Instruction 8500.01  
http://1.usa.gov/1s8terA Threshold = Objective

Timeout is configured to 
meet the most stringent 
requirements defined by 
either DoD, DHA, PII, and/or 
PIA requirements for 
timeout

0002
Approved  Software 
(SW) List

The system shall be compliant with DoD 
approved software

The UC Approved Products List  
http://bit.ly/1uVlNZf Threshold = Objective Requirement realized

0003
Approved Hardware 
(HW) List

The system shall be compliant with DoD 
approved hardware

The UC Approved Products List  
http://bit.ly/1uVlNZf Threshold = Objective Requirement realized

0004

Approved TMIP 
Hardware - Client 
Laptop Specification

The system shall be able to perform 
required functions on the hardware defined 
by the minimum hardware specification 
document as follows:
 - Processor: Intel dual core 2.4 GHz; 64 bit
 - RAM: 4 GB
 - Hard disk: 160 GB/ 5400 rpm
 - Optical Drive: DVD R/W Drive 8X
 - Network - Ethernet Card (10/100/Gigabit)
 - Wireless 

 - USB ports: 2
 - Display 14.1 inch/resolution 1600x900
 - Smart Card Reader
 - Pointing Device: PS/2 compatible Mouse

I2 R3 Minimum Hardware 
Requirements.png
MC4 HW Spec Sheets 
20140415.pdf
MC4702-SCD1405 Laptop 
Hardware Specification.pdf
USMC Minimum HW 
Requirements.docx Threshold = Objective Requirement realized

0005
Automated 
Information Tracking

The system shall provide the ability to 
perform automated information tracking 
(AIT) (e.g., barcoding, RFID)

2010 01 21 Health Readiness 
CONOPS.pdf Threshold = Objective Requirement realized
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0007 Business Intelligence
The system shall provide the ability for users 
to perform configurable analytics

2010 01 21 Health Readiness 
CONOPS.pdf Threshold = Objective Requirement realized

0008  Identity Management 
The system shall use DoD standardized 
identity management framework 7

DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective

The system shall 
authenticate CAC users from 
an authoritative data 
source, based on the DoD 
PKI cert

0009 Access Management
The system shall use DoD standardized 
access management methods

DoD Cloud Computing Strategy  
http://1.usa.gov/1g4TjIp Threshold = Objective

The system uses approved 
methods and products for 
providing access 
management.

0010 Data Access

The system shall support the ability to 
access data elements using open standard 
based interfaces including legacy data 1.2

DoD Directive 5000.01  
http://1.usa.gov/1kTm1cq
20140805 I2TP_Signed_TAB A.pdf
OSA Guidebook v 1_1 final 
http://1.usa.gov/RALnDh

Comply with all applicable DoD, federal 
government, and health care industry 
standards. Objective = Threshold

0011
Data Encryption - 
Mobile Device

The system shall support the encryption of 
Sensitive But Unclassified (SBU) Data at Rest 
on mobile computing devices 1.2

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA
DoD-DAR-TPM-Decree 07-03-2007  
http://bit.ly/1nzMK2H Threshold = Objective

All data stored on mobile 
devices is encrypted using 
approved DoD encryption 
methods

0012
Data Encryption In 
Transit

The system shall support the encryption of 
Sensitive But Unclassified (SBU) Data in 
transit 1.2

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA Threshold = Objective

The system encrypts data 
being transmitted using 
approved DoD encryption 
mechanisms 

0013 Data Strategy

The system shall support the ability to 
migrate core data elements from the legacy 
systems using approved open standards 1.3

2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSD CONOPS.pdf

Shall meet Connectivity, Latency and 
Reliability requirements in the "Mobile 
Platform"� environments described in 
the DISA Operational Environments 
Model in the CSF Reference Objective  = Threshold
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0014

Data Storage - 
Disconnected 
Clients/Sites

The disconnected clients shall be able to 
store data 1.1

2011 11 17 FHP CONOPS.pdf
2010 01 21 Health Readiness 
CONOPS.pdf

Support the provision of quality, 
efficient, effective health care to 
individual patients and to populations. 
Be flexible and configurable to 
accommodate changing standards of 
practice in multiple health care 
settings. Be employable in all DoD 
health care environments , and 
maintain a rapid time to clinical 
adoption. Objective = Threshold

0015
Deployed Capability 
Data Requirements

The system shall support the TMDS data 
requirements in support of operational 
needs 1.1

2011 11 17 FHP CONOPS.pdf
DHMSM Interface Strategy v1 0  25-
07-2014.pdf

Support the provision of quality, 
efficient, effective health care to 
individual patients and to populations. 
Be flexible and configurable to 
accommodate changing standards of 
practice in multiple health care 
settings. Be employable in all DoD 
health care environments , and 
maintain a rapid time to clinical 
adoption. Objective = Threshold

0016 Disconnected Client
The system shall be able to provide patches 
to disconnected clients 1.1 2011 11 17 FHP CONOPS.pdf

Support the provision of quality, 
efficient, effective health care to 
individual patients and to populations. 
Be flexible and configurable to 
accommodate changing standards of 
practice in multiple health care 
settings. Be employable in all DoD 
health care environments , and 
maintain a rapid time to clinical 
adoption. Objective = Threshold

0017
Dismounted User 
Environment

The system shall support the deployment 
environments in accordance with the 
tactical edge framework for the dismounted 
user environment 4 2011 11 17 FHP CONOPS.pdf

Shall meet Connectivity, Latency and 
Reliability requirements in the 
"Dismounted User"� environments 
described in the DISA Operational 
Environments Model in the CSF 
Reference Objective  = Threshold
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0018
Technical Event 
Management - Identify

The system shall provide a mechanism to 
identify system events in accordance with 
DoD Instruction 8500.01 (e.g., failed log-ins, 
system error)

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA
DoD-DAR-TPM-Decree 07-03-2007  
http://bit.ly/1nzMK2H Threshold = Objective Requirement realized

0021 Hosting - FDCCI

The system shall align to the FDCCI 
objectives, minimizing the amount of system 
unique hardware and infrastructure 
required to support system scalability 1

DoD Cloud Computing Strategy  
http://1.usa.gov/1g4TjIp
Federal Data Center Consolidation 
Initiative(FDCCI) 02-26-2010  
http://1.usa.gov/1nx0k4p Threshold=objective Requirement realized

0022
Hosting - Computing 
Strategies

The system hosting shall align to the DoD 
computing strategies

DoD Cloud Computing Strategy  
http://1.usa.gov/1g4TjIp
Federal Data Center Consolidation 
Initiative(FDCCI) 02-26-2010  
http://1.usa.gov/1nx0k4p Threshold = Objective Requirement realized

0023 Information Access The system shall provide role-based access 7
DoD Instruction 8500.01  
http://1.usa.gov/1s8terA Threshold = Objective

The system user roles are 
well defined to show 
segregation of system 
component access and 
approval authority; also 
based on role only 
information that the role 
should access is accessible.

0024 Cybersecurity

The system shall meet DoD Cybersecurity 
requirements based on an impact level of 
NIST High for confidentially, High for 
integrity, and Moderate for availability in 
order to obtain an ATO (DoD Risk 
Management Framework) 7

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA

All CAT I issues are resolved prior to 
operational testing, CAT II and CAT III 
issues have approved mitigation 
strategies. (Metrics will be leveraged to 
manage Cybersecurity CTPs throughout 
the system lifecycle). System achieves 
an ATO in accordance with the 
deployment timelines No CAT findings

0025 Integration The system shall enable product upgrades

DoD Directive 5000.01  
http://1.usa.gov/1kTm1cq
OSA Guidebook v 1_1 final 
http://1.usa.gov/RALnDh Threshold = Objective Requirement realized
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0026 Interfaces

The system shall provide the ability to 
interface with devices using open standards 
(e.g., medical devices (hardware), related 
network devices (printers))

DoD Directive 5000.01  
http://1.usa.gov/1kTm1cq
OSA Guidebook v 1_1 final 
http://1.usa.gov/RALnDh Threshold = Objective Requirement realized

0027
Interoperability - 
Ports/Protocols

The system shall support network 
interoperability, using DoD approved ports 
and protocols 1.3

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA

Shall meet Connectivity, Latency and 
Reliability requirements in the "Mobile 
Platform"� environments described in 
the DISA Operational Environments 
Model in the CSF Reference Objective = Threshold

0028

Joint Integrated 
Environment 
Enablement

The system shall leverage enterprise data 
centers using applicable Joint Integrated 
Environment objectives

Signed ITESR 09-06-2011  
http://1.usa.gov/1izhdGg Threshold = Objective Requirement realized

0029
Limited 
Communications

The system shall work in environments 
where limited connectivity is available (low-
comm) 1.1 2011 11 17 FHP CONOPS.pdf

Support the provision of quality, 
efficient, effective health care to 
individual patients and to populations. 
Be flexible and configurable to 
accommodate changing standards of 
practice in multiple health care 
settings. Be employable in all DoD 
health care environments , and 
maintain a rapid time to clinical 
adoption. Objective = Threshold

0032
Mobile Center 
Environment

The system shall support the deployment 
environments in accordance with the 
tactical edge framework for the Tactical 
Mobile Center environment 3 2011 11 17 FHP CONOPS.pdf

Shall meet Connectivity, Latency and 
Reliability requirements in the "Mobile 
Platform"� environments described in 
the DISA Operational Environments 
Model in the CSF Reference Objective  = Threshold

0033
Mobile Platform 
Environment

The system shall support the deployment 
environments in accordance with the 
tactical edge framework for the Mobile 
Platform environment 3 2011 11 17 FHP CONOPS.pdf

Shall meet Connectivity, Latency and 
Reliability requirements in the "Mobile 
Platform"� environments described in 
the DISA Operational Environments 
Model in the CSF Reference Objective  = Threshold
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0034
Net-Centric Data 
Environment

The system shall be compatible with DoD 
data strategy

Net Centric Data Strategy 2003-05-
09  http://1.usa.gov/1oeuOuq
DoD Instruction 8320.02, August 5, 
2013, Sharing Data, Information, 
and Information Technology (IT) 
Services in the Department of 
Defense  http://1.usa.gov/Sf65sQ Threshold = Objective Requirement realized

0035
Net-Centric 
Environment

The system shall be compatible with DoD 
net-centric services strategy 6

20140805 I2TP_Signed_TAB A.pdf
DoD Instruction 8320.02, August 5, 
2013, Sharing Data, Information, 
and Information Technology (IT) 
Services in the Department of 
Defense  http://1.usa.gov/Sf65sQ

Custom system interfaces shall use 
open systems architecture that meets 
the IPO standards.

System interfaces shall use 
established commercially 
available EHR APIs.

0036
Network 
Configurability

The system shall provide the ability to 
configure the ports and protocols used by 
the system (no hard coded ports or 
protocols)

DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq Threshold = Objective Requirement realized

0037 Networking - IPV6 The system shall be IPV6 capable disr_ipv6_50.pdf Threshold = Objective
System will be IPV6 
compatible

0038 Open Standards

The system shall be implemented using 
open standards for key interfaces at the 
system component capability level

DoD Directive 5000.01  
http://1.usa.gov/1kTm1cq
OSA Guidebook v 1_1 final 
http://1.usa.gov/RALnDh

Open standards are used for key 
interfaces at the system component 
capablity level

Open standards are used for 
all interfaces at the system 
component capability level

0039 PKI Infrastructure

The system shall use DoD-approved public 
key infrastructure (PKI) certificates in PKI-
based identity authentication processes for 
component business and mission processes

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA Threshold = Objective

All DHMSM system/servers 
will have valid PKI 
certificates installed and 
used on web-based systems, 
websites and web servers.



DHMSM Government Requirements 
Traceability Matrix (RTM) 

Non-Functional Requirements

Attachment 2 22

0040
Portability - Open 
Standards

The system shall be capable of sharing data 
using DoD approved open standards 1.3

DoD Directive 5000.01  
http://1.usa.gov/1kTm1cq
OSA Guidebook v 1_1 final 
http://1.usa.gov/RALnDh

Shall meet Connectivity, Latency and 
Reliability requirements in the "Mobile 
Platform"� environments described in 
the DISA Operational Environments 
Model in the CSF Reference Objective  = Threshold

0041
Portability - Web 
Browsers

The system shall run on DoD-approved web 
browsers

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA Threshold = Objective Requirement realized

0042
Portability - Operating 
Systems

The system shall work on DoD-approved 
operating systems

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA Threshold = Objective Requirement realized

0043 Portal Access - Patient

The system shall enable a patient the ability 
to interact with patient information (e.g., 
patient-facing interface)

2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0045 Modularity

The system shall consist of a loosely 
coupled, high cohesion modular design 
based on open standards allowing for the 
independent acquisition of system 
components, technologies and new 
capabilities 6

DoD Directive 5000.01  
http://1.usa.gov/1kTm1cq
OSA Guidebook v 1_1 final 
http://1.usa.gov/RALnDh

Custom system interfaces shall use 
open systems architecture that meets 
the IPO standards.

System interfaces shall use 
established commercially 
available EHR APIs.

0046

DISA STIG Software 
Vulnerabilities - 
Category I

The system shall provide access to the code 
to perform code vulnerability scans based 
on automated security and quality scans 
performed by SCQC. (Correction or 
mitigation through government-approved 
compensating controls prior to entry of the 
software into government test; applies to 
Category I DISA STIG vulnerabilities.) 3 x

DISA Application Development and 
Security Technical Implementation 
Guide Defense Acquisition Guide-
Program Protection Planning   
http://bit.ly/1j7mPI3 Threshold=Objective

100% Category I 
vulnerabilities corrected or 
mitigated

0047
System Backward 
Compatibility

The system shall be backward compatible to 
support system interoperability between 
deployed versions of the system, at least 
two generations of the system baseline 3

2011 11 17 FHP CONOPS.pdf
2010 01 21 Health Readiness 
CONOPS.pdf

Backward compatible for two 
generations

Backward compatible for 
more than two generations
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0048 System Workflows

The system shall be capable of configurable 
workflow modifications to meet DoD 
changes (e.g., policy, directives, and 
strategies.) 1.1

DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq

Support the provision of quality, 
efficient, effective health care to 
individual patients and to populations. 
Be flexible and configurable to 
accommodate changing standards of 
practice in multiple health care 
settings. Be employable in all DoD 
health care environments , and 
maintain a rapid time to clinical 
adoption. Objective = Threshold

0049
Tactical Fixed Center 
Environment

The system shall support the deployment 
environments in accordance with the 
tactical edge framework for the Tactical 
Fixed Center Environment 2 2011 11 17 FHP CONOPS.pdf

Comply with all applicable DoD, federal 
government, and health care industry 
standards. Objective  = Threshold

0051 User Configuration The system shall enable role configuration
DoD Instruction 8500.01  
http://1.usa.gov/1s8terA Threshold = Objective Requirement realized

0052 User Login - CAC

The system shall provide the ability of the 
user to log in to the system via a DoD 
common access card (CAC) 7

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA Threshold = Objective

All CAC users are 
authenticated and clear 
traceability of their DoD 
identifier is mapped to a 
unique system account.

0053
User Login - Two 
Factor

The system shall provide the ability of the 
user to log in to the system using two factor 
authentication 7

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA Threshold = Objective

All users are authenticated 
using two factor and 
mapped as authenticated 
identities to a system 
account 

0054
Integration - Open 
Standards

The system shall enable integration with 
external solutions into the proprietary 
solution baseline using open standards 6

DoD Directive 5000.01  
http://1.usa.gov/1kTm1cq
OSA Guidebook v 1_1 final 
http://1.usa.gov/RALnDh

Custom system interfaces shall use 
open systems architecture that meets 
the IPO standards.

System interfaces shall use 
established commercially 
available EHR APIs.

0055 Wireless Access

The system shall support wireless local-area 
network communication in accordance with 
DoD policy

DoD Instructions 8420.01  
http://1.usa.gov/1ghrQOh Threshold = Objective Requirement realized

0056 Secure Messaging
The system shall provide secure messaging 
for exchanging PII/PHI information

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA Threshold = Objective

The system encrypts PII/PHI 
data in transit 



DHMSM Government Requirements 
Traceability Matrix (RTM) 

Non-Functional Requirements

Attachment 2 24

0057 DoD Standards

The system shall be implemented based on 
Health Care Information Interoperability 
Technical Package (I2TP)

1.3 20140805 I2TP_Signed_TAB A.pdf

Shall meet Connectivity, Latency and 
Reliability requirements in the "Mobile 
Platform"� environments described in 
the DISA Operational Environments 
Model in the CSF Reference Objective  = Threshold

0058
Data Community Of 
Interest

The system shall implement data models 
that adhere to the DoD medical community 
of interest standards based on the ONC data 
exchange standards

DoD Directive 5000.01  
http://1.usa.gov/1kTm1cq
OSA Guidebook v 1_1 final 
http://1.usa.gov/RALnDh Threshold = Objective Requirement realized

0059
Section 508 
Compliance

The system shall meet section 508 
requirements in accordance with Federal 
and DoD policies, directives and standards

Section508 Laws _ Section508  
http://1.usa.gov/1uKBKBj
DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq Threshold = Objective Requirement realized

0060 NCPDP

The system shall meet the National Council 
for Prescription Drug Programs (NCPDP) 
standards in accordance with the latest 
version of each standard defined by the 
NCPDP

Standards Matrix  
http://bit.ly/1sviV2R Threshold = Objective Requirement realized

0061 ONC CHPL Certified

The system shall meet the Office of National 
Coordinator (ONC) certifications on the 
CHPL incremental updates as published 
(these updates meet regulatory 
improvements, enhance interoperability and 
"bug fixes")

Standards and Certification 
Regulations  Policy Researchers 
and Implementers  HealthIT  
http://bit.ly/1fhfqFz Threshold = Objective Requirement realized

0062

International 
Classification Of 
Diseases

The system shall meet all International 
Classification of Diseases (ICD) standards as 
mandated 20140805 I2TP_Signed_TAB A.pdf Threshold = Objective Requirement realized

0064 Records Management

The system shall meet all DoD Medical 
community records management 
requirements

DoD Directive 6040.45  
http://1.usa.gov/1jahpBR
DoD Directive 6040.41  
http://1.usa.gov/1oIlSuZ
DoD Directive 6040.42  
http://1.usa.gov/1uU4Tu0
Office Of The Under Secretary Of 
Defense Personnel and Readiness  
http://1.usa.gov/1mO6m3F Threshold = Objective Requirement realized
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0067 Patient Registration

The system shall provide the capability for 
automated patient registration via 
government-issued identity token

DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0071 System Downtime

The system shall not exceed the number of 
scheduled system shutdowns per year 
threshold 2 x

DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq
EMP Threshold = Objective ≤ 5 instances per year

0072 Software MTTR

The system shall meet component software 
Mean Time to Repair (MTTR) threshold. 
Total volume of incidents reported 
automatically by monitoring systems and 
calculated as Total Incident Time Open + 
6hrs 3 x

DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq
EMP Threshold = Objective ≤ 6hrs per incident

0073 Hardware MTTR

The system shall meet component hardware 
Mean Time to Repair (MTTR) threshold. 
Total volume of incidents reported 
automatically by monitoring systems and 
calculated as Total Incident Time Open + 
12hrs 3 x

DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq
EMP Threshold = Objective ≤ 12hrs per incident

0074 MTTRS

The system shall meet Mean Time to Repair 
System (MTTRS) threshold needed to switch 
to a redundant backup unit 3 x

DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq
EMP No data loss; ≤ 1 hr No data loss; ≤ 1 min

0076
Patient Identity - 
Identifier

The system shall use the DoD Identifier as 
the uniform person identifier

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized
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0077 Patient Identity - SSN

The system shall not use SSN as a patient 
identifier but shall collect it as an element of 
identity trait search to the enterprise 
Identity Management System (i.e., DEERS)

DEERS 
Health_ConOps_wAttribute_Draft.
docx
Technical Specification for Patient 
Registration Service -DRGS- 
v2.2.doc
DoDI 1000.30 Reduction of Social 
Security Number (SSN) Use Within 
DoD  http://1.usa.gov/RGtTVO Threshold = Objective Requirement realized

0078
Patient Identity - 
Synchronization

The system shall be able to synchronize all 
patient identities to the enterprise Identity 
Management System (i.e., DEERS)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0079
Patient Identity - 
Identity Set

The system shall be able to display a 
minimum identity set (name, DOB, gender, 
and DoD Identifier)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized
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0080
Patient Identity - 
Patient Identifier

The system shall be able to retrieve patient 
identity information (name, DOB, gender) 
from the enterprise Identity Management 
System (i.e., DEERS) using the DoD Identifier 
(aka EDI_PI)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
Technical Specification for Patient 
Registration Service -DRGS- 
v2.2.doc Threshold = Objective Requirement realized

0081
Patient Identity - 
Person Identifier

The system shall be able to retrieve patient 
identity information (name, DOB, gender) 
from the enterprise Identity Management 
System (i.e., DEERS) using identity traits 
such as person identifier (e.g., SSN, TIN, FIN, 
etc.), DOB, gender

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0082
Patient Identity - 
Patient Search Results

The system shall be able to present up to 10 
patient search results

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized
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0083
Patient Identity - 
Additional Traits

The system shall be able to display returned 
additional candidate traits to assist the 
operator in selecting the correct patient 
from the list of search candidates

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0084
Patient Identity - 
Search Error

The system shall be able to present patient 
search results that return 0 candidates, 
along with an error code that indicates 
person not found

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0085
Patient Identity - 
Primary Search

The system shall conduct the primary 
patient search against the enterprise 
Identity Management System (i.e., DEERS)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized
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0086
Patient Identity - Card 
Scan

The system shall be able to obtain the DoD 
Identifier by scanning the patient's DoD 
Identification Cards (barcode)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0087
Patient Identity - 
Family Search

The system shall be able to perform family 
searches based on family sponsor's identity 
to the enterprise Identity Management 
System (i.e., DEERS)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0088
Patient Identity - Trait 
Update

The system shall be able to enforce an 
identity trait update authorization code

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized
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0089
Patient Identity - Trait 
Retrieve

The system shall retrieve identity traits from 
the enterprise Identity Management System 
(i.e., DEERS) prior to updating patient traits

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0090
Patient Identity - 
Patient Search

When communications allow, the system 
shall enforce a search to the enterprise 
Identity Management System (i.e., DEERS) 
prior to adding a new patient

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0091
Patient Identity - Add 
Patient

The system shall be able to add a patient to 
the enterprise Identity Management System 
(i.e., DEERS)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized
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0092
Patient Identity - 
Trauma Patient

The system shall be able to support the 
registration of trauma patients (aka John 
Does)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0093
Patient Identity - 
Newborn Patients

The system shall be able to add newborn 
patients including a reference to the 
sponsor's DoD Identifier

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0094
Patient Identity - 
Working Animals

The system shall be able to support the 
registration of military working animals 
when services are required in MTFs (e.g., 
drugs, lab, radiology)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized



DHMSM Government Requirements 
Traceability Matrix (RTM) 
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0095

Patient Identity - 
Maintenance 
Notifications

The system shall consume identity 
maintenance notifications from the 
enterprise Identity Management System 
(i.e., DEERS)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0096
Patient Identity - 
Identity Updates

The system shall apply identity updates from 
the identity maintenance notifications

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0097
Patient Identity - DoD 
Identifier

When the enterprise Identity Management 
System (i.e., DEERS) is not available, the 
system shall add patients using the DoD 
Identifier, if it is available from a reliable 
source (e.g., from an ID card)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized
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0098
Patient Identity - 
Interim Identifier

When the enterprise Identity Management 
System (i.e., DEERS) is not available and no 
reliable source for the DoD Identifier is 
offered, the system shall use an enterprise-
unique Interim Patient Identifier

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0099

Patient Identity - 
Added 
Synchronization No 
Comm

The system shall synchronize all identities 
added during a loss of connectivity once 
connectivity to the enterprise Identity 
Management System (i.e., DEERS) is 
restored

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0100
Patient Demographics - 
Retrieve

The system shall be able to retrieve a 
patient's affiliation to DoD from the 
enterprise Identity Management System 
(i.e., DEERS)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized
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0101
Patient Demographics - 
Display

The system shall be able to display a 
patient's affiliation to DoD

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0102
Patient Information - 
Retrieve

The system shall be able to retrieve patient 
contact information (e.g., addresses, phone 
numbers, email) from the enterprise Identity 
Management System (i.e., DEERS) using the 
DoD Identifier (aka EDI_PI)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized
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0103
Patient Information - 
Display

The system shall be able to display patient 
contact information

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0104
Patient Information - 
Update

The system shall be able to update patient 
contact information

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized
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0105
Patient Information - 
Add

The system shall be able to add patient 
contact information

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0106
Patient Registry Info - 
Retrieve

The system shall be able to retrieve patient 
registry information (e.g., preferred 
language, religion, next of kin) from the 
enterprise Identity Management System 
(i.e., DEERS) using the DoD Identifier (aka 
EDI_PI)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
Technical Specification for Patient 
Registration Service -DRGS- 
v2.2.doc
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized
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0107
Patient Registry Info - 
Display

The system shall be able to display patient 
registry information

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
Technical Specification for Patient 
Registration Service -DRGS- 
v2.2.doc
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0108
Patient Registry Info - 
Update

The system shall be able to update patient 
registry information

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
Technical Specification for Patient 
Registration Service -DRGS- 
v2.2.doc
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized
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0109
Patient Registry Info - 
Add

The system shall be able to add patient 
registry information

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
Technical Specification for Patient 
Registration Service -DRGS- 
v2.2.doc
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0110
Patient Eligibility - 
Retrieve

The system shall be able to retrieve patient 
eligibility information (e.g., Dates of 
Coverage, allowed coverage - direct care, 
dental, network, pharmacy; current 
beneficiary status - Active, Spouse, Guard, 
TAPS, Wounded Warrior, etc.) from the 
enterprise Identity Management System 
(i.e., DEERS) using the DoD Identifier (aka 
EDI_PI)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized
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0111
Patient Eligibility - 
Display

The system shall be able to display patient 
eligibility information

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
2011 11 17 FHP CONOPS.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
2011 02 22 HSS CONOPS.pdf
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0112 Patient OHI - Retrieve

The system shall be able to retrieve patient 
commercial health insurance information 
from the enterprise Identity Management 
System (i.e., DEERS) using the DoD Identifier 
(aka EDI_PI)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0113 Patient OHI - Display
The system shall be able to display patient 
commercial health insurance information

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized
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0114 Patient OHI - Update

The system shall be able to update patient 
commercial health insurance information 
from the enterprise Identity Management 
System (i.e., DEERS) using the DoD Identifier 
(aka EDI_PI)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0115 Patient OHI - Add

The system shall be able to add patient 
commercial health insurance information 
from the enterprise Identity Management 
System (i.e., DEERS) using the DoD Identifier 
(aka EDI_PI)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0116
Portal Access - 
Provider

The system shall enable a provider the 
ability to interact with patient information 
(e.g., provider-facing interface)

2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0118
Data Migration - 
Diagnoses

The system shall support the ability to 
migrate active diagnoses from the legacy 
systems 5

DHMSM Functional Assumptions 
2013-12-2.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0119
Data Migration - 
Procedures

The system shall support the ability to 
migrate procedures from the legacy systems 5

DHMSM Functional Assumptions 
2013-12-2.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0120
Data Migration - 
Allergies

The system shall support the ability to 
migrate patient allergy information from the 
legacy systems 5

DHMSM Functional Assumptions 
2013-12-2.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0121
Data Migration - 
Medication

The system shall support the ability to 
migrate active outpatient medications from 
the legacy systems 5

DHMSM Functional Assumptions 
2013-12-2.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized
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0122 User Provisioning
The system shall provision services to the 
user once authenticated

DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective

Once a user is 
authenticated, the system 
will provision resources

0123

Web Application 
Identity Management 
And Assurance

The web applications for the system shall 
implement identity management and 
assurance

http://www.idmanagement.gov/sit
es/default/files/documents/FICAM
_TFS_SAML2_WebSSO_Profile_1.0.
2_Functional_Requirements.pdf Threshold = Objective

The web services are 
implemented with identity 
assurance, credentialing and 
access management 

0125 Data Encryption

The system shall support the encryption of 
Sensitive But Unclassified (SBU) Data at Rest 
for all system data 1.2

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA Threshold = Objective

All data stored by the 
system is encrypted using 
approved DoD encryption 
methods

0126
DMIX E-Health Query 
Interface

The system shall interface with the Defense 
Medical Information Exchange (DMIX)-
provided standards based interface  (e.g., C-
CDA)  to obtain patient medical history and 
clinic encounter data from legacy systems 
and external partners

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSS CONOPS.pdf Threshold = Objective Requirement realized

0127 DMIX Query Interface

The system shall interface with the Defense 
Medical Information Exchange (DMIX)-
provided Query service (e.g., RESTful or 
SOAP) to obtain patient medical history and 
clinic encounter data from legacy systems

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSS CONOPS.pdf Threshold = Objective Requirement realized

0128
DMIX Transactional 
HL7 2.x Feed Interface

The system shall interface with the Defense 
Medical Information Exchange (DMIX)-
provided Transactional Health Level 7(HL7) 
2.x feed service that will provide HL7 2.x 
messages from the legacy clinical systems

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSS CONOPS.pdf Threshold = Objective Requirement realized
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0129
DHMSM Query 
Interface

The system shall provide a real-time, on-
demand, standards-based query service that 
will enable external systems to request and 
receive EHR data for use by other DoD 
medical systems

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSS CONOPS.pdf Threshold = Objective Requirement realized

0130 HAIMS Interface

The system shall establish an enduring 
interface to exchange data with the Health 
Artifacts and Images Management System 
(HAIMS) system

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0131 PDTS Interface

The system shall establish an enduring 
interface to exchange data with the PDTS 
system

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0133 HL7 2.x Data Feed

The system shall provide Health Level 7 
(HL7) 2.x message feeds (e.g., ADT, orders 
and results, etc.) to the  transitory and 
enduring legacy clinical systems that will 
subscribe to these feeds

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0134 Bulk Data Feed
The system shall provide the capability for 
bulk data feeds to enable external reporting

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSS CONOPS.pdf Threshold = Objective Requirement realized

0135 PACS Interfaces

The system shall establish an interface to 
exchange data with the Picture Archiving 
Communication System (PACS) systems that 
exist within the MTFs

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0136
eHealth Exchange 
Interface

The system shall provide a bidirectional 
eHealth Exchange connectivity using content 
specifications (e.g., Health Level 7 [HL7] 
Consolidated Clinical Document Architecture 
[CDA]).

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0137
Reference Lab 
Interfaces - Send

The system shall provide the capability to 
interface with external reference labs to 
send orders using national standards-based 
interfaces

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized
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0138
Mail Order Pharmacy 
Interfaces

The system shall provide the capability to 
exchange prescriptions with external Mail 
Order Pharmacies

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0139
Mail Order Pharmacy 
Interfaces - Tricare

The system shall provide the capability to 
exchange prescriptions with Tricare Mail 
Order Pharmacy (TMOP)

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0143 Coding Compliance
The system shall provide a coding 
compliance functionality

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0145 DMHRSi Interface
The system shall establish an interface to 
exchange data with the DMHRSi system

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSS CONOPS.pdf Threshold = Objective Requirement realized

0146 DMLSS Interface

The system shall establish an interface to 
exchange data with the Defense Medical 
Logistics Standard Support (DMLSS) system

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSS CONOPS.pdf Threshold = Objective Requirement realized

0149 NMIS Interface

The system shall establish an interface to 
exchange data with the Nutritional Medicine 
Information System (NMIS) system

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0154 Pharmacy Interface

The system shall establish an interface to 
exchange data with pharmacy systems (e.g., 
Opti-fill, P2K)

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0157 TRAC2ES Interface

The system shall establish an interface to 
exchange data with the Transportation 
Command Regulating and Control 
Evacuation System (TRAC2ES) system

2011 11 17 FHP CONOPS.pdf
DHMSM Interface Strategy v1 0  25-
07-2014.pdf Threshold = Objective Requirement realized

0158
System Operational 
Availability

The system shall meet System Operational 
Availability (Ao) threshold to assess the total 
time the system is capable of being used to 
perform clinical functions during a given 
interval using the Mean Time Between 
Failure (MTBF) divided by the sum of the 
MTBF, Mean Time to Restore (MTTR), and 
Mean Logistics Delay Time (MLDT)[Ao = 
MTBF/(MTBF + MTTR+ MLDT)] 2 x

DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq
EMP

≧ 98% given network availability 
≧ the SLA for the network

99.9% given network 
availability 
≧ the SLA for the network
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0159

Critical System 
Operational 
Availability

The system shall meet critical clinical system 
and application availability (e.g., Emergency 
Rooms, Intensive care units and like 
activities) to support critical care provided at 
individual medical units wherever they are 
located (Garrison and Theater). Mean Time 
Between Critical Failure (MTBCF) divided by 
the sum of the MTBCF, Mean Time to 
Restore (MTTR), and Mean Logistics Delay 
Time (MLDT) [Ao = MTBCF/(MTBCF + MTTR + 
MLDT)] 2 x

DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq
EMP

99.0% system and application 
availability to support type of care 
provided at individual medical units 
wherever they are located.

99.99% system and 
application availability to 
support type of care 
provided at individual 
medical units wherever they 
are located

0163 Data Availability

The system shall make patient data available 
to all instances of the system within the 
prescribed period
NOTE: When constrained or disconnected 
communications exists at an Operational 
Medicine site, this metric may not be 
obtainable at the objective percentage 2

DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq
EMP 5 min 2 min

0166

Mean Time Between 
Critical Failure 
(MTBCF)

The system shall meet minimal Mean Time 
Between Critical Failure (MTBCF) 
requirement. MTBCF) calculation failures are 
considered to be those out of design 
conditions that place the system out of 
service and into a state for repair. Applies to 
system-wide services and services 
supporting critical capabilities at every level 
such as Emergency Rooms, Intensive care 
units and like activities (MTBCF = Î£(Start of 
Down Time-Start of Up Time)/Number of 
Critical Failures) 4

DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq
EMP 9000 hrs for the affected facility 

10000 hrs for the affected 
facility 
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0167
Mean Time Between 
Failures (MTBF)

The system shall meet minimal Mean Time 
Between Failure (MTBF) requirement. MTBF 
failures are considered to be those out of 
design conditions which place the system 
out of service and into a state for repair. 
Calculated by summing the operational 
periods divided by the number of observed 
failures during which the system was unable 
to support critical operations. (MTBF = 
Î£(Start of Down Time-Start of Up 
Time)/Number of Failures) 4

DoD Instruction 5000.02  
http://1.usa.gov/1iyeuNq
EMP 5000 hrs for the affected facility 

10000 hrs for the affected 
facility 

0170
Order Entry Workflow 
Processing Response

The system shall meet the minimum 
transaction time to send an order and 
receive acknowledgement within the order 
processing cycle

8

2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSD CONOPS.pdf < 3 seconds < 1 second

0171 Patient Data Retrieval

The system must return core patient data to 
meet minimum data retrieval performance 
requirements (core data - demographics, 
deployment history, special military status, 
PCM assignment) 8

2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSD CONOPS.pdf < 0.5 seconds for core data sets 

< 0.1 seconds for core data 
sets 

0173
Results Workflow 
Processing Response

The system shall meet the minimum 
transaction time to record results and 
receive acknowledgement within the results 
recording cycle 8

2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSD CONOPS.pdf < 3 Seconds < 1 second

0174 Screen Transition Time

The system shall be capable of transition 
between screens (e.g., time between clicks) 
to meet the minimum screen transition 
requirements 8

2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSD CONOPS.pdf <0.5 seconds < 0.1 Seconds  

0175
Transaction Latency - 
Clinical

Interactive user response times for native 
DHMSM EHR data shall be sub-second for 
interactive user activity in the clinical 
modules and record 8

20140701_Additional Clarifications
2011 02 22 HSD CONOPS.pdf 90% 100%
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0177 Load Scalability

The system shall scale to meet global 
deployment requirements while maintaining 
performance and reliability requirements 1

6-3 Segment Two MTF List and 
Descriptive Statistics.xlsx Threshold = Objective Requirement realized

0181 Scalability - MTF Users

The system shall be capable of scaling to 
support the maximum total number of users 
at an MTF site 1

6-2 Segment One MTF List and MTF 
Codes.pdf 7700 user max/MTF 10000 user max/MTF

0182
Scalability - Global 
Users

The system shall be capable of scaling to 
manage the total number of global users 
across all MHS serviced locations 1

6-2 Segment One MTF List and MTF 
Codes.pdf
TRICARE Program Effectiveness (FY 
2014) 1.pdf 153,616 total users 184,340 total users

0183
Scalability - 
Installations

The system shall provide an integrated 
enterprise solution that scales to support 
the global list of installations 1

6-2 Segment One MTF List and MTF 
Codes.pdf Threshold=Objective 55 sites

0184
Scalability - 
Concurrent Users/MTF

The system shall support the maximum total 
number of concurrent users for an MTF site 1 x

6-2 Segment One MTF List and MTF 
Codes.pdf 3000 concurrent users/MTF 5000 concurrent users/MTF

0185
Scalability-Segment 2 
Role 1 Sites

The system shall be capable of scaling to 
support the maximum total number of 
Segment 2 Role 1 Sites 1

6-3 Segment Two MTF List and 
Descriptive Statistics.xlsx Threshold=Objective 2387 Segment 2 Role 1 Sites

0186
Scalability- Segment 2 
Role 2 Sites

The system shall be capable of scaling to 
support the maximum total number of 
Segment 2 Role 2 Sites 1

6-3 Segment Two MTF List and 
Descriptive Statistics.xlsx Threshold=Objective 474 Segment 2 Role 2 Sites

0187
Scalability- Segment 2 
Role 3 Sites

The system shall be capable of scaling to 
support the maximum total number of 
Segment 2 Role 3 Sites 1

6-3 Segment Two MTF List and 
Descriptive Statistics.xlsx Threshold=Objective 67 Segment 2 Role 3 Sites

0188

Scalability-Segment 2 
Role En Route 
Platforms

The system shall be capable of scaling to 
support the maximum total number of 
Segment 2 Role en route platforms 1

6-3 Segment Two MTF List and 
Descriptive Statistics.xlsx Threshold=Objective

293 Segment 2 Enroute Care 
Sites

0189
Scalability-Medical 
Clinics

The system shall provide an integrated 
enterprise solution that scales to support 
the global list of medical clinics 1 x

6-2 Segment One MTF List and MTF 
Codes.pdf Threshold=Objective 261 Medical Clinics

0190
Scalability-Dental 
Clinics

The system shall provide an integrated 
enterprise solution that scales to support 
the global list of dental clinics 1 x

6-2 Segment One MTF List and MTF 
Codes.pdf Threshold=Objective 162 Dental Clinics
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0191

Approved TMIP 
Hardware - 
Client/Server Laptop 
Specifications

The system shall be able to perform 
required functions on the hardware defined 
by the minimum hardware specification 
document as follows:
 - Processor: Intel quad core 2.4 GHz; 64 bit
 - RAM: 8 GB
 - Hard disk: 320 GB/7200 rpm
 - Optical Drive: DVD R/W Drive 8X
 - Network�� - Ethernet Card 
(10/100/Gigabit)
 - Wireless

 - USB ports : 4
 - Display 14.1 inch/resolution 1600x900
 - Smart Card Reader
 - SD Card Reader
 - Pointing Device: PS/2 compatible Mouse

I2 R3 Minimum Hardware 
Requirements.png
MC4 HW Spec Sheets 
20140415.pdf
MC4702-SCD1405 Laptop 
Hardware Specification.pdf
USMC Minimum HW 
Requirements.docx Threshold = Objective Requirement realized
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0192

Approved TMIP 
Hardware - Server 
Specifications

The system shall be able to perform 
required functions on the hardware defined 
by the minimum hardware specification 
document as follows:
 - Processor: Dual Processors, Dual Core 2.4 
GHz; 4 Mb Cache; 64 bit
 - RAM: 32 GB
 - Hard disks: 2 1TB /7200 rpm drives
 - Disk Controller: RAID with 256 MB cache
 - Optical Drive: DVD R/W Drive 24X
 - Network�� - Dual Ethernet Card (Gigabit) 
with failover and load balancing

 - USB ports : 2
 - Pointing Device: PS/2 compatible Mouse
 - Power supply: Redundant dual power 
supplies

I2 R3 Minimum Hardware 
Requirements.png
MC4 HW Spec Sheets 
20140415.pdf
MC4702-SCD1405 Laptop 
Hardware Specification.pdf
USMC Minimum HW 
Requirements.docx Threshold = Objective Requirement realized

0193

DISA STIG Software 
Vulnerabilities - 
Category II

The system shall provide access to the code 
to perform code vulnerability scans based 
on automated security and quality scans 
performed by SCQC. (Correction or 
mitigation through government-approved 
compensating controls prior to entry of the 
software into government test; applies to 
Category II DISA STIG vulnerabilities.)

3 x

DISA Application Development and 
Security Technical Implementation 
Guide Defense Acquisition Guide-
Program Protection Planning   
http://bit.ly/1j7mPI3 Threshold=Objective

100% Category II 
vulnerabilities corrected or 
mitigated 
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0194

DISA STIG Software 
Vulnerabilities - 
Category III And Other

The system shall provide access to the code 
to perform code vulnerability scans based 
on automated security and quality scans 
performed by SCQC. (Correction or 
mitigation through government-approved 
compensating controls prior to entry of the 
software into government test; applies to 
Category III DISA STIG vulnerabilities and 
those identified by automated tools but not 
yet recognized as DISA STIG Vulnerabilities)

3 x

DISA Application Development and 
Security Technical Implementation 
Guide Defense Acquisition Guide-
Program Protection Planning   
http://bit.ly/1j7mPI3

100% Other Software Vulnerabilities 
have been incorporated into a 
government-approved POA&M

100% Other Software 
vulnerabilities have been 
corrected OR mitigated 

0195 SW Assurance- Quality
The system shall adhere to the quality 
measures as outlined within the IDIQ PWS 

PLAW-112publ239: 
http://www.gpo.gov/fdsys/pkg/PL
AW-112publ239/pdf/PLAW-
112publ239.pdf Threshold = Objective Requirement realized

0196 Lab Instruments

The system shall establish an interface to 
exchange data with bulk laboratory devices 
that exist within the MTFs

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0197
Point Of Care Lab 
Devices

The system shall establish an interface to 
exchange data with portable point of care 
lab devices that exist within the MTFs

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0198 Bedside Monitors

The system shall establish an interface to 
exchange data with bedside monitors (e.g., 
fetal monitors, bedside monitors, 
ventilators) that exist within the MTFs

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0199
Local Specialty 
Medical Systems

The system shall establish an interface to 
exchange data with the Medical Specialty 
systems (e.g. cardiology, endoscopy, 
operating room, anesthesia) that exist 
within the MTFs

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized
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0200
External Public Health 
Reporting

The system shall establish an interface to 
exchange data with external public health 
reporting systems (e.g., state immunization 
registries, public health surveillance)

2011 11 17 FHP CONOPS.pdf
DHMSM Interface Strategy v1 0  25-
07-2014.pdf Threshold = Objective Requirement realized

0201
Data Encryption - 
Removable Media

The system shall support the encryption of 
Sensitive But Unclassified (SBU) Data at Rest 
on removable storage media 1.2

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA
DoD-DAR-TPM-Decree 07-03-2007  
http://bit.ly/1nzMK2H Threshold = Objective

All data stored on mobile 
devices is encrypted using 
approved DoD encryption 
methods

0202 Usability

The system shall provide for end-users to 
achieve a specific set of tasks effectively, 
efficiently, and with satisfaction consistent 
with the HIMSS Usability Principles Defining and Testing EMR Usability Threshold = Objective Requirement realized

0204

Data Synchronization - 
Disconnected 
Clients/Sites

The disconnected clients shall be able to 
synch data with the parent system 1.1

2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSD CONOPS.pdf

Support the provision of quality, 
efficient, effective health care to 
individual patients and to populations. 
Be flexible and configurable to 
accommodate changing standards of 
practice in multiple health care 
settings. Be employable in all DoD 
health care environments , and 
maintain a rapid time to clinical 
adoption. Objective  = Threshold

0205
Technical Event 
Management - Track

The system shall provide a mechanism to 
track system events in accordance with DoD 
Instruction 8500.01 (e.g., failed log-ins, 
system error)

DoD Instruction 8500.01  
http://1.usa.gov/1s8terA
DoD-DAR-TPM-Decree 07-03-2007  
http://bit.ly/1nzMK2H Threshold = Objective Requirement realized

0206 No Communications

The system shall work in environments 
where no connectivity is available (no-comm 
environments/disconnected) 1.1

2011 11 17 FHP CONOPS.pdf
2011 02 22 HSD CONOPS.pdf

Support the provision of quality, 
efficient, effective health care to 
individual patients and to populations. 
Be flexible and configurable to 
accommodate changing standards of 
practice in multiple health care 
settings. Be employable in all DoD 
health care environments , and 
maintain a rapid time to clinical 
adoption. Objective  = Threshold
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0207 Networking - IPV4
The system shall be backward compatible 
with IPV4 disr_ipv6_50.pdf Threshold = Objective

System will be IPV6 
compatible

0208
Patient Identity - VA 
Card Scan

The system shall be able to obtain the DoD 
Identifier by scanning the patient's VA 
Identification Cards (barcode)

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0209
Patient Identity - 
Manual Entry

The system shall be able to accept the DoD 
Identifier by manual entry

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV Threshold = Objective Requirement realized

0210

Patient Identity - 
Updated 
Synchronization No 
Comm

The system shall synchronize all identities 
updated during a loss of connectivity once 
connectivity to the enterprise Identity 
Management System (i.e., DEERS) is 
restored

Service Description for iEHR Person 
Identity Inquiry Service Service 
Description-0V1 17.pdf
DEERS 
Health_ConOps_wAttribute_Draft.
docx
DoD Directive 8320.03 Unique 
Identification (UID) Standards for a 
Net-Centric Department of 
Defense  
http://1.usa.gov/1uKMJKV
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized
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0211
Reference Lab 
Interfaces - Receive

The system shall provide the capability to 
interface with external reference labs to 
receive results using national standards-
based interfaces

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0213
Unique Device 
Identifier

The system shall be capable of capturing the 
Unique Device Identifier (UDI) formatted in 
a construct of one of the three (3) FDA 
approved standards organizations (Global 
Language of Business (GS1), Health Industry 
Business Communications Council (HIBCC), 
or International Council for Commonality in 
Blood Banking Automation, Inc. (ICCBBA)) of 
the supplies, devices, and pharmaceuticals 
used during an episode of care

2011 02 22 HSS CONOPS.pdf
2011 02 22 HSD CONOPS.pdf
2013-23059: 58786 Federal 
Register / Vol. 78, No. 185 / 
Tuesday, September 24, 2013 / 
Rules and Regulations:  
http://1.usa.gov/1nfklJw Threshold = Objective Requirement realized

0214 ASC X12 EDI

The system shall comply with ASC X12 
Electronic Data Interchange (EDI) 
transactions when conducting 
administrative process transactions 
electronically

2011 02 22 HSD CONOPS.pdf
EDI Transactions:  
http://bit.ly/1mloCKR Threshold = Objective Requirement realized

0215
AE Equipment 
Standards

Any system equipment used on aircrafts 
shall adhere to aeromedical airworthiness 
standards including a safe to fly certification

AFI10-2909 AE Equipment 
Standards.pdf Threshold = Objective Requirement realized

0216

Patient Prioritization - 
Limited 
Communications

The system shall be capable of prioritizing 
patient data for syncing when limited 
connectivity is available (low-comm)

2011 11 17 FHP CONOPS.pdf
2010 01 21 Health Readiness 
CONOPS.pdf Threshold = Objective Requirement realized

0217
Patient Prioritization - 
No Communications

The system shall be capable of prioritizing 
patient data for syncing when no 
connectivity is available (no-comm 
environments/disconnected)

2011 11 17 FHP CONOPS.pdf
2010 01 21 Health Readiness 
CONOPS.pdf Threshold = Objective Requirement realized

0218 Credentialing

The system shall include the ability to 
support credentialing, licensing, and board 
certifications

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSS CONOPS.pdf Threshold = Objective Requirement realized
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0219 Single Sign-On

The system shall allow users access to 
multiple applications using a single means of 
authentication (e.g., valid DoD CAC 
combined with personal identification 
number (PIN)) 2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0220 Context Management
The system shall provide context 
managemenet capability 2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0221
Transaction Latency - 
Non-Clinical

Interactive user response times for native 
DHMSM EHR data shall be less than 3 
seconds for interactive user activity in the 
non-clinical modules

8
20140701_Additional Clarifications
2011 02 22 HSD CONOPS.pdf 90% 100%

0222 Non-DoD Registration
The system shall be capable of the 
registration of non-DoD patients

2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0223
Occupational Health 
Interface

The system shall establish an interface to 
exchange data with occupational health 
systems

2011 11 17 FHP CONOPS.pdf
DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0224
Medical Readiness 
Interface

The system shall establish an interface to 
exchange data with medical readiness 
systems

2011 11 17 FHP CONOPS.pdf
DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2010 01 21 Health Readiness 
CONOPS.pdf Threshold = Objective Requirement realized

0225
Record Segregation - 
Individual

The system shall include the ability to select 
individual patient records for segregation

2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSS CONOPS.pdf Threshold = Objective Requirement realized

0226
Record Segregation - 
Group

The system shall include the ability to select 
groups of patient records for segregation

2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSS CONOPS.pdf Threshold = Objective Requirement realized

0227 Blood Interface

The system shall have the ability to 
exchange data with the Blood Bank/Blood 
Management System

2011 11 17 FHP CONOPS.pdf
DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2010 01 21 Health Readiness 
CONOPS.pdf
2011 02 22 HSS CONOPS.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized



DHMSM Government Requirements 
Traceability Matrix (RTM) 

Non-Functional Requirements

Attachment 2 54

0228 Billing Management

The system shall be capable of processing all 
stages of the billing lifecycle for medical 
services (e.g., dental, radiology, laboratory, 
pharmacy)

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0229 HSDW Interface

The system shall establish an interface to 
exchange data with Health Services Data 
Warehouses (HSDWs)

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized

0230 MDR Interface

The system shall establish an interface to 
exchange data with the Military Health 
System Data Repository (MDR)

DHMSM Interface Strategy v1 0  25-
07-2014.pdf
2011 02 22 HSD CONOPS.pdf Threshold = Objective Requirement realized
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