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1.
Introduction
The Sea Warrior Program (PMW 240) is the primary Information Technology (IT) acquisition agent for non-tactical business operations addressing manpower, personnel, training and education (MPTE) capability gaps, legacy systems, and Distance Support to the Fleet.  The PMW 240 Program manages a complex portfolio of systems that enable the Navy to perform Human Resources (HR) and other non-tactical business operations ashore and afloat.  The PMW 240 Program is part of the Navy Program Executive Office for Enterprise Information Systems (PEO-EIS), which develops, acquires, and deploys seamless enterprise-wide IT systems with full lifecycle support for the warfighter and business enterprise.
The Navy Recruiting Command’s (NRC) mission is to recruit the best quality men and women to resource the world’s greatest Navy by maintaining an effective and motivated recruiting force, developing a consolidated strategic organization, and executing best business practices. Total force recruiting priorities are to maintain total force mission success, to execute effective active and reserve consolidation, to maximize production recruiter effectiveness, to execute best business practices, and to improve diversity (i.e., officer quantity and enlisted quality). In support of this mission, the NRC is actively transforming the organization and implementing innovative approaches to more effectively carryout and support Navy recruiting efforts.
This procurement is for the acquisition of system integration, development, support, and maintenance of various IT systems supporting the Recruiting &Accessions (R&A)  line of business under the PEO-EIS PMW 240 Sea Warrior Program. The goal of this effort is to use an evolutionary approach to incrementally consolidate and sustain the functionality of nine legacy stovepipe systems into three core systems built on a web-based, Services Oriented Architecture (SOA) that is secure, interoperable, scalable, stable, reliable, and maintainable. The three core systems, collectively called Navy Recruiting Information System (NRIS), will provide the recruiting force with an agile, flexible, secure, and data-centric IT operating environment, the key building block for business transformation. To achieve this vision, individual task orders will be issued under this sixty-month Indefinite-Delivery Indefinite-Quantity (ID/IQ), single award contract.
Requirements within the scope described below shall support the breadth and depth of the applicable NRC R&A IT requirements.  This also includes a commitment to develop interoperable and common component solutions which can be applied across a system of systems supporting the R&A line of business.

2.
Scope
This Performance Work Statement (PWS) defines the scope of PMW 240 Recruiting and Accessions Information Technology (RAIT) Indefinite Delivery/Indefinite Quantity (ID/IQ) contract.  The scope of this contract is the Navy recruiting and accessions line of business and does not include broader Navy manpower, personnel, and training IT requirements, but may include certain non-R&A requirements (e.g. Inspector General Case Management System).  PMW 240 may procure a broad range of IT related system products and services within the scope of this contract and may include developing R&A IT systems and/or modifying and upgrading existing IT systems required to support the R&A line of business.  This PWS defines the general IT products and services PMW 240 desires to have procured and performed under the RAIT Contract.  Detailed requirements will be defined in the respective PWS, SOW, or SOO for each specific task or delivery order issued under the ID/IQ.  PMW 240 envisions the following types of product and/or service support tasks occurring under the procurement:

· Procuring, modifying, and/or supporting the systems, subsystems, components or devices required to perform R&A duties of the United States Naval forces.

· Developing, integrating, or procuring common components and/or systems to reduce Total Ownership Cost (TOC) and/or enhance interoperability. This includes developing interoperability solutions across all tools and systems within the R&A line of business as well as any potential stand-alone or embedded capabilities to interface with each other and other outside systems that require integration with R&A systems. 

2.1
R&A Systems and Applications

The current R&A systems/applications which are contemplated to be required to be migrated to a common component and interoperable solution under this contract are (but not limited to):
2.1.1
The Personalized Recruiting for Immediate and Delayed Enlistment system Modernization (PRIDE Mod) – PRIDE Mod supports the enlisted accessions process by providing a system to assist with enlisted applicant classification and allocation of training resources.  Navy Processor and Classifier personnel use PRIDE Mod to interface with United States Military Entrance Processing Command’s (MEPCOM) Enterprise  Service Oriented Architecture (eSOA) services and to assist the applicant in selecting the job that is the best fit for the applicant and the Navy. PRIDE Mod captures enlisted applicant qualifications data (e.g. aptitude, test scores, education, color perception, etc.) and determines the ratings and programs for which an enlisted applicant is best qualified. The system matches applicant qualifications to available programs as determined by the needs of the Navy and school seat quota availability to provide available options. PRIDE Mod is also used to process incentives and note waivers as required and to make Class A school reservations.
2.1.2
Web Strategic Territory Evaluation and Analysis for Management system (WebSTEAM) – WebSTEAM is a market research Information Delivery System (IDS) providing Navy Recruiting Districts (NRD) an analysis capability that assists in placement of assets, market identification, zone and station goal analysis, and overall market analysis.  The system provides recruiting situation awareness by integrating data from multiple Navy recruiting data sources. WebSTEAM also provides the field level recruiters with an analysis tool in order to analyze market potential and organize their daily work.
2.1.3
Customer Relationship Management (CRM) Convergence is required to support officer and enlisted recruiting processes for both active duty and Reserve Component members.  NRC recently merged the active duty and reserve business processes.  This effort is not as effective as it could be mainly due to the limitations of the supporting IT infrastructure.  NRC currently employs three different CRM applications: Web Officer Tools (Web O-Tools) for active and reserve officer recruiting, Web Recruiter Tools (Web R-Tools) for active enlisted recruiting, and the Command Integrated Recruiting Information Management System (CIRIMS) for reserve enlisted recruiting.  Each of these applications was designed, developed, and deployed independently.  These systems are not integrated and data is not shared among the three.
2.1.4
Personnel Status Report (PSR) - PSR shows recruiter production status (i.e., whether recruiters are on or off production).  The application also tracks the location and status of field recruiting and support personnel and facility identification.

2.1.5
Recruiter Advertising Store (RADS/IPOL) – RADS/IPOL is an online catalog for recruiter aid devices (e.g., Pens, Backpacks, Frisbees, etc.).  The catalog allows recruiters to order and track orders on-line. The system also provides automated United Parcel Service (UPS) tracking and inventory control of recruiting items.
2.1.6
Military Entrance Processing System Tracking (MEPSTrack) - MEPSTrack provides field recruiters the ability to electronically submit candidates to MEPS for processing and provides MEPS staff an interface to provide return data regarding the status of candidates as they move through the MEPS processing pipeline.
2.1.7
Military Incentive Tracking, Accounting, & Payment System (MILITAPS) - MILITAPS provides accounting and payment of Navy incentive programs for accessions through the completion of the individual’s respective training pipelines.  
2.1.8
Medical Waivers (MedWaivers) - Medical Waivers supports the NRC by providing continuous up-to-date information regarding Applicant Medical Waiver review status and personal information.  Organizational users provide data to NRC operational planners and manpower managers.
2.1.9
Navy Accession Security Information System (NASIS) - NASIS provides for the automated capture and transfer of investigation data required for submission of security clearances.  The electronic capture and transfer of the data is required by the DoD and the Office of Personnel Management (OPM).  
2.1.10
Legal Files – Legal Files is an electronic tool used for Inspector General Case Management.
3.
Applicable Documents

The Contractor shall abide by all applicable regulations, publications, manuals, and local policies and procedures.  
3.1
Government Documents

DOD 5400.11-R - Department of Defense Privacy Program, (14 May 2007)

DOD 8500.01E Information Assurance (October 24, 2002)

DODI 8500.2 Information Assurance Implementation (Feb 6, 2003)

DoD Public Key Infrastructure (http://iase.disa.mil/pki-pke/)

Navy Marine Corps Intranet (NMCI) Release Development and Deployment Guide (NRDDG) v2.0, 28 May 2004

DoDI 8510.01--DoD Information Assurance Certification and Accreditation Process (DIACAP)

CJCSI 6212.01C--Interoperability and Supportability of Information Technology and National Security Systems

DoD Directive 8320.02, Data Sharing In A Net-Centric Department Of Defense/8320.02-G, Guidance For Implementing Net-Centric Data Sharing 
DoD 5239.1--Introduction to Information Systems Security

DoD 5239.2--Terms, Abbreviations, and Acronyms

DoD 5239.3--Designated Approving Authority (DAA) Guidebook

CJCSI 6211.02B--Defense Information System Network (DISN): Policy Responsibilities and Processes of 31 July 2003

DODD 8000.01—Management of the DoD Information Enterprise

SECNAV INST 5211.5E Department of Navy Privacy Program

IEEE/EIA 12207--Information Technology – Software Life-Cycle Processes

ANSI/EIA 649.B – National Consensus Standard for Configuration Management

ANSI/EIA 836 – Configuration Management – Data Exchange and Interoperability

3.1.1
Specifications, Standards, & Handbooks

Department of Defense (DoD) Specifications

	MIL-PRF-29612B
	-
	Training Data Products

	(Copies of the above DoD Specification can be obtained online from the Acquisition Streamlining and Standardization Information System (ASSIST) Web Site at:  https://assist.daps.dla.mil/quicksearch/ )


DoD Handbooks

	MIL-HDBK-29612-2A
	-
	Instructional Systems Development/Systems Approach To Training And Education (Part 2 of 5 Parts)

	MIL-HDBK-29612-3A
	-
	Development of Interactive Multimedia Instruction (Part 3 of 5)

	MIL-HDBK-29612-4
	-
	Glossary (Part 4 of 5)

	MIL-HDBK-29612-5
	-
	Advanced Distributed Learning (ADL) Products and Systems (Part 5 of 5)

	MIL-HDBK-881A
	-
	Work Breakdown Structures for Defense Materiel Items

	(Copies of the above DoD handbooks can be obtained online from the Acquisition Streamlining and Standardization Information System (ASSIST) Web Site at: https://assist.daps.dla.mil/quicksearch/.)


3.1.2
Government Regulations

	29 U.S.C. 794d
	-
	Section 508 of the Rehabilitation Act – Title 29 – Labor, Chapter 16 – Vocational Rehabilitation And Other Rehabilitation Services, Section 794d – Electronic and Information Technology

	(Government Regulations - https://ile-help.nko.navy.mil/ile/content/policy/section508.aspx)


3.1.3
Other Government Documents - Department of the Navy Instructions

	SECNAVINST 5000.36A
	-
	Department Of The Navy Information Technology Applications And Data Management

	SECNAVINST 5720.47
	-
	Department of the Navy Policy for Content of Publicly Accessible World Wide Web Sites 

	(Copies of the above instructions are downloadable from http://doni.daps.dla.mil/allinstructions.aspx )





ASN RDA Memorandum 

     October 23, 2004,DON Policy on Digital 







     Product/Technical Data

SPAWARINST 4160.3B

     Procedures and Responsibilities for Technical 






     Manual Management Operations and Lifecycle 






     Support

3.2
Other Government Documents, Drawings, and Publications

Possible additional guidance materials include, but are not limited to:

Sea Warrior Program Office Technical Event Process (TEP) Guidebook, 22 Feb 10, or latest version
Sea Warrior Program Office Risk Management Plan, 03 Jun 10
Sea Warrior Program Office Test and Evaluation Master Plan (TEMP), 24 March 08

Sea Warrior Program Office Systems Engineering Plan (SEP), 24 Mar 08

Sea Warrior Program Office Configuration Management Plan, 15 Dec 10

Sea Warrior Program Office Project Plan User Guide, 22 Apr 10

SSC NOLA Service Oriented Architecture (SOA) Technical Reference Model

4.
General Description

The requirements defined herein form the basis for all work a Contractor will perform under this ID/IQ contract.  This PWS defines the scope of typical efforts that apply to the RAIT contract.  The overarching functional areas required in this PWS include the needs end-users have to conduct requirements analysis, design, development, integration, testing, and sustainment in support of developing, modifying, and maintaining IT systems and applications.  PMW 240 defines these overarching functional areas as follows:

4.1
Requirements Analysis:
The formal, standardized processes and procedures by which a contractor analyzes a requirement to determine the best conceptual Course of Action (COA) to satisfy that requirement.  It generally consists of a concise problem/requirement statement, gathering of process data and making assumptions relevant to the requirement, conducting business process reengineering, identification of potential COAs, development, and application of evaluation criteria and, ultimately, selection of the most viable COA for the requirement.  It may consist of the integration of several supporting analyses, such as cost-benefit or functional analyses.  
4.2
Design:  
The formal, standardized processes and procedures by which a contractor transitions a chosen COA into an implementation plan.  Design incorporates DoD/Commercial common standards, common architectures, and common parts into a comprehensive product and/or service implementation plan.  Design integrates and synchronizes products and/or services with existing product and/or service solutions.  Design includes integration and synchronization of the resource input from a teaming partner(s) or subcontractor(s) into the final product and/or service implementation plan, as applicable.  Design also includes the incorporation of concepts relative to ease of sustainment and cost savings in the final product and/or service and addresses the life cycle requirements of the selected COA.

4.3
Development:  
The formal, standardized processes and procedures by which a contractor transitions a COA product and/or service Design into a deliverable product and/or service.  Development includes the procurement of materials and personnel, building and/or assembling of hardware, software and personnel as well as other resources applicable to the product or service Design.  Development provides for changing a design solution, e.g., in response to evolving Government requirements, a design failure, integration issues or newly emerging technology.  Development integrates products and/or services provided by a teaming partner/subcontractor, if applicable.  Development also includes unit and integration testing of teaming partner/subcontractor provided products and/or services. 
4.4
Integration:  
The formal, standardized processes and procedures, by which a contractor delivers a product and/or provides a service solution in terms of quantity, schedule, location, and/or personnel, and integrates the solution into the existing environment(s).  Integration may include products and/or services provided by a teaming partner/subcontractor, or other Government activity.  Integration includes the data management and migration, installation procedures, training product development and delivery, system administration and operations procedures that enable end-users to acquire the skills and knowledge necessary to effectively use the product and/or service.

4.5
Test:  
The goal of testing is to ensure that the functionality as defined in the product Systems Requirements Specification (SRS) is delivered as specified and that the integrated application(s) perform as expected with minimal defects.  Each testing phase also has specific goals and objectives as identified in section 5.2.2.1.  

4.6
Sustainment:  
Sustainment includes all activities, products, and services required to keep a system running so that it is operationally available to the functional user for approved service levels.  This includes required hardware license and software license maintenance, security, planning and management and configuration management activities.  It may also include system and database administration functions to maintain systems operations and availability.  Sustainment may include products and/or services provided by a teaming partner/subcontractor.  
In the context of these six overarching functional areas, section 5.0 of this PWS delineates the types of specific processes and procedures the Government expects the Contractor will employ, and technical requirements that the Contractor must adhere to in the execution of individual task or delivery orders.  The Government will specify applicable processes, procedures, and requirements for incorporation in accomplishing specific tasks.  As specified by the Government, the Contractor shall tailor the acquisition documents and processes as appropriate for the program designation level assigned to the particular acquisition effort.
5.
Requirements
The Contractors shall design, develop, integrate, test, and sustain R&A systems and applications as required below.
5.1
Program Management

The Contractor shall establish and maintain an integrated program management system, which will plan, direct, integrate, and control the administrative, management, technical, logistical, financial, production, and support functions of each specific task.  The Contractor shall manage work efforts to optimize total system performance, promote interoperability and common solutions, and minimize total ownership cost.  The Contractor shall measure, monitor, and assess the progress of the work performed and costs incurred under the contract.  The Contractor shall adopt a total systems and system of systems approaches to product support and structure system design, testing, support planning, resourcing, post-fielding evaluation and operational support to give full consideration to all aspects of system support.  The subparagraphs below identify the required characteristics of an integrated program management system.

5.1.1
Reports Generation and Meeting Attendance
The Contractor shall generate the reports and attend the meetings identified below.  The Contractor shall also lead the meetings and working groups when required.
5.1.1.1

Contractor Progress, Status, and Management Report Preparation
The Contractor shall submit a Contractor Progress, Status, and Management Report.  The report shall identify and contain summary-level information on all on-going tasks, to include status of work completed under each order and identify any cost, schedule, and performance risks.  The report must include current contract funds status (planned costs, duration, risk and Function Points [FP] or Software Lines of Code [SLOC] sprint backlog per Contractor Work Breakdown Structure [CWBS] element to the actual cost, schedule and FP or SLOC values).  Detailed reporting shall be required only for those lower-level elements that address high-risk, high-value, or high-technical-interest areas of a program.  The Contractor Progress, Status, and Management Report shall be delivered in accordance with CDRL B001.
5.1.1.2

Earned Value Management Reporting

The Contractor shall employ a tailored Earned Value Management approach to manage cost, schedule, and technical performance, and deliver an EVM report in accordance with CDRL B002.  The Contractor may propose tailoring of the CDRL and EVM approach with each task order.  The EVM will be based on the resource loaded CWBS that identifies the key types (e.g., labor categories, hardware, software code, etc.) and amounts (e.g., labor hours and rate, quantities, lines of code, etc.) of resources associated with the lowest CWBS levels.  The roll up of key resources will constitute the planned baseline against which the Contractor will compare Earned Value progress.  The Contractor shall not under any circumstances adjust cost performance data from prior months.  Any errors, accounting adjustments or approved re-baseline actions shall be recorded as a single point adjustment in the current reporting month. 
5.1.1.3

Meeting Agendas Preparation
When required in an individual task, the Contractor shall prepare agendas for meetings with the Government and associated Integrated Product Teams (IPTs).  The Contractor shall deliver meeting agendas in accordance with CDRL B003.
5.1.1.4

Meeting Attendance and Documentation
When required in an individual task, the Contractor shall attend and participate in meetings with the Government and associated IPTs and prepare reports, minutes, and other documentation used for or following those meetings or other related Government In-Process Reviews (IPRs).  The Contractor shall deliver meeting documentation in accordance with CDRLB004.
5.1.1.4.1
Post Award Conference (PAC) Attendance

The Contractor shall attend and participate in a Government-scheduled two (2)-day post award conference at the Contractor’s facility following contract award in which the Contractor’s lead management, functional, technical, and contractual personnel must be in attendance, and the meeting shall be conducted in accordance with Federal Acquisition Regulation (FAR) Subpart 42.5.  The Government will prepare the agenda, and the Contractor shall prepare and deliver meeting minutes in accordance with the Meeting Attendance and Documentation CDRL B004.
5.1.1.5

Contractor Performance Assessment Reporting System 
(CPARS) Draft 


Approval Document (CDAD) Report Preparation

The Contractor shall submit a CDAD report in accordance with the CDRL B009.

5.1.2
Management Plan Development and Maintenance
The Contractor shall develop and maintain a Management Plan throughout the life of the contract, as required.  The Management Plan shall be delivered in accordance with CDRL B005 and contain the following elements:

5.1.2.1

Risk Management Plan

The Contractor shall develop a Risk Management Plan describing their processes and procedures for managing risk.  The Contractor shall implement an integrated risk management system with risk planning, identification, assessment, mitigation, and monitoring functions to improve technical, cost and schedule performance for each specific task.  Risk shall be identified and described in accordance with the PMW 240 Risk Management Plan.  When required as a standalone deliverable (not part of the Program Management Plan), the Risk Management Plan shall be delivered in accordance with the CDRL B00B. 
5.1.2.2

Quality Management Plan

The Contractor shall develop a Quality Management Plan describing their processes and procedures for managing quality of systems and products produced.  The Contractor shall implement a Quality Control Program based on their Quality Management Plan that meets the requirements for each specific task.  Contractor conformance to the requirements of this PWS will be measured in accordance with the Quality Assurance Surveillance Plan (QASP).  When required as a standalone deliverable (not part of the Program Management Plan), the Quality Management Plan shall be delivered in accordance with CDRLB00C.
5.1.2.3

Configuration Management (CM) Plan

The Contractor shall develop a CM Plan.  The Contractor can use EIA 649-B as guidance.  The 

Contractor’s CM Plan shall be approved by the Government prior to the initiation of software development and procurement of material or individual parts.  The Contractor shall use the Sea Warrior Program Office Configuration Management Plan as guidance in developing their CM Plan.  When required as a standalone deliverable (not part of the Program Management Plan), the Configuration Management Plan shall be delivered in accordance with the CDRL B00A.
5.1.2.4

Subcontractor Management

The Contractor shall deliver a Subcontractor Management Plan in accordance with CDRL B005, describing their processes and procedures for selecting and managing subcontractors.  The Contractor shall implement a Subcontractor Management Program based on their Subcontractor Management Plan.  The Contractor shall integrate subcontractors into program IPTs and program management and tracking systems such as management information systems, EVM, etc.  The Contractor shall ensure the requirements of this contract and subsequent efforts are consistently applied to all subcontractors and associated contracts.

5.1.2.5

Requirements Management

The Contractor shall develop a Requirements Management Plan in accordance with CDRL B005.  The plan shall be approved by the Government prior to execution.  It will identify methods for requirements analysis, the tools, and/or process for tracking requirements, and reports for requirements traceability.  It shall also address the process for handling requirements changes and identify metrics for requirements volatility.

5.1.3
Integrated Master Schedule (IMS) Development and Maintenance

The Contractor shall develop and maintain an Integrated Master Schedule (IMS) if a specific order so requires.  The Contractor shall manage to the Integrated Master Plan (IMP) and IMS it has developed by logically networking detailed program activities.  The schedule shall contain the planned events and milestones, accomplishments, exit criteria, and activities from contract award to the completion of the contract.  The IMS shall include a detailed account of all tasks necessary to accomplish the goals and objectives for each specific task.  The Contractor shall quantify risk in hours, days, or weeks of delay and provide optimistic, pessimistic, and most likely duration for each IMS activity and event.  The IMS shall be developed in accordance with the PMW 240 Technical Event Process (TEP) Guidebook, Version 2.2.1, dated 22 Feb 10, (or latest version) and CDRL B006.
5.1.3.1

Plan of Action Milestone (POAM) Development and Maintenance

The Contractor shall develop and maintain a POAM in accordance with CDRL B008 if a specific order so requires.
5.1.4
Work Breakdown Structure (WBS) Development and Maintenance
The Contractor shall submit a Contract Work Breakdown Structure (CWBS) and associated dictionary based on the Government Work Breakdown Structure (GWBS).  The GWBS structure will be provided when required for individual task orders and will serve as a basis for program and technical planning, scheduling, cost estimating, resource allocations, performance management where appropriate, configuration management, and status reporting.  The CWBS is an extension of the GWBS to lower levels that represent the plan to accomplish the entire contract work scope consistent with internal organizations and processes.  The CWBS forms the baseline for monitoring progress throughout the period of performance.  Minimally, the CWBS shall define the activities, sub-activities, and tasks that the Contractor will be responsible for throughout the period of performance.  The Contractor will identify cost, duration, and risk associated with the lowest levels and aggregate individual values into a composite value.  Cost shall be described in terms of the type, level, and amount of cost to be incurred.  Minimally, this will include labor categories, hours, rates, and material resources (e.g., hardware, software, and other components).  In addition, the Contractor will estimate the total FP and/or SLOC that will be accomplished during individual level software development activities.  Duration will be the amount of time to complete the level.  The timing and duration of each CWBS activity will align with the IMS.  Throughout the period of performance, the Contractor shall update and perform configuration control of CWBS and notify the Government of any updates the affect budget, period of performance and/or scope.  The Contractor shall not re-baseline their CWBS baseline without the prior Government permission.  Re-planning of future work that does not change the contract budget, period of performance and/or scope, however, does not require Government approval.  All CWBS updates and configuration control shall be reported as part of the Contractor’s Progress, Status, and Management Report (B001).  The CWBS shall be delivered in accordance with CDRL B007.
5.1.5
Integrated Product Team (IPT) Participation and Working IPT (WIPTs)
It is acknowledged that the Contractor may not be accountable for the management and oversight of each IPT, however, the Government may require Contractor assistance in IPT planning and management.  When required by an individual task order, the Contractor shall define, document, implement, and maintain an IPT structure for the duration of the contract.  IPT membership may consist of multi-functional stakeholders working together with a product-oriented focus.  Each IPT will be empowered to make critical life cycle decisions regarding each product or process within their purview.  IPTs may be applied at various levels ranging from the overall structure of an organization to informal groups functioning across existing units.  With Government input, the Contractor shall define and document the composition, structure, roles, and responsibilities of each IPT.  Each IPT will maintain a list of membership and clearly defined roles for each member.  Each IPT will publish an agenda before each meeting.  Each IPT will record and maintain meeting minutes.  IPT minutes will be shared among and between the other IPTs.

5.1.6
Mobilization Planning

The Contractor shall implement a Mobilization Plan to familiarize themselves with the R&A systems structure, source code, architecture, and business rules, and be fully operational to meet the requirements of this PWS thirty (30) days from order award.  By the end of the mobilization phase, the Contractor shall obtain and have in place all required personnel, materials, equipment, and facilities to execute the tasks of this contract.  This mobilization planning and execution shall be briefly summarized in accordance with the Contractor’s Progress, Status, and Management Report, CDRL B001.

5.1.7
Transition Support

The Contractor shall, in addition to their ongoing responsibilities with respect to any RAIT task order, provide support to enable a smooth transition to any successor Contractor by providing levels of data and support sufficient to the successor’s understanding of the underlying system structure, source code, architecture, and business rules.  As part of the transition support, the Contractor shall deliver the latest version of any R&A Systems source code back to the Government at the end of the contract.  This transition support shall be briefly summarized in accordance with the Contractor’s Progress, Status, and Management Report, CDRL B001.

5.1.8
Government Furnished Property/Information (GFP/I)

The Contractor shall acknowledge receipt of all GFP/I in the Contractor’s Progress, Status, and Management Report and notify the Government of any concerns and risks they identify related to the receipt of GFP/I.  The Contractor shall maintain a master GFP/I record showing the disposition and version/status of the items held. 
5.2
Technical Requirements
5.2.1
Software Engineering Development Methodology and Approach
The Contractor shall define a software development approach appropriate for the effort to be performed under this solicitation as described in the paragraphs below.  It is expected that the software development approach for development and modernization efforts (usually a full life cycle) and sustaining engineering software changes (usually an abbreviated life cycle) will be identified separately and tailored for each of those types of effort.  This overall approach shall be documented in a Software Development Plan (SDP) that shall be in accordance with the PMW 240 TEP Guidebook, Version 2.2.1, 22 Feb 10.  The Contractor shall submit the SDP in accordance with CDRL A001 and follow it for all software/systems to be developed/modified or sustained under this effort.

The SDP shall define the Contractor’s proposed life cycle model and the processes used as a part of that model.  The SDP shall describe the overall life cycle and shall include primary, supporting, and organizational processes based on the work content of this solicitation.  In accordance with the framework defined in the PMW 240 TEP Guidebook, Version 2.2.1, 22 Feb 10 and IEEE/EIA Std. 12207.0, the SDP shall define the processes, the activities to be performed as a part of the processes, the tasks which support the activities, and the techniques and tools to be used to perform the tasks.  The Contractor must provide this detailed information on how to accomplish the task so the Government can assess whether the Contractor’s approach is viable.

The SDP shall contain the information defined by IEEE/EIA Std. 12207.1, section 5.2.1 (generic content) and the Plans or Procedures in Table 1 of IEEE/EIA Std. 12207.1.  In all cases, the level of detail shall be sufficient to define all software development/modification processes, activities, and tasks to be conducted.  Information provided must include, as minimum, specific standards, methods, tools, actions, strategies, and responsibilities associated with development and qualification.

5.2.1.1

Open-Systems Architecture (OSA)
The Contractor shall use a modular open systems approach to:

· Facilitate development of a modular architecture and allow for affordable interoperability

· Ensure that the system design is sufficiently flexible and robust to accommodate changing technology and requirements

· Facilitate integration with other systems and use of commercial products from multiple sources both in the initial design and in future enhancements

· Enable technology insertion as currently available commercial products mature and new commercial products become available in the future

· Allow for affordable support

· Allow continued access to technologies and products supported by many suppliers (a broad industrial base which does not restrict available sources to the detriment of competition)

5.2.1.2

Service-Oriented Architecture (SOA)

To the maximum degree possible and appropriate, the Contractor shall design the RAIT systems based on a SOA approach.  Services must be published at a level of abstraction that corresponds to real world activity and recognizable business function.  The interface to an individual service must be expressed in a manner that provides no visibility of the implementation details.  There must be a high level of abstraction between application tiers.
5.2.1.3

Department of Defense Guidance

Software development shall support the goals, principles, and rules for DoD Information Technology, e.g. DoD Net-Centric Data Strategy and Information Enterprise Architecture.

Software designs and development shall consider, whenever possible, integration or conformance with other Navy and PMW 240 enterprise activities such as: Enterprise Training Management and Delivery System, portal consolidation, Enterprise Data Management, and Data Center Consolidation.  Specific details will be provided in individual task orders.
5.2.1.4

Development Environment

The Contractor shall configure their development environment to support all maintenance application tasks.  Changes to the RAIT application baselines shall be developed and tested in the Contractor’s development environment before they are released into the Government’s production environment.  The Contractor development environment must be configured to replicate the Government production environment.   
5.2.2
Systems Engineering

The Contractor shall perform the necessary tasks to evolve the requirements for each specific order into a finished product in accordance with the PMW 240 TEP Guidebook, Version 2.2.1, 22 Feb 10, current Systems Engineering best practices, and the Systems Engineering Management Plan CDRL A00L.  The Government will address specific requirements for use of and adherence to Government and non-Government standards for each specific task.  The Contractor shall support the following product, process, and status reviews within the framework of their identified software/system development methodology, and clearly delineate expected roles and how support will be provided for each below product, process, and status review (to include software packages/modules to be developed, delivered, and reviewed for each).  The Contractor shall also describe their work processes and tools associated with preparing for each product, process, and status review.
PMW 240 has applied and adapted the TEP to support rapid development methods.  The general concept of operations for application of the TEP to rapid development methods is that the System/Subsystem Specification (SSS) is normally baselined upon completion of the System Functional Review (SFR), with the framework and initial content for the remaining artifacts established at Preliminary Design Review (PDR).  Those draft artifacts are then incrementally developed and updated with each development cycle or sprint and normally baselined and transferred to Government control following the Production Readiness Review (PRR).  
5.2.2.1

Technical Reviews
The technical reviews are structured to assess a program’s progress towards demonstrating and confirming completion of required accomplishments and their readiness to proceed to the next key developmental milestone or technical review.  These reviews must be event driven and conducted when the system’s design/development is ready for review.  As a product is developed, it passes through a series of technical reviews of increasing detail.  Technical reviews are structured to ensure that the emerging design/development is ready to enter the next developmental phase.  Each event has defined entry and exit criteria tied to the required level of design/developmental maturity and applied across all requirements and technical disciplines.  These reviews are confirmation of the System Engineering process.  The Contractor shall support and/or conduct the technical reviews as described below, and in accordance with the PMW 240 TEP Guidebook.  The standard CDRLs associated with the technical reviews are shown in 
Table 1.
	Technical Review
	Standard CDRLs

	System Requirements Review (SRR)
	SSS (A005), IMS (B006), DOD Architecture Framework (DODAF) (A00J)

	System Functional Review (SFR)
	SSS (A005), Interface Requirement Specification (IRS)(A00G), DODAF (A00J)

	Preliminary Design Review (PDR)
	IRS (A00G), System Requirements Specification (SRS)(A008), Interface Design Descriptions (IDD)(A00H), Software Design Description (SDD)(A006), System/Subsystem Design Document (SSDD)(A007), DODAF(A00J)

	Critical Design Review (CDR)
	IRS(A00g), SRS(A008),  IDD(A00H), SDD (A006), DODAF (A00J)

	Application Test Readiness Review (ATRR)
	Software Test Plan (STP)(A002)

	Application Functional Test (AFT)
	Software Test Report (STR)(A003)

	Application System Integration Test (ASIT)
	STR(A003), SVD(A004)

	Test Readiness Review (TRR)
	STP (A002)

	Developmental Test (DT)
	STR (A003), SVD (A004)

	Production Readiness Review (PRR)
	STR (A003)


Table 1.  Standard CDRL to Technical Review Mapping
5.2.2.1.1
System Requirements Review (SRR)

The SRR is a system-level review conducted to ensure that system requirements have been completely and properly identified and that there is a mutual understanding between the Government and Contractor.  The SRR captures systems requirements, and is generally conducted just prior to Milestone B or equivalent decision point.  In addition, the SRR validates program cost, schedule, and performance for the purpose of supporting Milestone or equivalent approvals.  The Contractor shall perform the work necessary in preparing for the SRR, and include the Government for oversight and interaction.  At the SRR, the Contractor shall present their findings.  For IT development and modernization, it is common to combine the SRR and SFR into a single event.
5.2.2.1.2
System Functional Review (SFR)

The SFR is a multi-disciplined product and process assessment to ensure that the system under review can proceed into preliminary design, and that all system requirements and functional performance requirements derived from the approved requirements are defined, aligned with the external environment (systems and infrastructure) and consistent with cost (program budget), schedule (program schedule), risk, and other system constraints.  System performance may be decomposed and traced to lower level subsystem functionality that may define hardware and software requirements.  SFR determines whether the systems functional definition is fully decomposed to its lower level, and is prepared to start preliminary design.  The Contractor shall perform the work necessary in preparing for the SFR, and shall include the Government for oversight and interaction.  At the SFR, the Contractor shall present their findings.  Other than simple fit, form and function demonstrations, very little software development is expected to have occurred prior to completion of the SFR.  Under rapid development models, the work associated with SRR and SFR may be executed as requirements sprints and detailed functional reviews. 
5.2.2.1.3
Preliminary Design Review (PDR)

The PDR confirms that the preliminary design logically follows the SFR findings and meets the requirements.  It normally includes heavy emphasis on software specifications, and results in approval to begin detailed design and development activity.  In addition, the PDR establishes the allocated baseline, validates program cost, schedule, and performance for the purpose of supporting Milestone or equivalent approvals.  The Contractor shall perform the work necessary in preparing for the PDR, and shall include the Government for oversight and interaction.  At the PDR, the Contractor shall present their methods used for the majority of the findings.  Under rapid development models, low risk and highly stable requirements may allow some detailed design and development to have occurred between SFR and PDR. 
5.2.2.1.4
Critical Design Review (CDR)

The CDR is a review conducted to evaluate the completeness of the design, its interfaces, and its suitability to proceed toward final product development and delivery.  The CDR establishes the initial release candidate (hardware and software) product baseline, and validates program cost, schedule, and performance for the purpose of supporting Milestone or equivalent approvals.  The Contractor shall perform the work necessary in preparing the system/software for the CDR, and shall include the Government for oversight and interaction.  At the CDR, the Contractor shall present their findings.
5.2.2.1.5
Application Test Readiness Review (ATRR)

The ATRR is a project level review designed to evaluate a project’s readiness to proceed into Application Functional Testing (AFT).  In addition, the ATRR will focus specifically on test objectives, test methods, and procedures, scope of tests, and available resources.  The Contractor shall conduct the ATRR, and provide all documentation for such.  

5.2.2.1.6
Application Functional Testing (AFT)

AFT is a project level system testing phase that ensures the candidate application’s functionality meets the intent of the requirements levied in the project’s Software Requirements Specification, verifies that the developed application is free from defects, and is a candidate for software release.  If applicable, a project’s functional representative will participate in testing and provide implementation related feedback and defect reporting.  AFT completion signifies the end of feature level and functionality level changes.  The Contractor shall support the AFT by drafting role-based test scripts and interface test scripts, defining test data requirements in support of role and interface-based test scripts, and assisting with the creation of needed test data in support of the test event.  After the event, the Contractor shall attend test adjudication meetings as required by the Government, fix defects found during testing event, and supply updated builds based on mutually agreed upon build iteration schedules.
5.2.2.1.7
Application System Integration Testing (ASIT)

ASIT is a project level test phase that ensures the candidate application’s functionality meets the interface, system integration, and load testing requirements levied in the project’s Key Performance Parameters (KPP) and System requirements.  This integrated test phase must occur within the target operational environment or equivalent environment.  Consists of external applications as well as afloat and replication related testing if applicable.  If a particular application has a COOP site, functionality, and load testing will also be conducted on the COOP site during this phase of testing.  The results of ASIT during the tailored lifecycle serves as the technical basis for the application Go, No-Go decision.  AFT and ASIT can be combined in most instances to consolidate test phases but is represented as separate events in order to provide enterprise level applications a longer time for integration specific testing.  The Contractor shall support the ASIT by drafting role-based test scripts and interface test scripts, defining test data requirements in support of role and interface-based test scripts, and assisting with the creation of needed test data in support of the test event.  After the event, the Contractor shall attend test adjudication meetings as required by the Government, fix defects found during testing event, and supply updated builds based on mutually agreed upon build iteration schedules.
5.2.2.1.8
Test Readiness Review (TRR)

The TRR is a review of the systems/programs readiness to begin testing at any level, by either the Contractor or Government.  The TRR determines the completeness of test procedures, and their compliance with test plans and descriptions.  The Contractor shall attend the TRR.  The Government will lead, conduct, participate in, and identify when exit criteria for the TRR has been met.

5.2.2.1.9
Developmental Testing (DT)

DT is a program level test phase designed to reduce the number of defects found and subsequent risks associated with an extended Operational System Test (OST).  DT must be a test run of OST and focus on the verification of Measure of Effectiveness (MOEs) and Measure of Suitability (MOSs).  The DT phase shall verify all aspects of the candidate application including installation, training delivery, user help, user testing, technical support, and user evaluation.  This phase of testing is managed by the Government.  The results of DT during the full lifecycle serves as the technical basis for the Go, No-Go decision.  The Contractor shall support DT as requested by the Government.

5.2.2.1.10
Production Readiness Review (PRR)

The PRR is an examination of a program to determine if the design is ready for production and the producer has accomplished adequate production planning without incurring unacceptable risks that will breach thresholds of schedule, performance, cost, and that delivery will meet or exceed Government’s established criteria.  The Contractor shall perform the work necessary in preparing the system/software for the PRR, and shall include the Government for oversight, interaction, and involvement.  At the PRR, the Contractor shall present their findings. 

5.2.3
IT System Delivery

The Contractor shall deliver successfully tested and finalized executable software and source code in accordance with CDRL A009.
5.2.3.1

IT System Business Rules Documentation Delivery
The Contractor shall deliver manuals and documentation that describe functional business rules (as opposed to manuals and documentation describing technical underpinnings) for all R&A systems in accordance with CDRL A00A. 

5.2.3.2

Commercial-Off-The-Shelf (COTS) Manuals and Supplemental Data 



Delivery

The Contractor shall assess the adequacy of all COTS manuals supplied along with any supplemental information required to operate and maintain the system.  The Contractor shall deliver manuals and documentation for any software or system used in developing R&A systems, and any COTS manual inadequacy reports associated with R&A systems in accordance with CDRL E001. 
5.2.4
Configuration Management (CM) Program

The Contractor shall develop and implement a CM Program.  The CM Program shall include the Configuration Management Plan, Baseline Management, Configuration Identification, Configuration Item Identification, and Configuration Management Records/Reports.  EIA 649-B, the National Consensus Standard for Configuration Management, paragraph 5.1.7 is the general reference for supplier CM requirements, and the entire EIA 649-B can be used as guidance for performing the activities outlined in the 5.2.4 sub-paragraphs.

5.2.4.1

Baseline Management

The Contractor shall implement baseline management.  The Contractor shall propose changes to the product baseline for each configuration item and manage the baselines in accordance with CDRL A00P.
5.2.4.2

Configuration Identification

The Contractor shall develop and implement Configuration Identification.
5.2.4.3

Configuration Item/Computer Software Configuration Item 




Identification (CI/CSCI)

The Contractor shall develop and implement CI/CSCI.  Configuration items are: 

· Requirements Documentation

· System Engineering Plans

· System Specifications

· System Requirements

· Interface Requirements

· Interface Design Descriptions

· Functional Description Documentation

· System Architecture Views (DODAF Artifacts)

· Software Design Documentation

· Database Scripts and Schemas

· Software Development Plans

· Source Code

· Test Plans, Test Cases, Test Design Specifications and Test Scripts

· Use Cases

· Business Process Descriptions

· Application Functional Test Plans

· Application System Integrations Test Plans

· End to End Test Plans

· OPTEST Plans

· System Operational Verification Test Plans

· Application Environment

· User Documentation

· Training Scripts

· Projects Plans

· CCB Minutes

5.2.4.4

Configuration Control/Engineering Change Proposals (ECP)

The Contractor shall implement a Configuration Control/ECP process.  The Contractor can use DD Form 1692 and 1692-1 through 1692-S to submit ECP requests.  The Contractor can use EIA 649-B utilizing DD Form 1694, as guidance in submitting all requests for Deviations and Waivers as necessary.  The Contractor shall submit ECPs in accordance with CDRL A00B.
5.2.4.5

Configuration Management Records/Reports

The Contractor shall implement a Configuration Management Records/Reports effort for Configuration Status Accounting (CSA).  The Configuration Status Accounting and Engineering Records shall contain the following: 

· ECP, Deviation, or Waiver Number

· ECP Justification Code

· Title of Change

· Configuration Item Nomenclature

· Part of lowest assembly affected

· Applicability

· Date of Submittal

· Date of Approval or Disapproval

· Drawing Number, as applicable

The formats must convey the required information using the standard data elements in ANSI/EIA 836.  The Contractor shall deliver the Configuration Management Records/Reports in accordance with CDRL A00C. 
5.2.4.6

Configuration Verification and Auditing

The Contractor shall support Government conducted product audits to include Functional and Physical Configuration Audits (PCA) as required.  For the conduct of a PCA, proof of product delivery in the form of a DD250 is normally required and, when required, shall be submitted in accordance with  CDRL A00D.

5.2.5
Logistics Support
5.2.5.1

Integrated Logistics Support (ILS) Program
The Contractor shall establish an ILS program as specified by MIL-HDBK-502, MILPRF-49506 to ensure that supportability design criteria and characteristics are considered and incorporated into the system design and that the system will meet the operational availability, maintainability, training, and manning requirements established the individual RAIT orders.  The Contractor shall designate an ILS Manager, establish and update a detailed ILS project schedule as part of the IMS, and participate in Logistics IPT meetings with Government representatives.  The Contractor’s ILS activities shall further develop and deliver the ILS related products and data detailed in the paragraphs below as appropriate for individual task orders.  The Contractor shall develop a Reliability, Availability, and Maintainability Program Plan that addresses how the software baseline requirements will be achieved.  The Reliability, Availability, and Maintainability Program Plan shall be delivered in accordance with CDRL D001.
The Contractor shall complete the Logistics Management Information (LMI) summaries in support of RAIT development and modernization efforts in accordance with CDRL D002.  MILHDBK-502 for Acquisition Logistics defines the make-up of each summary by data element.  A Data Element Dictionary is provided in MILPRF-49506.  The following elements shall be included in the LMI summaries:
· Special Packaging, Handling, Storage, and Transportability (PHS&T) Summary

· Manpower, Personnel and Training Summary

· Demilitarization and Disposal Summary

5.2.5.2

Software Problem Reports (SPR)
During testing or general operation of R&A systems, the Government may observe anomalies or other unexpected system behavior against fielded software baselines.  In such cases, the Government will create and route Software Problem Reports (SPRs) to the Contractor.  The Contractor shall provide technical analysis of SPR filed against fielded software baselines.  In accordance with guidance and direction as specified in the individual order, the Contractor shall provide support to include:

· Addressing configuration issues in coordination with the installation teams and other agencies as needed;
· Working baseline software issues via change request processes based on feedback from software developers;
· Following all processes stored in the process repository to include change request routing and Software Problem Report/vulnerability checklists;
· Reviewing the technical documentation related to baseline software for accuracy and thoroughness; provide updates as needed;
· Monitoring and receiving notifications when a new vulnerability has been identified;
· Assisting the Government Subject Matter Experts to determine which product baselines are affected;
· Submitting a formal Change Request (CR) for each vulnerability affecting software baselines;
· Following the PMW 240 CM Plan for  processing the Change Requests;
· Drafting mitigation Fleet Advisory Messages  and Mandatory Security Updates; and

· Posting patches according to Configuration Management process for subsequent Government approval and release.  

5.2.5.3

System Documentation

The Contractor shall develop and continuously update the RAIT Systems Start-up, Systems User, and Systems Administrator Manuals to reflect underlying software coding and architecture, as well as any changes resulting to that baseline throughout the system’s lifecycle.  For each configuration, the Contractor shall develop and document software user information and the appropriate consolidated operations information that fully supports software load procedures, system initialization, and non-tactical operations.  The Contractor shall include information for all system and equipment-oriented instructions necessary to support the O&M aspects of the software products in the baselines, to include at a minimum: 

1. System software load procedures
2. System initialization procedures
The Contractor shall apply the QA process identified in their Management Plan to each document before it is submitted to the Government.  The Contractor shall prepare the Systems, User, and Administrative Manuals in accordance with CDRL D003.

5.2.5.4

Operations and Maintenance Interactive Electronic Technical Manual 


(IETM) Generation
The Contractor shall provide an IETM book plan in accordance with CDRL D004, which shall include an outline and description of proposed IETM for all RAIT system configurations  The IETM book plan shall also include both validation and verification certification plan and corresponding forms.  The Contractor shall submit an IETM Validation/Verification Report in accordance with CDRL D005.  Specific requirements for each order will be identified in the TMCR, which generally includes the following:
The Contractor shall develop and document in the IETM the appropriate consolidated operations information that fully supports software load procedures, system configuration/initialization, and software operation and maintenance.  The IETM shall include, but not be limited to, Contractor-generated information on the following:

· System /subsystem overview and configuration

· Detailed system/subsystem equipment installation, configuration, and operation information
· System/subsystem software overview and software configuration

· System software load procedures

· System initialization procedures

· System startup/shutdown procedures

· System internal interconnect diagram,

· System external I/O connections

· System/subsystem status/fault indications

· System/subsystem operator-machine control interface

· System/ subsystem maintenance and troubleshooting

The Contractor shall prepare a system Interactive Electronic Technical Manual (IETM) in digital Extensible Markup Language (XML) formatting standards for each R&A system developed.  The resulting technical manual documenting the R&A system functionality, operation, and maintenance shall be provided to the Government in accordance with CDRL E002.  The Contractor shall reflect in the IETM all major system configurations and shall self-tailor to those configurations at the start of the IETM so that only the selected configuration suite of software is presented. 
The Contractor shall deliver COTS/GOTS manuals in a searchable PDF format.  The Contractor shall provide all COTS/GOTS manuals referenced including any updates as necessary.  These COTS/GOTS manuals shall be provided as appendices to the IETM detailing any changes required to existing manuals and delivered in accordance with   CDRL. E001  In addition to the IETM, the Contractor shall deliver the XML source file(s), graphic source files, associated document type definitions (DTD), entity files, DTD data dictionary, tagging convention documents, associated style sheets, and filters.  The Contractor shall produce illustration source data in acceptable vector format and renditions in acceptable raster format as digital files separate from TM delivery.  The Contractor shall develop the IETM in accordance with the Digital Data Policy SPAWARINST 4160.3B and the RAIT Technical Manual Contract Requirement.  The IETM shall be prepared in accordance with the Technical Manual Contract Requirement (TMCR) Number assigned with each order.  The TMCR can be obtained at the https://TDAD.nmci.navy.mil under the resources tab.
The Contractor shall structure any TM developed at Government expense according to the Job Task Analysis (JTA).  The final technical manuals shall be in XML source format and PDF presentation format and comply with Department of the Navy policy on digital product technical data, support web enablement, be compliant with the Advanced Technical Information Support System (ATIS), and include print capability.  The IETM shall be updated as necessary.
5.2.5.5

IETM In-Process Reviews and Verification

The Contractor shall formulate and chair a Technical Manual Working Group (TMWG) and convene IETM In-Process Reviews (IPRs) as part of PDR (estimated 30% completion point), CDR (estimated 60% completion point), and PRR (estimated 90% completion point).  The Contractor shall perform joint validation/verification on the 100% complete IETM, which will be scheduled 30 days after the Contractor receives Government inputs from the 90% review.

5.2.5.6

Training Support

As required in each specific RAIT order, the Contractor shall conduct analysis and develop training packages associated with specific use of the system by users. 

5.2.5.6.1
Training Analysis

The Contractor shall conduct analysis and develop training packages associated with specific use of the system by users.  The Contractor shall conduct analysis to identify clear, observable job tasks, training tasks, and learning objectives and learning objectives hierarchy in accordance with CDRL F001.
5.2.5.6.2
Training Product Generation

The Contractor shall design, develop, and implement training/performance support solution(s) supporting the analysis results.  If applicable, the training package shall be consistent with current training products available for system users in format, function, and applicability.  The Contractor shall provide periodic reviews of the training package for Government personnel prior to User Acceptance Testing (UAT), evaluate the training package during UAT, and deliver the final training package prior to the system release date.  The Contractor shall provide all instructional media source files to the Government prior to the system release data in accordance with CDRL F002.

5.2.5.6.3
Training Support Package Development

The Contractor shall develop and deliver training materials as required by each RAIT task.  Those materials may consist of (but not be limited to) Lesson Plans, Instructor Guides, Trainee Guides, and Microsoft PowerPoint Presentations and be delivered in accordance with  CDRL F003.
5.2.6

System Sustainment

The Contractor shall implement, test and deliver routine system maintenance and support solutions in accordance with Government requirements for each RAIT order.  Software/System releases resulting from sustainment activities will be documented and updated in the System Documentation.  Sustainment includes (but is not limited to):

· Personnel whose duties relate to the general management and operations of  IT
· Maintenance of an existing application, infrastructure program or initiative
· Corrective software maintenance, including all efforts to diagnose and correct actual errors (e.g., processing or performance errors)
· Corrective interface maintenance and modifications
· Monitoring system performance, identification of broken or obsolete IT equipment needed to continue operations at the current service level
· Help Desk support services
· Notification and renewal of license and support agreements for existing software supporting the application
· Production support to perform daily, weekly, and monthly monitoring of the program production schedules, interfaces, outputs, and operations.  This may include correcting end-users data input errors, transfers of data, updating reports and distribution requirements, re-running lost reports, and providing authorized system access. 
· System Security Authorization Agreement (SSAA) support; system vulnerability and secure configuration assessment; research of IA requirements, performing IAVA updates, and providing technical guidance to the programs.
· Development and implementation of approved engineering/software changes.
The following CDRLs are likely to be required for RAIT System Sustainment but will be specified/tailored for each task order:
· A004 - Software Version Description (SVD)

· A009 - Computer Software Product End Items
· A00B - Engineering Change Proposal (ECP)

· B003 - Meeting Agenda

· B004 - Meeting Minutes
· B006 - Integrated Master Schedule (IMS)

5.2.7

System Performance

The Contractor shall direct R&A systems design at optimizing total systems performance.  Additional system performance requirements are defined in the below sub-paragraphs.  The Contractor shall identify software performance specifications and minimum host system and network requirements. 
5.2.7.1

Data Access and Retrieval

The Contractor shall design R&A systems such that they are able to retrieve requested data (between screens) between Threshold and Objective parameters defined for each system to be developed.  This access and retrieval capability shall be executed in a manner that reflects a representative daily peak operational load with the application scaled in accordance with Contractor recommendations.  Measurements shall be made in a manner that isolates application performance from external networks and client configuration.  Where specified, external interfaces shall adhere to the DoD Net-Centric Data Strategy for secure availability and make data visible, accessible, understandable, and trusted.  Data shall be described in accordance with the enterprise standard for discovery metadata (DoD Discovery Metadata Specification (DDMS)).
5.2.7.2

System Performance Monitoring

The Contractor shall design R&A systems to support automated system interface connectivity and performance monitoring and alerting capability if issues are detected, in accordance with specific requirements for each RAIT system.   

5.2.7.3

Scaling and Load Balancing

The number of simultaneous users that must be supported by R&A systems will necessitate the ability to scale to whatever number of servers is required to provide acceptable performance.  The Contractor shall design R&A systems such that they shall not have any architectural limitations that would preclude such scaling.  Inherent to this scaling is the ability to load balance by a scheme in which Government provided infrastructure serves as a common virtual entry point to R&A systems.  The entry point will make a determination as to which server to assign an individual R&A system user.

5.2.7.4

Capacity and Limitations

R&A systems shall have no architectural limitations that would preclude a minimum (Threshold) or maximum (Objective) number of concurrent users.  Additionally, R&A systems shall have no architectural limitations that would preclude a minimum (Threshold) or maximum (Objective) number of registered users.  Threshold and Objective numbers of users will be defined individually for each system developed under this contract.

5.2.7.5

System Audit Trail

The Contractor shall enable the ability for R&A systems to recall and trace transactions, inputs, processes, or changes, from source to final disposition as required by law or policy.  

5.2.8

Data Transition

As R&A systems are developed and/or maintained, existing data from current R&A systems will need to be transitioned.  In addition, new requirements for R&A systems may necessitate data transition between existing R&A and non-R&A systems.  The Contractor shall enable these data transition types as described in the below sub-paragraphs.

5.2.8.1

Transition from Existing Systems

The Contractor shall develop a detailed Software Transition Plan (STrP) in accordance with CDRL A00E, defining the method by which operations will be transferred from existing NRC systems to those replaced by R&A systems.  The Contractor shall also develop a System Data Migration Plan which must support the Net-Centric Data Strategy, and as applicable, support loose coupling of data from application services and support the DoD principle of making data visible, accessible, understandable, and trusted by the unanticipated user.  To be considered acceptable, both plans shall ensure all data is accurately migrated from existing to new systems.  The plans will also ensure the amount of downtime shall be kept to a minimum, outside of peak recruiting periods and shall be delivered in accordance with CDRL A00M.
5.2.8.2

Interface Development and Maintenance

Implementation of RAIT capabilities delivered may result in changes to the suite of applications currently used to provide essential R&A capabilities.  However, the Contractor shall configure R&A systems such that they shall maintain and/or enhance all existing external interfaces as explicitly defined in the requirements for each RAIT system developed under this contract.  Where required, the Contractor shall develop new interfaces.  The Contractor shall develop the existing interfaces and all required new interfaces with the capability of error handling and automated message regeneration for failed messages.  Interface requirements shall include data element descriptions, data flows and periodicity, security implementation, business logic, exception handling, and enumerated values at a minimum.
5.2.8.2.1
Interface Control Document (ICD) Development

The Contractor shall provide a record of all interface information (drawings, diagrams, tables, and text) generated for interface development.  The Contractor shall also provide access to, or delivery of, copies of the actual interface information.  ICD’s shall be delivered in accordance with CDRL A00F.

5.2.8.2.2
Interface Requirements Specification (IRS) 






Development

When a SSS development is required in a RAIT order, the Contractor shall specify the requirements imposed on one or more systems, subsystems, Hardware Configuration Items (HWCI), Computer Software Configuration Items (CSCI), manual operations, or other system components to achieve one or more interfaces among these entities.  IRS’s shall be delivered in accordance with  CDRL A00G.

5.2.8.2.3
Interface Design Description (IDD) Development

When a SSDD development is required in a RAIT order, the Contractor shall specify the requirements imposed on one or more systems, subsystems, Hardware Configuration Items (HWCI), Computer Software Configuration Items (CSCI), manual operations, or other system components.  IDD’s shall be delivered in accordance with CDRL A00H.

5.2.8.3

Department of Defense Architectural Framework (DODAF) 




Documentation

The Contractor shall maintain existing DODAF documentation and create new documentation as software design, development, and interfacing activities require.  The Contractor shall deliver DODAF documentation in accordance with CDRL A00J.

5.2.9

Human Systems Interface Plan Development
The Contractor shall prepare Human System Interface (HSI) plan describing their processes and procedures for ensuring the R&A systems produced adhere to HSI best practices.  The HSI Plan shall be delivered in accordance with CDRL A00K.  The Contractor shall also interface with Government-designated HSI subject matter experts (SMEs) prior to PDR and incorporate any Government-directed value-added changes that enhance the system within existing scope, budgetary, and schedule constraints of the contract in accordance with CDRL A00K.  

5.2.10

Technology Insertion

The Contractor shall perform the necessary tasks to assess and implement timely technology insertions to improve product capabilities, mitigate program risk, and reduce total ownership costs.  This includes but is not limited to modular reuse, horizontal technical insertion of existing Commercial-Off-The-Shelf (COTS)/ Government-Off-The-Shelf (GOTS) products, and/or other innovative approaches.

5.2.10.1
COTS Product Licensing

The Contractor shall maintain licenses for any COTS software they include as part of the RAIT software baseline in their development environment.

5.2.10.2
Hardware Purchasing

The Contractor shall purchase, install, maintain, and deliver incidental IT hardware as required to support RAIT technology insertion and R&A systems user availability.

5.2.10.3
Biometrics and Electronic Workflow

The Contractor shall also incorporate biometrics and electronic workflow capabilities into R&A systems as required in each order, and adhere to the following technical requirements for development and/or modification of R&A systems:

5.2.11

Onsite Installation Technical Support

The Contractor shall provide onsite installation technical support following system delivery and prior to user acceptance testing to assist Government representatives in system installation.  The amount and duration of support will be defined in each RAIT task order.  

5.2.12

System Security
The Contractor shall deliver an accredited system in accordance with relevant guidance (e.g., DODI 8510.01 - Department of Defense Information Assurance Certification and Accreditation Process (DITSCAP) and/or Director of Central Intelligence Directive (DCID) 6/3).

5.2.13

Information Assurance (IA)
Within 30 days after contract award, the Government will conduct an on-site information assurance and system security audit to ensure Contractor compliance with DoD requirements.  The Government reserves the right to conduct random security and IA audits of any Contractor development or test environments throughout the course of this contract.  

The Contractor shall implement all relevant IA controls as defined within DoDI 8500.2 in accordance with the system’s Mission Assurance Category (MAC) and classification level of information processed.  MAC is directly associated with the importance of the information contained relative to the achievement of DoD goals and objectives, particularly the warfighter’s combat mission.  Requirements for availability and integrity are associated with the MAC, while requirements for confidentiality are associated with the information classification or sensitivity and need-to-know.  Both sets of requirements are primarily expressed in the form of IA controls listed in DoDI 8500.2 and shall be satisfied by employing tenets of defense-in-depth for layering IA solutions within a given IT asset and among assets; and ensuring appropriate robustness of the solution, as determined by the relative strength of the mechanism and the confidence that it is implemented and will perform as intended.

The Contractor shall provide technical and project management support related to all aspects of the Clinger-Cohen Act, and specifically the requirements of IA.  This includes participation in technical reviews, analysis of capability, processes, and systems.  Results of analyses and recommendations shall be provided to the Program Manager within 20 calendar days of completing the analyses.

The Contractor shall establish appropriate administrative, technical, and physical safeguards to protect any and all Government systems and data, to ensure the confidentiality, integrity, availability, authentication, and non-repudiation of Government data.  As a minimum, this shall include provisions for personnel security, electronic security and physical security.

5.2.13.1
Personnel Security

The Contractor shall comply with DoD Directive 8500.1, "Information Assurance (IA)," DoD Instruction 8500.2, "Information Assurance (IA) Implementation," DoD Directive 5400.11, "DoD Privacy Program," DoD 6025.18-R, "Privacy of Individually Identifiable Health Information in DoD Health Care Programs," and DoD 5200.2-R, "Personnel Security Program Requirements." 

Contractor responsibilities for ensuring personnel security include, but are not limited to, meeting the following requirements: 

· Initiate, maintain, and document personnel security investigations appropriate to the individual's responsibilities and required access to the system. 

· Immediately report and deny access to any AIS, network, or information if a Contractor employee filling a sensitive position receives an unfavorable adjudication, if information that would result in an unfavorable adjudication becomes available, or if directed to do so by the appropriate Government representative for security reasons. 

· Ensure that all Contractor personnel receive IA training before being granted access to DoD AISs/networks, and/or information. 

The Contractor shall comply with DON CIO MSG DTG 171952Z APR 07 to ensure that all Personally Identifiable Information (PII) is properly safeguarded.  This requirement under the E-Government Act of 2002 mandates that all PII be adequately protected.  In addition, systems processing PII must have completed a Privacy Impact Assessment (PIA) and register that PIA with DON CIO.

5.2.13.2
IA Contractor Training and Certification

Contractor responsibilities for ensuring personnel who are categorized as working within the DoD IA Workforce include, but are not limited to, meeting the following requirements (DFARS 239.7102.3 and PGI 239.7102-3, Information Assurance Contractor Training and Certification): 

· The Contractor shall provide documentation of the current IA certification status of Contractor personnel by category and level to the designated Contracting Officer Representative (COR) for entry into the Defense Eligibility Enrollment Reporting System (DEERS), as required by DoD Manual 8570.01-M, IA Workforce Improvement Program.

5.2.13.3
Electronic Security

Contractor Information Systems (IS)/networks that are involved in the operation of systems shall operate in accordance with controlling laws, regulations, and DoD policy. 

5.2.13.4
Certification and Accreditation (C&A)
The Contractor shall deliver a Certification and Accreditation Plan and associated documentation in accordance with CDRL A00N.

C&A requirements apply to all DoD and Contractor's IS/networks that receive, process, display, store, or transmit DoD information.  The Contractor shall comply with the C&A process for safeguarding information.  Certification is the determination of the appropriate level of protection required for each network.  Certification also includes a comprehensive evaluation of the technical and non-technical security features and countermeasures required for each system/network. 

Accreditation is the formal approval by the Government to operate the Contractor's IS/networks in a particular security mode using a prescribed set of safeguards at an acceptable level of risk.  In addition, accreditation allows IS/networks to operate within the given operational environment with stated interconnections; and with appropriate level of protection for the specified period. 

The Contractor shall comply with C&A requirements, as specified by the Government that meet appropriate DoD IA requirements.  The C&A requirements shall be met before the Contractor's system is authorized to access DoD data or interconnect with any DoD IS/network that receives, processes, stores, displays or transmits DoD data.  The Contractor shall initiate the C&A process by providing the Contracting Officer, within 60 days following contract award, the required documentation necessary to receive an Approval to Operate (ATO).  The Contractor shall make IS/networks available for testing, and initiate the C&A testing four months (120 days) in advance of accessing DoD data or interconnecting with DoD IS/networks.  The Contractor shall ensure the proper Contractor support staff is available to participate in all phases of the C&A process, including, but not limited to:

· Attending and supporting C&A meetings with the Government 

· Supporting/conducting the vulnerability mitigation process 

· Supporting the C&A Team during system security testing 

Contractors must confirm that IS/networks are locked down prior to initiating testing.  Conformation of system lock down shall be agreed upon during the definition of the C&A boundary and be signed and documented as part of the C&A Plan.  Locking down the system means that there shall be no changes made to the configuration of the system (within the C&A boundary) during the C&A process.

Any re-configuration or change in the system during the C&A testing process will require a re-baselining of the system and documentation of system changes. 

Vulnerabilities identified by the Government as "must-fix" issues during the C&A process must be mitigated according to the timeline identified by the Government Representative.  C&A Checklists are provided for complying DoD C&A requirements.  Reference material and C&A tools may be obtained from the Defense Information Systems Agency (DISA) Information Assurance Support Environment (IASE) website at http://iase.disa.mil/index2.html.  Utilities, reference material and configuration guides are provided at this site.

A request for waiver of the C&A requirements may be submitted for temporary testing and other usual circumstances.  The request must be submitted in writing to the Designated Approving Authority (DAA) and must include mitigation strategies to ensure adequate protection measures and security controls are in place (e.g., air gapping a testing network).

5.2.13.5
Information Assurance Vulnerability Management (IAVM)
The Contractor shall implement an IAVM program to comply with the Navy IAVM process and report IAVM/CTO compliance to the Navy’s Tier 2 Computer Network Defense Service Provider (CNDSP), Navy Cyber Defense Operations Command (NCDOC) to provide CND and Network Operations (NetOps) visibility to Navy leadership.  

5.2.13.6
Incident Response Program

Timely detection of and rapid response to suspected or confirmed security incidents are essential in order to identify and contain any breach to IA.  DoD and DoD Contractors share similar risks and face similar threats, and the timely notification of incidents (suspected or confirmed) and sharing of relevant and actionable threat information are essential to assure mutual protection of systems, networks, and data.  Identification of threats is documented in IA Strategies and C&A Plans, updated as threat vectors evolve.  Basic incident response plans are part of the C&A Plans and must encompass all levels of threat, both natural and man-made.

The Contractor shall have sufficient policies, processes, and resources available to support an Incident Response Program (IRP) when development is being done at the Contractor’s facilities.  The IRP shall support capabilities comparable to those identified in relevant DoD and DON policy or other accepted and documented commercial "best practices" (e.g., National Institute of Standards and Technology (NIST) standards or similar).

5.2.13.7
Incident Notification

· The Contractor shall notify the Government within 24 hours in the event of a confirmed security incident, or within 48 hours of a suspected security incident, that impacts or potentially impacts Government systems, networks, or data. 
· The Contractor shall share information regarding any security incident sufficient to:

· identify the cause of the security incident (i.e., attack vector and methodology)

· identify the technical or procedural vulnerabilities that allowed the incident to occur

· identify any unauthorized actions taken with respect to the relevant systems, networks, or data in question
· The Contractor shall act to mitigate vulnerabilities associated with the incident and to ensure that similar incidents do not recur.

5.2.13.8
Wireless Technologies

Wireless technologies include, but are not limited to, Wireless Local Area Networks (WLANs), Wireless Personal Area Networks (WPANs), and Wireless Portable Electronic Devices (PEDs).  While improving productivity and providing greater flexibility for employees, these technologies, if not properly secured, can also introduce significant security vulnerabilities that may jeopardize the confidentiality, integrity, and/or availability of systems, networks, and data.

 Government systems, networks, or data shall NOT be connected to or placed on Contractor systems or networks that utilize wireless technologies, unless the following conditions are met:

· The Contractor shall ensure that all wireless technologies are procured, configured, and maintained in accordance with applicable DoD and DoN wireless policies and configuration guides (e.g., DISA Security Technical Implementation Guides (STIGs)), or with comparable accepted and documented commercial best practices.
· The Contractor shall demonstrate to the Government that Contractor’s wireless technologies are in compliance with the policies and standards referenced above.

5.2.13.9
Disposing of Electronic Media

The Contractor shall comply with DoD standards and procedures and shall use approved products to dispose of unclassified hard drives and other electronic media, as appropriate, in accordance with DoD Memorandum "Disposition of Unclassified Computer Hard Drives," June 4, 2001.  Contractors are further required to follow DoD guidance on sanitization of other internal and external media components in accordance with DODI 8500.2 "Information Assurance (IA) Implementation," 6 Feb 2003 (see PECS-1 in enclosure 4 Attachment 5) and DoD 5220.22-M "Industrial Security Program Operating Manual (NISPOM)," (Chapter 8). 

5.2.13.10
Ports, Protocols, and Services

The Contractor shall comply with all current DoD and DISA standards and requirements for acceptable Ports, Protocols, and Services.  Any request for exception to these requirements must be made through the Government Program Manager.  Management of Ports, Protocols and Services (PPS) is governed by DoDI 8551.1.

5.2.13.11
Public Key Infrastructure (PKI) and Encryption

The Contractor shall comply with DoD standards, policies, and procedures related to the use of PKI certificates and biometrics for positive authentication.  Where interoperable PKI is required for the exchange of unclassified information between DoD and its vendors and contractors, industry partners shall obtain all necessary certificates.  The Contractor must turn over to the Government all encryption keys for deployed systems, backdoor algorithms, and procedures for use in remote support.  The Contractor must provide a written report detailing all of the above prior to task order expiration, regardless of modifications or extensions. 

5.2.13.12
Information Systems (IS)/Networks Physical Security

The Contractor shall employ physical security safeguards for IS/Networks involved in processing or storage of Government Data to prevent the unauthorized access, disclosure, modification, destruction, use, etc., and to otherwise protect the confidentiality and ensure use conforms with DoD regulations.  In addition, the Contractor shall allow for and support a Physical Security Audit (PSA) of the Contractor's internal information management infrastructure, performed by the Government to ensure compliance with all DoD Information Assurance requirements.  The Contractor shall correct any deficiencies of the Contractor's physical security posture identified by the Government. 

5.2.13.13
Non-Classified but Sensitive Internet Protocol Router Network 


(NIPRNET)/Secret Internet Protocol Router Network (SIPRNET) 
Connection Criteria Policy Adherence

The Contractor shall comply with DISN Connection policy (CJCSI 6211.02B) for any connections to NIPRNET and SIPRNET.

5.2.14

Department of Defense (DoD) Registries
The Contractor shall ensure all software products proposed for use are registered in Department of the Navy applications and Database Management System (DADMS) and allowed for use on Navy Production networks.  Services and data shall be registered in DoD discovery and metadata registries as appropriate.

5.2.15

GIG Compliance

The Global Information Grid (GIG) is the organizing and transforming construct for managing information technology (IT) throughout the Department.  GIG policy, governance procedures, and supporting architectures are the basis for developing and evolving IT capabilities, IT capital planning and funding strategies, and management of legacy (existing) IT services and systems in the DOD.  The Contractor shall ensure the solution developed is in compliance with all DoD/DoN GIG requirements.

5.2.16

Privacy Act

R&A systems will be systems of record as defined by the Privacy Act of 1974, 5 U.S.C. § 552a.  Accordingly, the Contractor shall comply with all responsibilities and restrictions in the Privacy Act and the Department of Defense and Navy’s implementing regulations and policy issuances.  Additional information can be found in Section I (FAR clauses 52.224-1 and 52.224-2), DOD Directive 5400.11 and SECNAVINST 5211.5E.
APPENDIX A:  ACRONYMS
A.1 - Standard Template ACRONYMS 

ACOR


Alternate Contracting Officer's Representative

CCE


Contracting Center of Excellence 

CDRL


Contract Data Requirements List

CFR


Code of Federal Regulations

CM


Configuration Management

CONUS

Continental United States (excludes Alaska and Hawaii)

COR


Contracting Officer Representative

COTR


Contracting Officer's Technical Representative

COTS


Commercial Off the Shelf

CWBS


Contract Work Breakdown Structure
DD250


Department of Defense Form 250 (Receiving Report)

DD254


Department of Defense Contract Security Requirement List
DFARS

Defense Federal Acquisition Regulation Supplement

DMDC

Defense Manpower Data Center

DOD


Department of Defense

ECP


Engineering Change Proposal

FAR


Federal Acquisition Regulation 


FRD


Functional Requirements Document

GFI


Government Furnished Information

GFP


Government Furnished Property

GWBS


Government Work Breakdown Structure

IPR


In-Process Reviews

IPT


Integrated Product Team

IT


Information Technology

KO


Contracting Officer 

OCI


Organizational Conflict of Interest

OCONUS

Outside Continental United States (includes Alaska and Hawaii)

ODC 


Other Direct Costs 

PAC


Post Award Conference

PIPO


Phase In/Phase Out

POC


Point of Contact

PWS


Performance Work Statement

QA


Quality Assurance

QAP


Quality Assurance Program

QASP


Quality Assurance Surveillance Plan

QC


Quality Control

QCP


Quality Control Program

SME


Subject Matter Experts

TE


Technical Exhibit
WBS


Work Breakdown Structure
WIPT


Working Integrated Product Team
A.2 - 
Unique ACRONYMS 
AAP 


Abbreviated Acquisition Program 

ADS 


Authoritative Data Source 

AFT 


Application Functional Testing 

AIC 


Application Independent Capability

AQD 


Additional Qualification Designation 

ASIT 


Application System Integration Testing 

ATIS


Advanced Technical Information Support System

ATO 


Approval to Operate 

ATRR 


Application Test Readiness Review 

C&A


Certification & Assurance

CAC 


Common Access Card 

CDR 


Critical Design Review 

CDRL 


Contract Data Requirements List

CI


Configuration Item

CIO


Chief Information Officer

CNO 


Chief of Naval Operations 

COA


Course of Action

COOP 


Continuity of Operations 

COTS


Commercial Off The Shelf

CPARS

Contractor Performance Assessment Reporting System

CR


Change Request

CRM


Customer Relationship Management

CS  


Computer Software 
CSCI


Computer Software Configuration item

CSD


Computer Software Documentation
DBDD


Database Design Descriptions

DDMS


DOD Discovery Metadata Specification

DIACAP 

DOD Information Assurance Certification and Accreditation Process 

DISA


Defense Information System Agency

DODAF

DOD Architecture Framework
DON 


Department of Navy 

DRRS-N

Defense Readiness Reporting System‐Navy
DT 


Developmental Testing 

DTD


Document Type Definitions

EDC 


Enterprise Data Center 

EVM


Earned Value Management

FAM


Fleet Advisory Messages

FP


Function Points

FYDP 


Future Years Defense Plan 

GAT 


Government Acceptance Testing

GOTS 


Government Off The Shelf

HSI


Human System Interface

IAVA 


Information Assurance Vulnerability Alerts  

IAVM 


Information Assurance Vulnerability Management  

IAW


In accordance with

IAWF 


Information Assurance Work Force 

ICC 


International Common Criteria 

ICD


Interface Control Document

IDD


Interface Design Description

IETM


Interactive Electronic Technical Manual

ILS 


Integrated Logistics Support

IMP  


Integrated Management Plan
IMS


Integrated Master Schedule

INFOCON  

Information Control 

IPR 


In-Process Review

IRS


Interface Requirements Specification

JITC 


Joint Interoperability Test Command 
JTA


Job Task Analysis

JTR 


Joint Travel Regulation 

KSAs 


Competencies, Knowledge, Skills, Abilities, and other characteristics 

LAN 


Local Area Network

LMI


Logistics Management Information

MAC


Mission Assurance Category

MedWaivers

Medical Waivers

MEPCOM

Military Entrance Processing Command

MEPSTrack

Military Entrance Processing System Tracking

MFT 


Mission, Functions, and Tasks 

MILITAPS

Military Incentive Tracking Accounting & Payment System

MPTE 


Manpower Personnel Training and Education 

MSU 


Mandatory Security Updates

NASIS


Navy Accession Security Information System

NCR 


National Capital Region

NEC 


Naval Enlisted Classification 

NIAPS 

Navy Information/ Application Product Suite 

NIPRNET 

Non-classified but Sensitive Internet Protocol Router Network

NMCI


Navy Marine Corps Intranet

NOBC 

Navy Officer Billet Codes 

NRC


Navy Recruiting Command

OA 


Operational Availability 

ODS 


Operational Data Stores

OPM


Office of Personnel Management

OSA


Open System Architecture

PCA


Physical Configuration Audits

PD


Project Director 

PDR 


Preliminary Design Review

PII 


Personally Identifiable Information 

PITS 


Performance Integration Test Suite 

PKI 


Public key infrastructure 

POE 


Projected Operational Environment 

PROD 


Production 

PQS 


Personnel Qualification Standards

PRIDE


Personalized Recruiting for Immediate & Delayed Enlistment 

PRR 


Production Readiness Review 

PSR


Personnel Status Report

R&A


Recruiting & Accessions

RAIT


Recruiting & Accessions Information Technology

ROC 


Required Operational Capability 

SCA


Secured Context Accelerator

SDD


Software Design Description

SDP


Software Development Plan

SFR 


System Functional Review 

SIPR 


Secret Internet Protocol Router

SIPRNET 

Secret Internet Protocol Router Network 

SLOC


Software Lines of Code

SMM


Software Maintenance Manual

SOA


Service-Oriented Architecture
SPAWARINST 
SPAWAR Instruction

SPR


Software Problem Reports

SRR


System Requirements Review

SRS 


System Requirements Specification
SDD


Software Design Description

SSDD


System/Subsystem Design Document

SSL 


Secure Sockets Layer

SSS


System/Subsystem Specification

STE 


Schoolhouse Training Environment 

STIG 


Security Technical Instructional Guidelines  

STIGS 

Security Technical Implementation Guides  

STP


Software Test Plan

STR


Software Trouble Reports
STrP


Software Transition Plan 

TD


Technical Data
TEP


Technical Event Process
TOC


Total Ownership Cost

TRR 


Test Readiness Review 
TMCR


Technical Manual Contract Requirement
UAT


User Acceptance Testing
XML 


Extensible Markup Language
WebSTEAM

Web Strategic Territory Evaluation and Analysis for Management 

APPENDIX B:  DATA DELIVERABLES

ENGINEERING DATA

	Data Item Number
	Description
	Data Item Description (DID)
	PWS Paragraph

	A001
	Software Development Plan (SDP)– Software Engineering Development Methodology and Approach
	DI-IPSC-81427A
	5.2.1

	A002
	Software Test Plan (STP)
	DI-IPSC-81438A
	5.2.2.1

	A003
	Software Test Report (STR)
	DI-IPSC-81440A
	5.2.2.1

	A004
	Software Version Description (SVD)
	DI-IPSC-81442A
	5.2.2.1, 5.2.6

	A005
	System/Subsystem Specification (SSS)
	DI-IPSC-81431A
	5.2.2.1, 5.2.8.2.2

	A006
	Software Design Description (SDD)
	DI-IPSC-81435A
	5.2.2.1

	A007
	System/Subsystem Design Document (SSDD)
	DI-IPSC-81432A
	5.2.2.1, 5.2.8.2.3

	A008
	Software Requirements Specification (SRS)
	DI-IPSC-81433A
	5.2.2.1

	A009
	Computer Software Product End Items
	DI-MCCR-80700
	5.2.3, 5.2.6

	A00A
	Technical Report-Study/Services – IT System Business Rules Documentation Delivery
	DI-MISC-80508B
	5.2.3.1

	A00B
	Engineering Change Proposal – Configuration Control/Engineering Change Proposals
	 FORMTEXT 
DI-CMAN-80639C
	5.2.4.4, 5.2.6, 5.2.4.5

	A00C
	Configuration Status Accounting Information – Configuration Management Records/Reports
	DI-CMAN-81253A
	5.2.4.5

	A00D
	Contractor’s Configuration Management Plan - Configuration Verification and Auditing
	DI-CMAN-80858B
	5.2.4.6

	A00E
	Software Transition Plan (STrP) – Transition From Existing Systems
	DI-IPSC-81429A
	5.2.8.1

	A00F
	Interface Control Document (ICD) – Interface Control Document (ICD) Development
	DI-CMAN-81248A
	5.2.8.2.1

	A00G
	Interface Requirement Specification (IRS) – Interface Requirement Specification Development
	DI-IPSC-81434
	5.2.2.1, 5.2.8.2.2

	A00H
	Interface Design Description – Interface Design Description Development (IDD)
	DI-IPSC-81436
	5.2.2.1, 5.2.8.2.3

	A00J
	DoD Architecture Framework (DODAF) Documentation
	DI-MGMT-81644A
	5.2.2.1, 5.2.8.3

	A00K
	Human Engineering – Human Systems Integration Plan
	MIL-STD-1472G
	5.2.9

	A00L
	Systems Engineering Management Plan
	DI-SESS-81785
	5.2.2

	A00M
	Technical and Management Work Plan – Transition from Existing Systems
	DI-MGMT-81117
	5.2.8.1

	A00N
	Certification & Accreditation (C&A) Documentation
	DI-ADMN-80239
	5.2.13.4

	A00P
	Contractual Baseline Report – Baseline Management
	DI-SESS-81856
	5.2.4.1


ADMINISTRATIVE DATA

	Data Item  Number
	Description
	Data Item Description (DID)
	PWS Paragraph

	B001
	Contractor’s Progress, Status, and Management Report - Contractor’s Progress, Status, and Management Report Preparation
	DI-MGMT-80227
	5.1.1.1, 5.1.4, 5.1.6, 5.1.7, 5.1.8

	B002
	Contract Performance Report – Earned Value Management Reporting
	DI-MGMT-81466A
	5.1.1.1, 5.1.1.2

	B003
	Conference Agenda – Meeting Agendas Preparation
	DI-ADMN-81249A
	5.1.1.3, 5.2.6

	B004
	Report, Record of Meeting/Minutes – Meeting Attendance and Documentation
	DI-ADMN-81505
	5.1.1.4

	B005
	Management Plan – Management Plan Development and Maintenance
	DI-MGMT-80004A
	5.1.2, 5.2.5.3

	B006
	Integrated Master Schedule – Integrated Master Schedule Development and Maintenance
	DI-MGMT-81650, PMW 240 Project Plan User Guide
	5.1.3, 5.1.4,5.2.6, 5.2.2.1, 5.2.5.1

	B007
	Contract Work Breakdown Structure (CWBS) – Work Breakdown Structure Development and Maintenance
	DI-MGMT-81334D
	5.1.1.1, 5.1.1.2, 5.1.4

	B008
	Plan of Action Milestone (POAM) – POAM Development and Maintenance
	PMW 240 Project Plan User Guide
	5.1.3.1

	B009
	Contractor’s Progress, Status, and Management Report - CPARS Draft Approval Document (CDAD) Report
	DI-MGMT-80227
	5.1.1.5

	B00A
	Contractor’s Configuration Management Plan – Configuration Management (CM) Plan
	DI-CMAN-80858B
	5.1.2.3

	B00B
	Contractor’s Risk Management Plan – Risk Management Plan
	DI-MGMT-81808
	5.1.2.1

	B00C
	Quality Assurance Program Plan – Quality Management Plan
	DI-QCIC-81794
	5.1.2.2


LOGISTICS DATA

	Data Item  Number
	Description
	Data Item Description (DID)
	PWS Paragraph

	D001
	Reliability Centered Maintenance (RCM) Failure Modes, and Effects Analysis (FMEA) Report - Reliability, Availability, and Maintainability Program Plan
	DI-SESS-80980A
	5.2.5.1

	D002
	Logistics Management Information (LMI) Summaries
	DI-ALSS-81530
	5.2.5.1

	D003
	Software Center Operator Manual - System Documentation
	D1-IPSC-81444
	5.2.5.3

	D004
	IETM Technical Manual Content Plan - IETM Book Plan, Validation/Verification Plan
	DI-TMSS-81814
	5.2.5.4

	D005
	Validation Report - IETM Validation/Verification Report
	DI-CMAN-80792
	5.2.5.4


PUBLICATIONS MANUALS

	Data Item  Number
	Description
	Data Item Description (DID)
	PWS Paragraph

	E001
	Evaluation of Commercial Off-The-Shelf (COTS) Manuals and Preparation of Supplemental Data – Commercial Off-The-Shelf (COTS) Manuals and Supplemental Data Delivery
	MIL-PRF-32216A 
	5.2.3.2

	E002
	Interactive Electronic Technical Manuals – General Content, Style, Format, and User Interaction Requirements - Interactive Electronic Technical Manuals (Technical Manuals For System-Level Software, COTS/GOTS, and Newly Developed Equipment)
	MIL-DTL-87268C
	5.2.5.4


TRAINING DATA

	Data Item  Number
	Description
	Data Item Description (DID)
	PWS Paragraph

	F001
	Instructional Performance Requirements Document (IPRD) – Training Analysis
	DI-SESS-81518B
	5.2.5.6.1

	F002
	Instructional Media Package (IMP) – Training Product Generation
	DI-SESS-81526B
	5.2.5.6.2

	F003
	Training Conduct Support Document – Training Support Package Development
	DI-SESS-81523B
	5.2.5.6.3



