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1 SCOPE

The purpose of this Statement of Work (SOW) is to outline the requirements for the Common Computing Environment (CCE) portion of the Consolidated Afloat Networks and Enterprise Services (CANES) program on behalf of the Program Executive Office for Command, Control, Communications, Computer, and Intelligence (PEO C4I), Program Manager for Tactical Networks, Program Management Warfare (PMW 160). 
The primary goals of the CANES program are to: 1) Build a secure afloat network required for Naval and Joint operations; 2) Consolidate and reduce the number of afloat networks through the use of mature cross domain technologies and common computing environment infrastructure; 3) Reduce the infrastructure footprint and associated costs for hardware afloat;  4) Provide increased reliability, application hosting, and other capabilities to meet current and projected warfighter requirements; and 5) Federate Net-Centric Enterprise Services (NCES) Service Oriented Architecture (SOA) Core Services to the tactical edge to support overall Department of Defense (DoD) Command, Control, Communications, Computers, Intelligence, Surveillance, and Reconnaissance (C4ISR) applications migration to a SOA environment.
The CANES program will enable increased efficiencies through integration of existing legacy and standalone afloat C4ISR networks by providing an adaptable, responsive, IT platform to meet rapidly changing warfighting requirements. 

1.1 CANES background

PMW 160 currently provides afloat and subsurface shipboard tactical networks through multiple programs with various security classifications.  PMW 160 is seeking an integrated approach for afloat and subsurface shipboard networks to minimize equipment and maintenance through network consolidation.

 In accordance with the Undersecretary of Defense for Acquisition, Technology, and Logistics (USD AT&L) and Assistant Secretary of Defense for Networks and Information Integration (ASD NII) Acquisition Overarching Integrated Process Team (OIPT) direction, and under the authority of Section 2430a, Chapter 144, title 10 U.S.C, CANES will consist of two sub-programs: 1) Common Computing Environment (CCE)/Cross Domain Solutions (CDS) technologies, and 2) Afloat Core Services (ACS).  This effort does not include the ACS development and separates it from the CCE core network in order to mitigate overall acquisition risk. 

The CANES Program Management Office (PMO) will employ a multiple-phase, multiple-award down-select contract strategy for the CCE effort to refine system design, reduce program risks, and maintain competition throughout the acquisition.  The Government will competitively award two System Development and Demonstration (SDD) contracts for the delivery of all hardware and associated operating systems and other commercial software needed to deliver a functional network through a 14-month system development effort. Following this system development effort, the Government will conduct a down-select to choose the best value CCE solution to continue into options for the Low Rate Initial Production (LRIP) Phase and a one-year Full Rate Production (FRP) Phase.
1.2 SOW organization

The SOW is organized in accordance with Table 1.  The contract is broken into three phases: an SDD Phase, an optional LRIP Phase, and an optional FRP Phase.  Section 3 contains requirements for the three contract phases.
Table 1 - SOW Organization

	Section 2 
	List of applicable Government and commercial standards and guidance relevant to the SOW requirements.  The contractor shall incorporate these Government and commercial standards into its approaches, methods, and plans for CANES acquisition as they are applicable and as directed.

	Section 3
	Requirements 

	3.1
3.2

3.3

3.4

3.5

3.6

3.7
	SDD Phase – Program Management
SDD Phase – Systems Engineering

LRIP Phase – First Article Delivery
LRIP Phase – Production
LRIP Phase – Engineering Support Services
FRP Phase – Production

FRP Phase – Engineering Support Services

	Section 4
	CANES Security Level 


CANES will be designed in the three phases using the platform sets identified in section 1.3. 
The SDD Phase shall include the following:

1. Revision to the existing Government functional baseline

2. Creation of the allocated baseline for Platform Sets 1 through 3 4
3. Creation of the design baseline for Platform Sets 1 and 2

4. Limited environmental testing of Platform Sets 1 and 2
5. Creation of Platform Set 1 Initial Product Baseline (IPBL)  
The LRIP Phase shall include the following:

1. Creation of the design baseline for Platform Sets 3 and 4

2. Creation of initial and final product baselines for Platform Sets 1 through 4

3. Full environmental testing of Platform Sets 1 through 4

4. Manufacturing of all Platform Set production baselines
5. The FRP Phase is a continuation of manufacturing of the production baselines for all Platform Sets.
1.3 APPLICABLE PLATFORMS

Applicable platforms for CANES are broken into Platform Sets as follows.
Platform Set 1

· DDG – Guided Missile Destroyer
· NOC – Network Operations Center
· The NOC is part of Platform Set 1, because in order to test the requirements of the DDG platform, a shore component such as the NOC could be utilized to support verification of the DDG requirements during CSIT.  The NOC is not a delivered platform with testable requirements; rather, it is equipment that simulates a NOC platform during CSIT to verify DDG requirements.  If derived requirements occur at the shore component, the offeror shall provide the hardware and software as part of the facilities, services, materials, equipment, and personnel required to conduct CSIT.

Platform Set 2

· CG – Guided Missile Cruiser
· CVN – Carrier Vessel Nuclear (Multi-Purpose Nuclear Aircraft)
· LCC – Landing Ship Control (Amphibious Command Ship)
· LHA – Landing Helicopter, Amphibious (General Purpose Amphibious Assault Ship)
· LHD/LHA-7 – Landing Helicopter Dock (Multi-purpose Amphibious Assault Ship)
· LSD – Landing Ship, Dock
· MOC – Maritime Operations Center
· TTE – Technical Training Equipment

Platform Set 3

· BCA – Broadcast Control Authority
· SSBN – Submersible Ship Ballistic Missile Nuclear
· SSGN – Submersible Ship Guided Missile Nuclear
· SSN 21 – Submersible Ship Nuclear (Nuclear-Powered Seawolf Class)

· SSN 688 – Submersible Ship Nuclear (Nuclear-Powered Los Angeles Class)

· SSN 774 – Submersible Ship Nuclear (Nuclear-Powered Virginia Class)
· SUBOPAUTH - Submarine Operating Authority

Platform Set 4
· AS – Submarine Tender
· JHSV – Joint High Speed Vessel
· LCS – Littoral Combat Ship
· LPD – Amphibious Transport Dock
· LPD-17 – Amphibious Transport Dock
2 APPLICABLE DOCUMENTS

Documents referenced herein are listed in Table 2.  The contractor shall incorporate these Government and commercial standards and specifications into its approaches, methods, and plans for CANES acquisition as applicable and as directed by this SOW.
Table 2 - Applicable Reference Documents
	SOW Section Reference
	CATEGORY
	Reference ID
	Reference Name

	3.1.3, 3.3.1.2
	DoD Specifications
	DoD IMS GUIDE
	DoD Integrated Master Plan and Integrated Master Schedule Preparation and Use Guide Version 9 (October 21, 2005) http://www.acq.osd.mil/sse/docs/IMP_IMS_Guide_v9.pdf

	3.2.1.8, 3.3.1.9
	DoD Specifications
	MIL-DTL-31000
	Detail Specification, Technical Data Packages http://contracting.tacom.army.mil/research/omnibus/ MIL_DTL_31000C.PDF

	3.2.5.7
	DoD Specifications
	MIL-PRF-29612B
	Training Data Products   http://assist.daps.dla.mil/quicksearch/basic_profile.cfm?ident_number=122906

	3.3.3.1.4
	DoD Specifications
	MIL-DTL-18307H
	DoD Index of Specifications and Standards  http://dodssp.daps.dla.mil/dodiss/15may_06.pdf

	3.5.1.4.2, 3.7.1.5.2
	DoD Specifications
	NAVSEA 9090-310
	NAVSEA Technical Specification 9090-310
http://www.fmp.navy.mil/FMPACTIVE/BusinessPolicy/FMPDocuments/FMP_Manual/Volume2/vol2_ts9090310d.pdf

	3.2.5.3
	DoD Standards
	MIL-STD-1472F
	DoD Design Criteria Standard, Human Engineering http://www.safetycenter.navy.mil/instructions/ osh/MILSTD1472F.pdf

	3.2.5.2.2
	DoD Standards
	MIL-STD-882D
	DoD Standard Practice For System Safety   http://www.safetycenter.navy.mil/instructions/osh/milstd882d.pdf

	3.3.3.1.9
	DoD Standards
	MIL-STD-130N
	Identification Marking of U.S. Military Property   http://www.uidsolutions.com/c/cnt/down/MIL-STD-130N-20080111.pdf

	3.3.3.1.12
	DoD Standards
	MIL-P-24534A
	Planned Maintenance System: Development of Maintenance Requirements Cards, Maintenance Index Pages, and Associated Documentation  https://acc.dau.mil/CommunityBrowser.aspx?id=151908

	3.3.3.1.15
	DoD Standards
	MIL-STD-129P
	Military Marking for Shipment and Storage  http://assist.daps.dla.mil/quicksearch/basic_profile.cfm?ident_number=35520

	3.3.3.1.15
	DoD Standards
	MIL-STD-2073
	DoD Standard for Military Packaging              https://www-tdps.tacom.army.mil/phst/SPI/05/69/67.pdf

	3.3.3.1.4
	DoD Standards
	MIL-STD-196E
	DoD Standards Practice, Joint Electronics Type Designation System                            http://ed-thelen.org/MIL-STD-196E.pdf

	3.3.3.1.4
	DoD Standards
	MIL-P-15024/5
	Plate Identification                                     http://www.tpub.com/content/MIL-SPEC/MIL-P/MIL-P-15024-5/

	3.2.3
	DoD Standards
	SPAWARINST 4720.5
	Installation Requirements

Drawing (IRD) Standard Version 1.5

18 November 2008

	3.1.10, 3.3.1.8
	Government Instruction
	DODI 8510.01
	DoD Information Assurance Certification and Accreditation Process (DIACAP) http://www.js.pentagon.mil/whs/directives/corres/pdf/851001p.pdf

	3.2.5.7
	Government Instruction
	DODI 1322.20
	Development and Management of Interactive Courseware (ICW) for Military Training http://www.dtic.mil/whs/directives/corres/pdf/132220p.pdf

	3.2.5.7.5
	Government Instruction
	DoDI 8570.01M
	Information Assurance Workforce Improvement Program   http://www.dtic.mil/whs/directives/corres/pdf/857001m.pdf

	3.1.7, 3.3.1.5
	Government Instruction
	DI-FNCL-81565, DI-FNCL- 81566, and DI-FNCL- 81567 
	Contractor Cost Data Reporting 
http://dcarc.pae.osd.mil/Policy/csdr/csdr Reporting.aspx

	3.2.5.7, 3.3.3.1.17
	Government Instruction
	DoDI 1322.26
	DoD Sharable Content Objective Reference Model http://adlcommunity.net/file.php/14/DoD_Instruction_132226p.pdf

	3.3.3.1.12
	Government Instruction
	OPNAVINST 4790.4 Vol 1
	Navy Maintenance and Material Management (3M Systems), Planned Maintenance System (PMS)  http://www.navyfitrep.com/inst_files/OPNAVINST_4790.4D_-_3M.pdf

	3.2.5.7.1
	Government Instruction
	OPNAVINST 1500.76A
	Navy Training System Requirements, Acquisitions, and Management  http://doni.daps.dla.mil/Directives/01000%20Military%20Personnel%20Support/01- 00%20Military%20Training%20and%20Education%20Services/1500.76A.pdf

	3.2.5.2.4
	Government Instruction
	OPNAVINST 4520.1
	Demilitarization of Navy Excess Assets  http://www.navystorekeeper.com/4520_1.pdf

	3.3.3.1.5
	Government Instruction
	SPAWARINST 4000.10
	Acquisition Logistics Support Plan, 19 Nov 2007            https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.5.5
	Government Instruction
	SPAWARINST 4160.3B
	Procedures and Responsibilities for Technical Manual Management Operations and Lifecycle Support   https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.1.5, 3.2.1.7
	Government Instruction
	SPAWARINST 5400.3
	SYSTEMS ENGINEERING TECHNICAL REVIEW PROCESS
https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	CDRL A054
	Government Instruction
	SPAWARINST 4720.5
	Policy and Procedures for Development and Life-Cycle Management of Installation Requirements Drawings

https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.1.6.2
	Government Instruction
	NAVSEAINST 9072.1A
	Shock Hardening of Surface Ships

https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.3.3.1
	Government Instruction
	NAVSEA Manual
	NAVSEA Fleet Modernization Management and Operation Manual, SL720/AA/MAN/010/020
http://www.fmp.navy.mil/FMPACTIVE/BusinessPolicy/FMPDocuments/FMP_Manual/FMPManpageinit.htm

	3.2.1.8, 3.3.1.9
	Industry Standards and Guidance
	ASME Y14.24M
	Types and Application of Engineering Drawings

	3.2.2.3.4, 3.3.2.2
	Industry Standards and Guidance
	IEEE/EIA Std. 12207
	Standard for Information Technology –                                         Software Life Cycle Processes                                                                     https://standards.ieee.org

	3.2.5.3
	Industry Standards and Guidance
	ASTM F 1337-91
	American Society for Testing and Materials                (ASTM) F 1337-91    http://www.astm.org/Standards/F1337.htm* for purchase

	3.2.5.3
	Industry Standards and Guidance
	ISO 13407
	Human Centered Design Processes for Integrated Systems  http://www.iso.org/iso/iso_catalogue/catalogue_tc/ catalogue_detail.htm?csnumber=21197* for purchase

	3.2.5.3
	Industry Standards and Guidance
	ISO TR 16982
	Ergonomics of Human-System Interaction -- Usability Methods Supporting Human-Centered Design http://www.iso.org/iso/catalogue_detail?csnumber=31176* for purchase

	3.2.5.7.1
	Other Government documents
	MPT&ECIOSWIT-ILE-GUIDE-3
	Navy Job Analysis Integrated Learning Environment Instructional Content Style Guide  https://www.netc.navy.mil/ILE/contentItems/Navy%20ILE%20 Instructional %20Content%20Style%20 Guide_20070815.pdf

	3.2.5.2.3
	Other Government References
	Title 29, Code of Federal Regulation 1910.1200
	Hazard Communication Standard  http://www.osha.gov/pls/oshaweb/owadisp.show_document?p_table=standards&p_id=10099

	3.2.5.2.3
	Other Government References
	National Aerospace Standard 411
	Hazardous Material Management Program https://acc.dau.mil/getattachment.aspx?id=30320&pname=file&aid=5358

	3.3.3.1.9
	Other Government References
	USD (AT&L)
	Radio Frequency Identification (RFID) Policy for packages containing items shipped to Government facilities. All production equipment is planned for shipment to Government facilities. Memo dated 30 July 2004  http://www.acq.osd.mil/log/rfid/Policy/RFID%20Policy%2007-30-2004.pdf

	3.1.7, 3.3.1.5
	Other Government References 
	DoD 5000.04-M-1
	Cost and Software Data Reporting Manual http://www.dtic.mil/whs/directives/corres/pdf/500004m1p.pdf

	3.2.5.7, 3.2.5.7.1
	Other Government References
	DoD HDBK 29612-2A
	Instructional Systems Development/Systems Approach to Training and Education http://www.au.af.mil/au/awc/awcgate/edref/hbk2.pdf

	3.2.5.3
	Other Government References
	MIL-HDBK-46855A
	DoD Human Engineering Program Process and Procedures http://assist.daps.dla.mil/quicksearch/basic_profile.cfm? ident_number=201925                                                                 * scroll to link at bottom of page for “base document”

	3.3.3.1.2
	Other Government References
	MIL-HNDBK-217F(2)
	Reliability Prediction 
http://www.relex.com/resources/mil/217fn2.pdf

	3.2.5.4
	Other Government References
	MIL-HDBK-502
	Handbook for Acquisition Logistics    https://www.logsa.army.mil/lec/downloads/standards/milhdbk502.pdf

	3.2.5.4
	Other Government References
	MIL-PRF-49506
	Performance Specification Logistics Management Information                        http://www.barringer1.com/mil_files/MIL-PRF-49506.pdf

	3.2.5.7.2 
	Other Government References
	MIL HDBK-1379-2
	Instructional Systems Development/Systems Approach to Training and Education
http://www.atsc.army.mil/itsd/imi/Documents/MilHdbk/HB2_ALL.pdf

	3.1.9, 3.3.1.7
	Other Government References
	SECNAV M-5239.1
	DoN Information Assurance Manual (2005)    http://www.fas.org/irp/doddir/navy/secnavinst/m5239_1.pdf

	3.3.3.1.14
	Other Government References
	Department of Navy, ASN RDA
	Diminishing Manufacturing Sources and Material Shortages Plan (DMSMS) Management Guidance (27 January 2005)   http://acquisition.navy.mil/rda/content/download/4353/19712/version/4/file/DMSMS+Mgmt+Plan+Guidance+Apr+05.pdf

	3.2.5.7.2 
	Other Government References
	NAVEDTRA 130A
	Naval Education and Training, Personnel Performance Profile Based Curriculum Development Manual  http://www.mysdcc.sdccd.edu/NAVEDTRA_130A-1.pdf

	3.1.10, 3.2.1.2.1, 3.3.1.8
	Other Government References
	CNSSI 1253
	Committee on National Security Systems Instruction 1253 Security Control Catalog  http://www.cnss.gov/contact-list.html

	3.1.5, 3.1.6, 3.3.1.3, 3.3.1.4
	Other Government References
	PEO C4I 
	PEO C4I Life Cycle Configuration Control Implementation Manual (LCCMIM)                              https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.3
	Other Government References
	PEO C4I
	System Operational Verification Test (SOVT) Preparation and Execution Guide (SPEG) for Ship, Shore, and Submarine Installations Version 1.2      https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.1.4, 3.1.11, 3.2.1
	Other Government References
	PMW 160
	Master Plan for Systems Engineering (MPSE)  https://navalnetworks.spawar.navy.mil/SendFile.cfm?Directory=\ FtpVirtualDirectory\documents\anfos\&Filename= NNIAES%2DMPSE%2D0100%2D2%2E02% 2Epdf&FileType=PDF&DocDrive=010E

	3.1.4
	Other Government References
	PMW 160
	PMW 160 System Engineering Plan (SEP)      https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.1.5, 3.1.6, 3.3.1.3, 3.3.1.4 
	Other Government References
	PMW 160 
	PMW-160 Configuration and Data Management Plan version 1.0  https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.5.3
	Other Government References 
	PMW 160
	Human Systems Integration Plan (HSIP) https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.5.2.2
	Other Government References
	PMW 160 
	PMW-160 Safety Program Plan                                        For Networks, Information Assurance, and Enterprise Services Program Office - PMW 160, 23 February 2009, Revision 1                      https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.3.3.1.9
	Other Government References
	PMW 160 
	PMW160 Appendix - PEO-SPAWAR Unique Identification (UID) Plan https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.3.3.1.14
	Other Government References 
	PMW 160
	Diminishing Manufacturing Sources and Material Shortages Plan (DMSMS) https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	 3.2.1.2, 3.2.1.2.2, 3.2.1.4, 3.2.1.5, 3.2.1.6.1, 3.2.1.7, 3.2.1.8, 3.2.2.1 
	Other Government References
	PMW 160
	CANES Functional Specification V1.3.1    https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.1.1
	Other Government References
	PMW 160
	CANES Architecture Specification V2.4.1                https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.5.2, 3.2.5.2.3
	Other Government References
	PMW 160
	CANES Programmatic Environmental, Safety, and Health Evaluation (PESHE)                            https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.5.7.1
	Other Government References
	PMW 160
	NJA Spreadsheet                                  https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.4
	Other Government References
	PMW 160
	AN FoS Developers Interface Guide (DIG) V4         (November 2008)   https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.5.4
	Other Government References
	PMW 160
	Manpower Estimate                                https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.5.5
	Other Government References
	PMW 160
	TMCR NDMS 080074-000 (14 May 2008)  https://nserc.navy.mil/peo_c4i/pmw_160/pmw160private/CANES/default.aspx

	3.2.5.7.2
	Other Government References
	ILE SPEC-1B
	Core Competency Qualification Requirement Handbook, Master Training Specialist  https://www.netc.navy.mil/netc/mts.pdf

	3.3.3.1.17
	Other Government References
	 
	Integrated Learning Environment Standards  https://www.netc.navy.mil/ILE/resources/links.aspx


3 REQUIREMENTS
3.1 SDD PHASE – PROGRAM MANAGEMENT
This section contains the program management requirements for the SDD Phase of the CCE contract.
3.1.1 Post Award Conference
The contractor shall attend a Post Award Conference with the Government Program Manager (PM) and his principal CANES team.  The Post Award Conference will be scheduled by the Procurement Contracting Officer (PCO) and held at Headquarters, Space and Naval Warfare Systems Command, 4301 Pacific Highway, San Diego, CA, approximately ten (10) days after contract award.
3.1.2 Program Management 
The contractor shall provide program management to ensure all work conducted within this contract is planned and executed in a manner that will achieve all management, technical, logistical, cost, and schedule objectives.  The contractor shall ensure coordination and integration of all functional areas within each task or project.  The contractor shall establish and perform business management functions to ensure contracting related actions, such as development and submission of proposals, negotiation of proposals, responses to requests for cost estimates and production orders, meet established need dates of the Government.  The contractor shall use the Contracting Officer Representative (COR) as the primary point of contact for all program activities.
 The contractor shall provide the following deliverable:
· A001
Contractor’s Progress, Status, and Management Report

The contractor shall post contract data deliverables (SF-1423s) to PMW 160 CMPro site at https://cmproweb1.spawar.navy.mil or https://cmproweb2.spawar.navy.mil unless otherwise specified on the applicable Contract Data Requirements List (CDRL).  The contractor shall provide electronic-mail (e-mail) notification to the COR and other Government personnel identified on the CDRL Addressee List within twenty-four (24) hours of CDRL delivery.

3.1.2.1 Program Management Reviews
The contractor shall provide program status no later than every sixty (60) days at Program Management Reviews (PMRs).  The contractor shall conduct each PMR with the Government on a mutually agreed upon date and at a mutually agreed upon location.  The contractor shall report on cost, schedule, technical progress, and program risks and mitigations.  

The contractor shall provide the following deliverables:
· A002
Conference Agenda 
· A003
Presentation Materials 

· A004
Report, Record of Meeting / Minutes

3.1.2.2 Integrated Product Teams 
The contractor shall support and participate in approximately seven (7) Government Program Office Integrated Product Teams (IPTs) at the request of the Government.  It is anticipated that the Government IPTs will be held at SPAWAR Headquarters.  The support for Government IPTs shall comprise various disciplines such as Systems Engineering, Logistics, and Test and Evaluation at a minimum.  The contractor shall allow Government participation for contractor held IPTs.
The contractor shall provide the following deliverables:
· A002
Conference Agenda 
· A003
Presentation Materials 

· A004
Report, Record of Meeting / Minutes

3.1.2.3 Technical Interchange Meetings 
The contractor shall conduct approximately ten (10) Technical Interchange Meetings (TIMs) upon request by the Government or the contractor.  It is anticipated the TIMs will be held at the contractor’s facility.  For Government initiated TIMs, the Government will provide the contractor with a list of topics to be discussed at the TIM no later than five (5) working days prior to the requested date.  For contractor initiated TIMs, the contractor shall provide the COR a list of topics to be discussed at the TIM five (5) working days prior to the requested date.  All contractor TIMs shall be limited to clarifying or resolving issues arising from incomplete or conflicting information with respect to the information provided in one of the six (6) configuration baselines as specified in Section 3.2.1.  The contractor shall document each meeting’s significant events, results, and action items.
The contractor shall provide the following deliverables:
· A002
Conference Agenda 
· A003
Presentation Materials 

· A004
Report, Record of Meeting / Minutes

3.1.3 Integrated Master Plan and Integrated Master Schedule

The contractor shall develop an Integrated Master Plan (IMP) and associated Integrated Master Schedule (IMS).  The IMP shall be updated to reflect changes to the ongoing program, in accordance with the IMS at each PMR and at each technical review.  The contractor shall use the DoD Integrated Master Plan and Integrated Master Schedule Preparation and Use Guide Version 9 of 21 October 2005 as guidance for schedule, management plan and process development.  The contractor shall develop, update, and maintain an integrated Risk Management process, Configuration Management process, Documentation Management process, Quality Management process, and Requirements Management process documented as an appendix to the IMP.
The IMS shall contain the planned events and milestones, accomplishments, exit criteria, and activities from contract award to the completion of the SDD Phase.  All contractor schedule information delivered to the Government or presented at program management reviews shall originate from the IMS.  The contractor shall perform schedule analysis of the IMS tasks and report potential or existing problem areas and recommend corrective actions to eliminate or reduce schedule impact.  

The Contractor shall conduct a quarterly Schedule Risk Assessment (SRA).  The government may elect to participate in the SRA process.  The SRA will assess the following paths:

1. Project Critical Path – longest path through entire project

2. Critical Path to next major milestone(s)

3. Near Critical Paths to next major milestone(s)

The contractor shall provide the following deliverables:

· A005
Management Plan (Integrated Master Plan)
· A006
Integrated Master Schedule
3.1.4 Systems Engineering Management Plan

The contractor shall prepare and deliver a Systems Engineering Management Plan (SEMP) in accordance with the PMW 160 Master Plan for Systems Engineering (MPSE) and the CANES Government Systems Engineering Plan (SEP).  The contractor SEMP shall include: analysis to identify support functions and requirements needed to develop, test, operate, and maintain the system; details about how the contractor will organize to accomplish system engineering activities; the problem-solving process to be used; documentation that will be used to support processes; approval channels; integration activities; criteria for transitioning critical technologies; technical performance measures/metrics; and additional information as deemed necessary.  The SEMP shall address the reviews shown below.  The contractor shall conduct formal technical reviews and Engineering Design Review (EDR) events (see SOW section 3.2.1.3).  The contractor shall schedule and conduct these events in accordance with the dates in shown in Table 3.
Table 3 - Technical Reviews
	REVIEWS
	NLT Date (Months After Contract Award)

	EDR 1
	 2.0 MAC

	Preliminary Design Review (PDR)
(SOW section 3.2.1.5)
	 4.0 MAC

	EDR 2
	 5.5 MAC

	Critical Design Review (CDR)

(SOW section 3.2.1.7)
	 7.0 MAC

	EDR 3
	 9.0 MAC

	Test Readiness Review (TRR) 

(SOW section 3.2.2.2)
	10.0 MAC

	Contractor System Integration Test (CSIT) Completion (SOW section 3.2.2.3)
	13.0 MAC


The contractor shall provide and update the following deliverable:

· A007
Systems Engineering Management Plan
3.1.5 Configuration Management

The contractor shall establish and implement a formal Configuration Management (CM) Program in accordance with the PMW 160 Configuration and Data Management Plan (CDMP) and the PEO C4I Life Cycle Configuration Management Implementation Manual (LCCMIM).  The contractor’s CM efforts shall include planning, identification, change control, status accounting, and auditing. 
The contractor shall provide for and implement Configuration Item (CI) identification, control, status accounting, and audits.  The contractor shall provide detailed information on CI identification procedures, processes, and numbering.  

The contractor shall manage changes to baseline documents using the ECR process in the PMW 160 CDMP or by a Request for Deviation as appropriate.  

The contractor shall provide the following deliverables: 
· A008
Enterprise Change Request

· A009
Request for Deviation
3.1.6 Documentation Management

 The contractor shall perform integrated document management throughout the contract life cycle in accordance with the PMW 160 CDMP and the PEO C4I LCCMIM.  The contractor’s documentation management approach shall integrate configuration management and change control procedures with other groups and activities to ensure information available to appropriate program individuals is organized and accurate.  The contractor shall include with all deliverable revisions a summary or red-lined version indicating all changes relevant to the immediately previous version of that deliverable.
The contractor shall provide the following deliverable:

· A010
Master Document List (Document Change Control Matrix)
3.1.7 Cost and Performance Management

The contractor shall systematically collect and report actual costs per the Contractor Cost Data Reporting (CCDR) requirements of DoD 5000.04-M-1.  With the exception of the CCDR reporting requirements, the contractor shall use its existing internal performance management system(s) to plan, schedule, budget, monitor, manage, and report the cost, schedule, and technical status applicable to the contract.  The contractor shall:

1. Accept or propose changes to the government’s Cost Analysis Improvement Group (CAIG) Chair’s approved Contract Cost and Software Data Reporting (CSDR) Plan, DD Form 2794, provided as an attachment to this solicitation.  The contractor is encouraged to propose changes to the CSDR Plan to improve reporting accuracy, consistency, or relevancy.

2. Provide contract cost reporting in accordance with the CAIG Chair’s approved CSDR Plan, or in compliance with the CSDR Plan as revised with contractor proposed changes and approved by the CAIG Chair.

3. Maintain and update the final CWBS and CWBS Dictionary during contract execution.  Changes to the CWBS or associated definitions used for reporting cost and/or performance will require approval of the Government after acceptance of the final CWBS and CWBS Dictionary.

4. Prepare and provide CCDR in accordance with DI-FNCL-81565, DI-FNCL-81566, and DI-FNCL-81567.  

5. Ensure flow down CCDR requirements to any lower tier contractor that will have a contract valued at over $50 million or any contracts valued at between $7 million and $50 million that are designated by the Program Office as being high risk, high value, or high technical interest. 
The contractor shall provide the following deliverables:

· A011
Program Progress Report (Program Cost Report) 

· A012
Contract Funds Status Report 

· A013
Contract Work Breakdown Structure

· A014
Cost Data Summary Report

· A015
Functional Cost-Hour Report

· A016
Progress Curve Report
3.1.8  Integrated Digital Environment

The contractor shall provide an Integrated Digital Environment (IDE) in the form of a collaborative electronic environment capability available for up to twenty (20) PMO personnel, no later than two (2) weeks after contract award.  The IDE shall operate at the unclassified level.  The contractor shall use a web-based environment to allow access to real-time business and technical data.  The contractor shall provide on-line training and support in the use of the IDE.  

3.1.9 Security Management

The Contractor shall provide system security as part of the overall development and deployment effort to ensure that Federal, DoD, and Navy security regulations and policies are met; ensure and maintain the confidentiality, integrity, and availability of CANES service domains, information, data, systems, interfaces, and facilities; and to prevent the fraudulent use or abuse of the same.  The contractor shall ensure the system is in compliance with SECNAV M-5239.1 Department of Navy Information Assurance Manual (2005).
3.1.10 Certification and Accreditation Package

The Contractor shall provide a Certification and Accreditation (C&A) package in accordance with the DoDI 8510.01, DoD Information Assurance Certification and Accreditation Process (DIACAP) for Unclassified through Secret security enclave(s) and a C&A package in accordance with the National of Standards and Technology (NIST) Special Publication (SP) 800-37 for the SCI security enclave.  The C&A packages shall contain all of the information required for the certification of the Information System.  It shall include but not be limited to the System Identification Profile (SIP), the DIACAP Implementation Plan (DIP), the Supporting Certification Documentation, the DIACAP Scorecard, and the IT Security Plan of Actions and Milestones (POA&M).
The Information Assurance Controls (IACs) shall be derived from CNSSI 1253 Security Control Catalog and incorporated into the C&A package.  The C&A package shall show how the controls are implemented and augmented with the controls matrixed in Appendix E of the same instruction.  The contractor shall develop the validation plan and procedures to verify the IAC implementation.  A risk assessment shall be included as part of the certification documentation.
The Contractor shall provide an IAC Review Strategy, as part of the C&A package, to address how annual reviews will be supported and Authorization to Operate (ATO) will be maintained. 
The Contractor shall provide the following deliverable:

· A017 Certification & Accreditation Packages
3.1.11 Technology Insertion Plan
The contractor shall develop a Hardware/Software (HW/SW) Technology Insertion Plan that addresses hardware and software insertion.  The plan shall include software updates every two years that minimize hardware upgrades required and shall address hardware insertion every four years.  The Government will use the plan to update the Production Baseline (PBL).  Additional detail and definition regarding the PBL is available in the referenced PMW 160 MPSE. 
The contractor shall provide the following deliverable:

· A018
Technical Report- Study/Services (HW/SW Technology Insertion Plan)
3.1.12    Downselect Proposal

In accordance with Section H of the contract, the Government will issue a Letter of Instruction for CANES downselect with general requirements for submission of a downselect proposal.  The contractor shall prepare and deliver a downselect proposal in accordance with the terms and dates established by the Government Letter of Instruction for CANES downselect.

3.2 SDD PHASE – SYSTEMS ENGINEERING 
This section contains the systems engineering and logistics requirements for the SDD Phase of the CCE contract.
3.2.1 Configuration Baselines and Reviews
The systems engineering design efforts and configuration control shall be conducted using six (6) types of baseline products: the Engineering Baseline (EBL), the Functional Baseline (FBL), the Allocated Baseline (ABL), the Design Baseline (DBL), the Initial Production Baseline (IPBL), and the Final Production Baseline (FPBL).  The FPBL will not be established during the SDD Phase. Additional detail and definition regarding these baselines are available in the referenced PMW 160 MPSE.  The integrated and interrelated architecture and design models defined in the baselines shall serve as the organizing construct for all technical requirements.  The contractor shall ensure and maintain full traceability between and amongst architecture elements within and across each baseline.  The contractor shall develop, update, and maintain documents associated with these baselines.  The contractor shall manage external and internal interface requirements.  All baselines shall address Information Systems Security Engineering (ISSE).
3.2.1.1 Engineering Baseline

The Architecture Specification (AS) establishes the CANES engineering baseline.  The contractor shall implement changes to the AS and the AS’ Requirements Traceability Matrix (RTM) as necessary to ensure congruence with the FBL. 

The contractor shall update the following deliverable:

· A019
Architecture Specification 
3.2.1.2 Functional Baseline

The Functional Specification (FS) establishes the CANES FBL.  The contractor shall update the FS to include the revised RTM and Functional Architecture Model (FAM) to address all Platform Sets.  
3.2.1.2.1 Requirements Traceability Matrix 

The contractor shall develop, implement, populate, and maintain a requirements traceability database and RTM.  The contractor shall add attributes to the RTM as deemed appropriate.  The contractor shall ensure the RTM defines and records: test preparations, test cases, and test procedures to be used for qualification testing; the traceability between the test cases and the requirements; and the traceability between the test cases and the system requirements.
The contractor shall develop, update, and maintain a Requirements Hierarchy and/or Network (RH/N), within the RTM.  The contractor shall analyze, prepare, deliver, update and maintain requirements as organized in the RH/N.  The FAM (Section 3.2.1.2.2) shall form the basis for the RH/N which shall serve to functionally group (or ‘bin’) all existing and derived requirements at the FBL level.  The primary functional groups (or ‘bins’) identified in the RH/N shall be consistent with the uniquely identified functions and/or groups of functions in the contractor’s FAM.  The RH/N shall be the primary framework by which all technical requirements (functional, performance/non-functional, external and internal interface, etc.) are logically grouped, categorized, and correlated.  The contractor shall add successive levels and categories to the RH/N to logically group requirements according to: (1) the baseline in which the requirement resides, (2) specific CIs and groups thereof, (3) specific products and groups thereof, and (4) any other logical groupings of requirements.  The contractor shall ensure the RH/N to logical grouping clearly identifies security and accreditation requirements in the RTM. 

All requirements and their associated attributes shall also be delivered, updated and maintained in an electronic requirements management database.  The requirements database shall be accessible by the Government via a non-proprietary, commercially available Computer Aided Systems Engineering (CASE) tool that shows the entire contents of the architecture models at each baseline.  Each requirement shall be linked to its associated architecture elements and viewable through the CASE tool.  The RTM shall be traceable to the entire architecture model spanning all baselines.  To facilitate this traceability, the architecture model shall be importable into the SPARX Enterprise Architect tool, version 7.1 or later.  The contractor shall ensure the model output does not rely on any modeling tool customizations or enhancements in order to be clearly understood.
The contractor shall identify any modeling and/or simulation tool(s) used for development and deliver any associated files upon request in a format readable by a non-proprietary tool.
The requirements in the RTM shall include traceability to the applicable information assurance controls in the Office of the Director of National Intelligence Guide for Assessing Security Controls, reference CNSSI 1253A.

3.2.1.2.2 Functional Architecture Model 

The contractor’s FAM shall include fully integrated, interrelated, executable, and traceable descriptions of the following:
1. Functional Behavior Diagrams
2. Functional Structure Diagrams
3. Functional System Hierarchy
4. Uniquely Identified External Functional Interfaces
5. Uniquely Identified Internal Functional Interfaces
6. States And Modes
7. Explorations Of Scenarios In Sequence Diagrams
8. Information And/Or Data Model(S)
9. "Black Box" Descriptions (A device, system, or object when it is viewed in terms of its input, output, and transfer characteristics without any knowledge required of its internal behavior and structure)
10. “White Box” Descriptions (A device, system, or object when it is viewed in terms of its detailed internal behavior and/or its structure)
11. All resulting/related technical requirements (including any new requirements and proposed changes to existing requirements)
12. Any other artifacts that serve to strengthen the validity of the proposed functional architecture (and therefore the CANES functional architecture as a whole)
The contractor shall maintain the FAM in accordance with the Object Management Group (OMG) Unified Modeling Language (UML) version 2.0 or later; or OMG Systems Modeling Language (SysML) version 1.0 or later.  The FAM shall be capable of executing software-based simulations driven by scenarios (i.e., “executable architecture”).  The contractor shall uniquely identify each function (including groups of functions) in the FAM per the FS.  The contractor shall include these uniquely identified function(s) as an attribute to its allocated requirement(s) in the FBL’s RTM.  The FAM shall be derived from the Architecture Description (Use Cases) expressed in the AS.
The contractor shall evaluate and where feasible incorporate Core Services Version 1.0 baseline documentation into the FAM analysis.

3.2.1.2.3 Extended Functional Specification
Updates to the extended FS shall include any modifications to the document necessary to ensure consistency with the FAM.  The contractor shall identify modifications to all functional requirements, additional derived requirements, and all unaffected requirements resulting from the development of the FAM.  At a minimum, the FS requirements shall be logically grouped, categorized, and correlated to the FAM via the contractor RTM.  The contractor shall ensure the FAM output does not rely on any modeling tool customizations or enhancements in order to be clearly understood.

The contractor shall update the following deliverable:

· A020
Functional Specification
3.2.1.3 Engineering Design Review
Engineering Design Reviews (EDR) shall be conducted to provide a means of reviewing upcoming program event products prior to being submitted to the Government for approval.  EDRs may include the presentation of design approaches, design progress, trade-offs to be considered, issues, plans and updated risk assessments.  The contractor shall develop and present a Design Review Package for each EDR, to include as a minimum, the briefing package to be presented, any Requests for Action (RFAs), status and accounting of proprietary and vendor-unique elements, and the applicable tailored review checklist.

The contractor shall conduct EDR 1 on the EBL, and FBL, and initial ABL no later than two (2) months after contract award at the contractor’s facility.  EDR 1 is an initial review of the engineering documents that will be presented at the Preliminary Design Review (PDR).The EDR 1 is considered complete after the adjudication and closure of all critical RFAs within 30 calendar days of the EDR1 event.
The contractor shall provide a Functional Baseline Decision Analysis (FBDA) at EDR 1.  The contractor shall ensure the FBDA documents the contractor technical and non-technical rationale and reasoning on how and why they chose the functions and FAM for the FBL.  The FBDA shall describe each of the following design areas: scalability and modularity; minimization of space, weight, and power (SWAP); minimization of manpower and training; and minimization of system variation.  The system hosting area shall include analysis of Operational Availability (Ao) and Mission Assurance Category Level I (MAC I) to include High Availability and High Integrity. 
The contractor shall conduct EDR 2 on the EBL, FBL, ABL, and initial DBL no later than five and a half (5.5) months after contract award at the contractor facility. EDR 2 is an initial review of the engineering documents that will be presented at the Critical Design Review (CDR). EDR 2 is considered complete after the adjudication and closure of all critical RFAs within 30 calendar days of the EDR 2 event.
The contractor shall conduct EDR 3 no later than nine (9) months after contract award at the contractor facility. EDR 3 is an initial review of the engineering documents that will be presented at the Test Readiness Review (TRR). EDR 3 is considered complete after the adjudication and closure of all critical RFAs within 30 calendar days of the EDR 3 event.The contractor shall provide the following deliverables:

· A002
Conference Agenda
· A004
Report, Record of Meeting / Minutes

· A021
Design Review Package 
· A022
Engineering Analysis / Decision Report 

· A023
Risk Assessment Report 

3.2.1.4 Allocated Baseline 

The ABL is established by Government approval of the hardware, software, and interface system and sub-system specifications.  The contractor shall establish the ABL to include Platform Sets 1 through 3 4.  The contractor shall ensure the ABL establishes the preliminary physical design for the entire CANES system, including any applicable physical designs for specific ships/platforms/classes and/or groups thereof.  The contractor shall ensure the ABL fully allocates each function (and its associated requirements) from the FBL.  The contractor shall ensure all functions have been fully allocated to one or more CIs.  The contractor shall ensure all CIs document the functional, non-functional, and performance characteristics.  The contractor shall include within their ABL the design only requirements and the capacity to scale up to the objective values from the FS.  Each specification shall:

1. Define the functional characteristics allocated from the system or higher level CI. This includes all associated functional and non-functional requirements/characteristics.

2. Establish the requirements traceability and verification required to demonstrate achievement of functional characteristics as allocated to CIs.

3. Delineate necessary interface requirements with other CIs.

4. Establish product design constraints.
The contractor shall define the system parameters that the ACS contractor will use to design and develop the ACS solution via an Afloat Core Services Run-Time Infrastructure (ACS RTI) Software Specification.  There will be interoperability and interdependences between the two efforts which will require the CCE and ACS solutions to be engineered in a synchronized manner.  The ACS contractor and/or the Government will design the ACS solution to be hosted on the CCE as defined within the ACS RTI Software Specification.  The contractor shall be responsible for the integration and verification of the ACS solution being fully operational on the CCE design.
The contractor shall use the FAM to derive and allocate CCE and ACS requirements to the respective CCE and ACS design elements.  The contractor shall ensure the ACS RTI Software Specification contains, at a minimum, requirements as set forth in UID 00342 Core Infrastructure Services Declaration and all associated child requirements of the CANES FS.  The ACS RTI Software Specification is intended to serve as the detailed software item specification for ACS.

The contractor shall evaluate and where feasible incorporate Core Services Version 1.0 baseline documentation into the ACS RTI Software Specification.
The contractor shall create a new RTM that is separate and distinct from the RTM incorporated into the FS to include the ABL requirements.  The new RTM shall show full traceability to the FS RTM.

The contractor shall develop the following deliverables:

· A024
Physical Architecture

· A025
Sub-System Performance Specification

· A026
Software Requirements Specification

· A027
Interface Requirements Specification

· A028
Interface Control Documents 
· A029
ACS RTI Software Specification
· A030
Requirements Traceability Matrix (RTM)

3.2.1.5 Preliminary Design Review
The contractor shall conduct PDR no later than four (4) months after contract award at the contractor’s facility.  The PDR is considered complete after the adjudication and closure of all critical RFAs within 30 calendar days of the PDR event.  The contractor shall be responsible for conducting and successfully completing the PDR in accordance with SPAWAR Instruction 5400.3.  The contractor shall develop and present all presentation materials needed for the PDR.
The contractor shall provide an Allocated Baseline Decision Analysis (ABDA) as part of the PDR.  The contractor shall ensure the ABDA documents the contractor technical and non-technical rationale and reasoning on how and why they chose to allocate functions to physical CIs from the FBL.  The ABDA shall describe all requirements as stipulated in the FS, with emphasis on system hosting; scalability and modularity; minimization of SWAP; system security and the requirements necessary to achieve an ATO; minimization of manpower and training; minimization of system variation; and use of Modular Open Systems Architecture/Open Architecture (MOSA/OA).  The contractor shall establish the ABL upon successful completion of the PDR. 
The contractor shall provide the following deliverables:

· A002
Conference Agenda 
· A004
Report, Record of Meeting / Minutes

· A021
Design Review Package 
· A022
Engineering Analysis / Decision Report
· A023
Risk Assessment Report

3.2.1.6 Design Baseline

The DBL is established by Government approval of the item level specifications.  Each specification shall:

1. Define the physical form, fit, and functional characteristics of CIs and products to the lowest leaves of the CI/product tree.

2. Provide a complete set of requirements designated for product testing.

3. Provide detailed configuration documentation pertaining to the item in an item specific Configuration Item Configuration Document.
4. The design baseline shall address Platform Sets 1 and 2.  Specific design requirements for the Technical Training Equipment (TTE) can be found in Section 3.2.5.7.6.
The contractor shall only provide CIs that support no hardware changes for four years and software updates every two years that minimize hardware upgrades required to support the software updates.

The contractor shall provide the following deliverables:

· A031
Sub-System Design Description

· A032
Software Design Description

· A033
Software Product Specification

· A034
Interface Design Description

· A035
Database Design Description

· A036
Software Version Description

· A037
Configuration Item Configuration Document

· A038
Bill of Materials

3.2.1.6.1 Modeling and Simulation

The contractor shall conduct system capacity and analysis to include predictive modeling and simulation of system resource utilization to ensure the system design will meet combined capacity, timeliness, and assurance requirements.  The contractor shall address computing, network and application resources in the analysis.  The analysis shall be parametric and range from minimum / maximum loads as stated in the FS.  The contractor shall demonstrate system peak capacities. 
The contractor shall conduct environmental qualification analysis to include predictive modeling and simulation to show the inter-relation between shock, vibration, temperature and electromagnetic interference (EMI) and how the environmental requirements as stated in the FS can be met. 

The contractor shall provide the following deliverables:

· A039
Technical Report – Study/Services (Modeling and Simulation Report)

· A040
Technical Report – Study/Services (Environmental Modeling and Simulation Report)

3.2.1.6.2 Systems Testing

The contractor shall create and obtain Naval Sea Systems Command (NAVSEA) approval of the Shock Test Plan in accordance with NAVSEAINST 9072.1A.  The contractor shall create a System Verification Test Document to show how all CIs will be tested prior to Contractor System Integration Test (CSIT). 
The contractor shall provide the following deliverables:

· A041
Test Plan (Shock Test Plan)
· A042
System Verification Test Document

3.2.1.6.3 Crown Jewel Report

The contractor shall perform a threat assessment study based on system design, manufacturing, and operational environment captured in a Secret or Top Secret Crown Jewel Report (CJR).
The contractor shall provide the following deliverable:

· A043
Technical Report – Study Services (Crown Jewel Report)

3.2.1.6.4  Operational Availability (Ao) Analysis 
The contractor shall conduct an analysis of the entire system to assess its operational availability.  The contractor shall document this analysis in an Availability Analysis Report which includes Ao based on CIs.  The contractor shall provide the mathematical calculations and summary that demonstrates how the system will meet the availability and MAC I requirements based on Mean Time Between Failure (MTBF) data from the manufacturer or contractor test data.
The contractor shall provide the following deliverable:

· A044
Technical Report – Study/Services (Operational Availability (Ao) Analysis Report)
3.2.1.7 Critical Design Review
The contractor shall conduct CDR no later than seven (7) months after contract award.  The contractor shall be responsible for conducting and successfully completing the CDR in accordance with SPAWAR Instruction 5400.3.  The CDR shall be considered complete as after the adjudication and closure of all critical RFAs within 30 calendar days of the CDR event.  The contractor shall include the calculations and results from their high risk rack determination for all rack types, as described in Table 4 of Section 3.2.2.1.  The contractor shall provide a Design Baseline Decision Analysis (DBDA) for Platform Sets 1 and 2.  The DBDA shall be provided in the Engineering Analysis / Decision Report.  The DBDA shall address requirements as stipulated in the FS, with an emphasis on system hosting; scalability and modularity; minimization of SWAP; minimization of manpower and training; minimization of system variation; and how all CIs will be maintained through production until FY15.  The contractor shall establish the DBL upon successful completion of the CDR. 
The contractor shall provide the following deliverables:

· A002
Conference Agenda 
· A004
Report, Record of Meeting / Minutes

· A021
Design Review Package
· A022
Engineering Analysis / Decision Report
· A023
Risk Assessment Report

3.2.1.8 Initial Production Baseline

The IPBL is established by Government approval of a Technical Data Package (TDP) and Production Test Plan.  The contractor shall provide and update the TDPs including the enabling products that support the designs for Platform Set 1.  The contractor shall design the IPBL to the threshold requirements of the FS.  The IPBL shall exclude the “design only” requirements as documented in the RTM of the FS.
The contractor shall develop, deliver, and maintain the TDP in accordance with MIL-DTL-31000 for each CCE product baseline.  The TDP shall contain all data, specifications, and information necessary and sufficient for a third party to manufacture and provide life cycle support for CCE configurations developed and qualified under this contract.  Contractor drawings and associated lists shall be developed and structured in accordance with ASME Y14.24M.  Additionally, the TDP shall contain digital photographic images in support of actual assembly procedure events and cable dressing techniques.  The contractor shall incrementally deliver each complete TDP element to the Government’s specified IDE upon completion of that element.  The contractor shall document commercial-off-the-shelf (COTS) and Non Development Items (NDI) to a level of detail needed to support follow-on procurement.
The contractor shall develop, deliver, and update the following deliverables:
· A045

Technical Data Package

· A046
Test Plan (Production Test Plan)
3.2.2 Testing 

The contractor shall provide test plans, procedures, assets, and resources necessary to verify all testable requirements as stated in the RTM.
3.2.2.1 Environmental Verification

The contractor shall conduct limited Environmental Qualification Testing (EQT) for Platform Sets 1 and 2.

The contractor shall develop and environmentally qualify “high risk” shipboard mountable units in accordance with the requirements specified in the FS.  EQT shall be conducted on high risk shipboard mountable units from platform variants of Platform Sets 1 and 2 for secret and mission critical services, excluding end user devices.  High risk units shall be determined by the formula identified in Table 4.  Shipboard mountable units are defined as racked and unracked infrastructure components fastened to the physical infrastructure of the platform. 

Combine the highest risk shown in Table 4 to determine the highest risk mountable units.  In the event of scoring ties, the contractor shall select the heavier shipboard mountable unit.  The contractor shall present the determination to the Government at CDR for approval.

Table 4 - High Risk Shipboard Mountable Units Calculation

	Evaluation Item
	Evaluation Criteria
	Weighting Factor

	Grade A Shock and Vibration with Sway Space Constraint
	
	

	Mechanical Failure
	Rank units according to the total quantity of moving devices, where the highest risk represents the largest quantity.

Consider only the following moving devices that will be used to support system critical services: rotational hard disks, and CPU fans.
	25%

	Sway
	Rank units according to weight, where the highest risk represents the most total weight.
	25%

	Temperature
	Rank units according to BTU output per hour multiplied by one plus the number of internal components where the manufacturers specified operating temperature is less than the threshold operating temperature identified in the FS, such that the highest risk represents the largest result from the above specified equation
	40%

	EMI
	Rank units according to enclosure, if the unit is fully enclosed/shielded by a groundable material then the score for this criteria is 1 and if the unit is not fully enclosed/shielded by a groundable material then the criteria is 0
	10%


The contractor shall perform EQT on the top two high risk mountable units as defined above prior to TRR.  The contractor shall notify the COR in writing no later than 45 calendar days prior to the start of formal testing.
The contractor shall deliver each tested shipboard mountable unit to the Government in an un-refurbished state to a CONUS location to be determined.
The contractor shall provide the following deliverables:

· A047
Test Report (Shock Test Report)

· A047
Test Report (Vibration)

· A047
Test Report (EMI)

· A047
Test Report (Temperature)

· A047
Test Report (Airborne Noise)

· A047
Test Report (Structure Borne Noise)

· A047
Test Report (A/C Power)
3.2.2.2 Test Readiness Review

The contractor shall conduct a Test Readiness Review (TRR) for Platform Set 1 no later than ten (10) months after contract award at the contractor’s facility.  The contractor shall ensure via TRR that all necessary plans, procedures, assets and resources are in place or will be in place, prior to the start of the CSIT.
The contractor shall develop the system level test plan and procedures for CSIT.  The CSIT test plan shall address, at a minimum, all Key Performance Parameters (KPPs) and Key System Attributes (KSAs) as specified in the FS.  The contractor shall include a Verification Cross Reference Matrix (VCRM) in the CSIT Test Plan.  The VCRM shall link each requirement in the contractor’s RTM to test objectives in the CSIT.  The CSIT test procedures shall include the configuration diagram of the system and/or system of systems under test, the steps, objectives, test cases, and space for Government witness verification.  The CSIT procedures shall also contain the Government-provided objectives and procedures for the GFI hosted applications.  
The contractor shall structure their CSIT test plans, test procedures and report within separate sections for those tests required to be verified by the testable DDG and supporting NOC requirements as stipulated in the FS RTM.  The DDG and supporting NOC test procedures shall include steps, objectives, and test cases, as well as space for Government witness verification of each procedure. 
The contractor shall provide a Simulation and Emulation Configuration Document that details the instructions on how to configure, run and maintain all simulators and emulators used during contractor testing.  Simulation shall include any testing tools used to simulate the system under test.

The contractor shall provide Hosted Systems Integration Tools and Procedures.  Integration tools shall include all COTS, Government-off-the-shelf (GOTS) or custom hardware and software used to migrate or automate the integration of a hosted system into the CANES system.  Procedures shall include all documentation on how to configure, run and maintain the integration tools.
The CSIT test plans and procedures shall be approved by the Government prior to test conduct.  Government approval of test plans and procedures signifies that the contractual requirements to deliver the CDRLs have been satisfied.  Government approval of test plans and procedures does not assert or imply that the documents' contents will result in a successful CSIT or result in a favorable CSIT evaluation under the down-select competition.  Performance of, and the associated results of CSIT, are solely the responsibility of the contractor
The contractor shall provide and update the following deliverables:
· A002
Conference Agenda 

· A004
Report, Record of Meeting / Minutes

· A003
Presentation Materials 
· A021
Design Review Package
· A048
Test Plan (CSIT Test Plan)
· A049
Test Procedures (CSIT)
· A050
Simulation and Emulation Configuration Document

· A051
Hosted Systems Integration Tools and Procedures
3.2.2.3 Contractor System Integration Test 

The contractor shall conduct and complete CSIT no later than thirteen (13) months after contract award.  The contractor shall test all requirements shown as verified by test in the RTM.  The contractor shall provide the facilities, services, materials, equipment, and personnel required to conduct CSIT on Platform Set 1.  The contractor shall keep logs to record all events that have occurred during the CSIT.  The contractor shall maintain configuration control of the test units used during CSIT.  The last 30 days of the CSIT shall be used to test the DDG and supporting NOC test objectives.
3.2.2.3.1 CSIT Test Environment

The contractor shall simulate any test data above SECRET/NOFORN to carry out the test procedures for the system during CSIT. 
The contractor shall minimize the amount of hardware, software, and emulations necessary to test the system during CSIT.  However, in order for the Government to conduct integration efforts on CSIT equipment after delivery to Government labs, minimum threshold capability levels shall be provided.  The contractor-provided CSIT test environment shall at a minimum consist of the following equipment and conditions:

1. The following end user devices with quantities as specified in Table 5:

a) CSIT Equipment (Workstation)
b) Internal Wireless Laptops (IW LAP TOP)

c) External Wireless End User Device (EW EUD)

d) Cross Domain Solution Workstation (CDSW)

e) Video Teleconference Conference Room (VTC)

f) Voice End User Devices (VOICE EUD)

g) Personal Digital Assistants (PDAs)

2. One printer per unique printer type per security domain.

3. Commercial grade racks, mounts, connectors, and cables shall be substituted for the equivalent ruggedized components of the ship board rack design if they result in an overall reduction of cost.  Manual modifications to the COTS equipment that could be part of the shipboard ruggedized design (such as board stiffening and internal bracing) are not required and shall be omitted when an overall reduction of cost may be realized.
4. The layout and quantity of equipment and internal cabling interconnect within the racks shall be identical to the layout and quantity of the equipment in the contractor’s shipboard rack designs. 

5. The quantity of Communications Services (CS) equipment shall be sufficient to support execution of CSIT and shall at a minimum include:

a) For each security domain, the entire network backbone infrastructure and two access layer racks 

b) Three unclassified internal wireless access points to validate non-interference and roaming capabilities
c) One of each CS equipment component
6. The CSIT shall host the GFI-provided representative services and applications including integration with required Information Assurance (IA) services and Systems Management.

7. The NOC CSIT equipment shall meet all requirement specifications for NOC as defined in the FBL.

8. Two versions of install procedures and associated media shall be provided: 1) without GFI-provided representative hosted services and applications, and 2) with GFI-provided representative hosted services and applications.
Table 5 - Minimum SDD CSIT End User Device Quantities

	Platform Set 1
	WS
	IW LAP TOP
	EW EUD
	CDSW
	VTC
	VOICE EUD
	PDA

	DDG and NOC
	
	
	
	 
	
	
	

	UNCLAS  
	10
	3
	2
	
	
	
	

	SECRET  
	6
	
	
	5
	
	
	

	SR
	
	
	
	
	
	4
	

	SCI  
	2
	
	
	
	
	
	

	Supporting all security enclaves except SR
	
	
	
	
	1
	
	


Reduction in the number of end user devices in the CSIT shall not be interpreted as specifying a reduction of the associated CANES infrastructure and services exercised by those end user devices.
3.2.2.3.2 Government Test Observation

The Government may witness all of the CSIT execution.  The Government will witness the last 30 days of the CSIT.  Modification to, or redlining of, test procedures is allowable with Government witness signature.  If there is a test event that requires a test to be re-run, the Government test witness will record the circumstances requiring a retest.
The contractor shall provide a CSIT weekly Trouble Report Status and provide a detailed test schedule associated with testing FS Unique Identifiers (UIDs).

The contractor shall provide the following deliverables:

· A052
Test Report (CSIT Weekly Trouble Reports)
· A053
Work Schedule (CSIT Testing Schedule)
3.2.2.3.3  Afloat Core Services (ACS) Integration

The contractor shall integrate and verify the ACS solution and the GFI hosted applications.  The Government will provide the contractor with test data, objectives, and procedures for the GFI hosted applications necessary for carrying out the Government-approved CSIT test procedures.
3.2.2.3.4  CSIT Report
The contractor shall utilize a Hardware and Software Trouble Reporting (HW/SW TR) system to track issues discovered during CSIT.  The HW/SW TR system shall track initial Trouble Report level, resolution of Trouble Report, and final Trouble Report level.  View-only access to the HW/SW TR system by the Government shall be required during the CSIT.  Criticality levels of TR shall be defined in accordance with IEEE/EIA Standard 12207.2-1997.
Any trouble reports generated against the ACS shall be documented in the HW/SW TR system and provided to the Government for action. 
The contractor shall generate a CSIT test report upon completion of CSIT which shall include a listing of the final trouble reports.

The contractor shall provide the following deliverable:

· A047
Test Report (CSIT Test Report)
3.2.2.3.5 CSIT Inspection and Acceptance

The CSIT test equipment configuration, setup and source files shall be documented.  The contractor shall deliver all testing equipment and assets developed under CLIN 0001 to include installation, data migration, application integration and packaging tools after completion of CSIT to a CONUS location to be determined.
3.2.3 Installation Planning 
The contractor shall develop and obtain NAVSEA PEO C4I approval of Installation Requirements Drawings (IRDs) in accordance with MIL-D-23140C SPAWARINST 4720.5 dated 06 February 09.
The contractor shall provide a Ship Check Plan that outlines the installation characteristics of the CANES system to be installed on ships.  This Ship Check Plan shall address how the ship check report will be used by the production facility to configure the CANES system.

The contractor shall develop system and platform System Operational Verification Test (SOVT) Plans in accordance with the SPAWAR Preparation and Execution Guide (SPEG) for Ship, Shore, and Submarine Installations, Version 1.2.  The SOVT shall ensure satisfactory operation, availability, and readiness after installation as defined in the SOVT Plan.  The contractor shall minimize the amount of testing necessary to assure satisfactory system operation. 
The contractor shall provide the following deliverables:

· A054
Technical Report – Study/Services (Installation Requirements Drawings)

· A055
System Level System Operational Verification Test (SOVT) Document

· A056
Platform Level System Operational Verification Test (SOVT) Document 
· A057
Ship Check Plan
3.2.4 Production Planning

The contractor shall perform a producibility analysis of the system in order to show how the system can be produced economically to drawings and specifications.

The contractor shall develop a hardware and software developer’s kit plan/strategy that shall provide the technical level of detail necessary for a hosted system to develop and test their system for use within the CANES environment.  The contractor shall minimize the amount of equipment and cost of the hardware/software developer’s kits.

The contractor shall update the Government-furnished Afloat Networks Family of Systems Developer’s Interface Guide (AN FoS DIG) Version 4.0 to capture the applicable design specifications resulting from the development of the ABL. 

The contractor shall provide the following deliverables:

· A058
Producibility Analysis Report
· A059
Technical Report – Study/Services (Developer’s Kits (HW/SW) Plan/Strategy)

· A060
Developer’s Interface Guide
3.2.5 Logistics 
The contractor shall provide logistics products that document manpower, materials, facilities, fabrication, set-up, test and support requirements.  This effort shall include the facilities, support personnel and equipment required to establish and support the product baseline.  Post product baseline modification of Integrated Logistics Support (ILS) documentation shall be through the ECR process.
3.2.5.1 Reliability, Availability, Maintainability Program 

The contractor shall develop a Reliability, Availability, and Maintainability Program Plan that addresses how the FBL requirements will be achieved.

The contractor shall provide and update the following deliverable:

· A061
Reliability, Availability and Maintainability Program Plan
3.2.5.2 Environmental, Safety, and Occupational Health 
The contractor shall implement a management approach to ensure the system and associated processes are environmentally safe, do not cause health hazards, and comply with all applicable Environmental, Safety, and Occupational Health (ESOH) related Government laws (federal, state, and local).
The contractor shall implement an ESOH Program that integrates ESOH requirements and considerations into the systems engineering and design process, supports the Government ESOH program, and supports the update to the Government Programmatic Environment, Safety, and Occupational Health Evaluation (PESHE).
3.2.5.2.1 Environmental Compliance Assessment and Management

The contractor shall establish and implement an environmental compliance/protection program that reflects the contractor’s intentions for meeting environmental regulatory requirements during the life cycle stages (i.e. development, testing, operation, maintenance, and disposal).  The contractor’s environmental compliance program shall identify the environmental laws and regulations pertaining throughout the life cycle, the risks these laws may pose, and the measures required to comply with these laws and regulations.
As required, the contractor shall describe how Natural and Induced Environmental Compatibility (N&IEC) requirements shall be implemented.  The contractor shall indicate the allocation of N&IEC design requirements to the subsystem or equipment level.  The contractor shall ensure identification and correction of N&IEC problems in the planning process.  The contractor shall be responsible for maintaining N&IEC compliance throughout the duration of this effort.  The contractor shall establish and implement environmental compatibility management planning to assure equipment will be designed and tested for all pertinent environmental conditions to which it will be subjected during its life cycle.  

The contractor shall provide the following deliverable:

· A062
Environmental Compliance Assessment and Management Action Plan Report

3.2.5.2.2  ESOH Program and System Safety
The contractor shall establish and implement an ESOH Program in accordance with the requirements in MIL-STD-882D that identifies and evaluates ESOH hazards, assesses the associated risk and defines risk levels, and establishes a system to manage and recommend mitigation measures to address the risk probability and severity of all hazards throughout the life cycle (including development, test and evaluation, operation, and disposal).  The contractor shall evaluate all design changes for any possible new ESOH hazards.  Health hazards include conditions that create significant risks of death, injury, acute chronic illness, disability, or reduced job performance of personnel who produce, test, operate, maintain, or support the system.

The contractor shall tailor its system safety program to meet the requirements in MIL-STD-882D and address software safety as part of the system safety program and System Safety Program Plan.  The system safety program and System Safety Program Plan shall follow the guidelines of the PMW 160 Safety Program Plan.  The contractor shall develop and maintain an ESOH Hazard Tracking and Reporting database. 

The contractor shall provide and update the following deliverables:

· A063
System Safety Hazard Analysis Report
· A064
System Safety Program Plan
· A065
Safety Assessment Report
3.2.5.2.3 Pollution Prevention and Hazardous Material Management

The contractor shall be responsible for full compliance with Title 29, Code of Federal Regulations 1910.1200, Hazard Communication Standard and National Aerospace Standard (NAS) 411, Hazardous Material Management Program.  The contractor shall ensure all contractor personnel and facilities used in performance of this SOW (including those of subcontractors) satisfy federal, state, and local environmental regulations and statutes.  The contractor shall implement pollution prevention requirements and initiatives, including eliminating and minimizing hazardous materials, to reduce regulatory compliance burdens.  The contractor shall make every attempt to minimize and restrict the use of hazardous materials and toxic or corrosive substances contained within the system as well as required during the manufacture, operation, and maintenance of the system.
The contractor shall assess the hardware, applicable processes, methods, and procedures used in the design, development, inspection, testing, operations, maintenance, and repair to ensure all hazardous materials and hazardous waste have been identified.  The contractor shall ensure all materials and their use fall within prescribed federal, state, and local limits and procedures for usage and disposal. 

The contractor shall evaluate all design changes for hazardous material/waste impacts.  The contractor shall not use any Class I or II Ozone Depleting Substances (ODS) and give special attention to any known or potential heavy metals, any substances or materials posing health or safety hazards, and possible emerging contaminants associated with the system.  The contractor shall provide the Government its pollution prevention and hazardous materials requirements, standards, and initiatives for inclusion into the PESHE.  The contractor shall provide Material Safety Data Sheets (MSDS) for each identified hazardous material.  MSDS shall be completed using OSHA Form 174 and in compliance with 29 CFR 1910.1200.
In the event the contractor identifies any real or potential problem, the contractor shall notify the PCO and COR in writing of the specific concerns and recommended course of action.  An MSDS shall accompany each Hazardous Material Usage List (HMUL) item shipped.  MSDS shall be provided with shipped material.

The contractor shall provide the following deliverable:

· A066
Technical Report – Study/Services (Hazardous Material Usage List with Material Safety Data Sheets)
3.2.5.2.4 Deactivation, Demilitarization and Disposal 

The contractor shall integrate deactivation, declassification, demilitarization and disposal considerations into the systems engineering process such that the system hardware can be disposed in accordance with all legal and regulatory requirements relating to safety, security, and the environment.  Navy Demilitarization instructions are provided in OPNAV 4520.1 Demilitarization of Navy Excess Assets.  Hazardous materials shall be identified in the HMUL and planned for safe disposal at end-of-life.

3.2.5.3 Human Systems Integration
The contractor shall establish a Human Systems Integration (HSI) process implementing the requirements of the PMW 160 HSI Plan tailored to the deliverables identified in this SOW.
The contractor shall establish and conduct a Human Factors Engineering (HFE) effort that conforms to American Society for Testing and Materials (ASTM) F‑1337-91, MIL-STD-1472F, MIL-HDBK-46855A, ISO 13407, and ISO TR 16982.  The contractor shall develop and apply HFE to all areas of human‑machine integration, information flows, System Administrator tasks, maintenance tasks, and installation tasks.  The contractor shall perform the HFE effort concurrently with the design of all elements of the system, both hardware and software, having an interface with the System Maintainer/System Administrator.

The contractor shall develop a Human Engineering Program Plan (HEPP), which describes the contractor’s entire human engineering program, identifies its elements, and explains how the elements will be managed.

The contractor shall provide the following deliverable:

· A067
Human Engineering Program Plan 

3.2.5.4 Integrated Logistics Support  

The contractor shall establish an ILS program to ensure supportability and sustainment of the CANES system.  The contractor shall consider and incorporate supportability design criteria and characteristics into the system design.  The contractor shall designate a Product Support Integrator (PSI) ILS Manager, establish and update a detailed ILS project schedule, and participate in ILS IPT meetings with Government representatives.  The contractor’s ILS program shall develop and deliver the ILS related products and data detailed in the paragraphs below.  The contractor shall incorporate aspects of Performance Based Logistics and performance measurements into the ILS products to ensure the system will meet the operational availability, maintainability, training, and manning requirements established in all baselines.  
The Government has completed a Manpower Estimate Report (MER) that provides a base for information to be included in the Manpower, Personnel and Training (MPT) Summary.  Additional information regarding the MPT Summary can be found in the Government MER.  MIL-HDBK-502 for Acquisition Logistics defines the make-up of each summary by data element.  A Data Element Dictionary is provided in MIL-PRF-49506.  The contractor shall complete the following Core Logistics Analysis Summaries:
1. Maintenance Planning Summary

2. Repair Analysis Summary (Source of Repair Analysis)

3. Supply Support Summary

4. Support and Test Equipment Summary

5. Special Packaging, Handling, Storage, and Transportability (PHS&T) Summary

6. Manpower, Personnel and Training Summary

7. DEMIL and Disposal Summary 

The contractor shall provide the following deliverable:

· A068
Logistics Management Information Summaries (Core Logistics Analysis)
3.2.5.5 Interactive Electronics Technical Manuals
The contractor shall provide a partial system level Interactive Electronics Technical Manual (IETM) with material normally included in an Operation and Maintenance (O&M) Technical Manual and Software User’s Manual utilizing requirements from the knowledge and task elements captured in a Government validated Job Task Analysis (JTA)/ Navy Job Analysis (NJA).  The partial IETM shall only address:

1. Chapter 4 (Operation)

2. Chapter 5 (Functional Description)

3. Chapter 7 (Troubleshooting)

4. Chapter 8 (Recovery and Replacement Procedures)
The partial IETM shall include System Administrative documentation.  The contractor shall prepare the manual for system-level hardware/software, COTS equipment, and newly developed equipment.  Individual COTS manuals may be used to identify specific procedures but each shall be hyperlinked from the system manual.  The contractor shall complete the IETM: Chapter 1 (General Information), Chapter 2 (Safety Precautions), Chapter 3 (Conditions of Readiness), Chapter 6 (Scheduled Maintenance), Chapter 9 (Installation), and Chapter 10 (Parts List) during the LRIP Phase.  The contractor shall provide updates to Chapter 4, Chapter 5, Chapter 7, and Chapter 8 as required. 
The partial IETM shall be at a minimum Class 3 using SPAWAR Instruction (SPAWARINST) 4160.3B as a guide.  The IETM build process shall use the NJA to define and build functional/task requirements of the system.  The contractor shall develop an expanded Technical Manual Organization Plan (TMOP) to include the discussion of the use of S1000D and software applications such as Content (content management), XPP (publishing), and Live Content that support the management and distribution of S1000D documents (all versions through 4.X).  The implementation of the TMOP shall be cost effective and aligned to the current initiative to develop IETMs in compliance with S1000D.  The Government will ensure alignment of IETM style with that utilized in the ACS contract.  The contractor shall define an approach to update manuals in conjunction with technology insertion and how they can be installed/linked separately.  All procedures necessary to operate shall be documented including the overarching capabilities of: Voice, Video, Data Services, and Systems Management.  The manual shall also include inspection procedures and parts breakdown with illustrations.

The contractor shall perform the planning, engineering, and technical efforts to develop IETMs following the Unified Systems Manual Document Management Infrastructure (USM-DMI) Extensible Markup Language (XML) format in accordance with SPAWARINST 4160.3B.  Variant-specific system level O&M IETMs shall be developed in accordance with the governing CDRL, storyboard, schema, and style sheet to reflect approved configurations of the network equipment following down-select.
A governing Technical Manual Contract Requirement (TMCR) number NDMS 080074-000 dated 14 May 2008 shall apply.  The partial IETM shall document organizational level O&M.  Contents shall include:
1. All Allowance Part List (APL) and organizational-level supported hardware:

a) Complete physical description of the device as it is fielded, including its major components, APL supported Line Replaceable Units (LRUs), indicators, controls and connection ports
b) Remove and replace procedures for all APL supported LRUs
2. All device/functional area-specific and system operation software:

a) Backup and restore procedures for all version-specific software, firmware and configuration files and/or settings
b) Procedures defining the routine maintenance, monitoring and administrative actions as defined in the JTA/NJA
Proper notice of safety hazards including weight limits, notice of Electrostatic Discharge Sensitive (ESDS) equipment, and tag-out procedures shall be depicted in the narrative.  

For each configuration, the contractor shall develop and document software user information and the appropriate consolidated operations information that fully supports software load procedures, system initialization, and non-tactical operations.  The contractor shall include information for all system and equipment-oriented instructions necessary to support the O&M aspects of the hardware and software products in the baselines, to include at a minimum: 

1. System software load procedures

2. System initialization procedures

3. All control, indicator, and display formats available to support system, subsystem, and equipment level non-tactical operations

4. All control, indicator, and display formats available to support system, subsystem, and equipment level performance monitoring/fault detection/fault localization and maintenance operations

5. All operator-machine interface controls to support system, subsystem, and equipment level non-tactical operations

Follow-on IETM updates required to address changes in the baselines shall follow the same process.  For updates, the contractor shall only cover the explicit changes as opposed to a complete revision.  The IETMs shall be web-enabled for display on a laptop (CD-ROM, hard drive, or other approved media) and certified to work on the ship’s Advanced Technical Information Support (ATIS) system.  The contractor shall forward an advanced copy of the IETM, on CD-ROM, to the Government for ATIS compatibility testing.
The contractor shall provide the following deliverables: 

· A069
TMOP - Technical Manual Organizational Plan 
· A070
Partial IETM 

· A071
COTS Technical Manuals and Associated Data
3.2.5.6 Maintenance Planning

The contractor shall identify all preventive maintenance and corrective maintenance tasks via CDRL A068.  Preventive maintenance tasks are scheduled tasks intended to prevent failure during system operation.  Corrective maintenance responds to failures that have occurred and restores the system to operational condition.  The contractor shall identify each assembly, subassembly, and component in the top-down breakdown structure.  The contractor shall develop and document maintenance planning as part of the ILS program to establish the maintenance concepts and requirements for the life cycle.  The contractor shall produce a maintenance planning summary to support analysis of personnel and maintenance resource requirements.  The maintenance plan summary shall define the actions necessary to ensure the system or equipment attains the specified operational availability with minimum life cycle support.  No intermediate level maintenance is planned.   

3.2.5.6.1 Organizational and Depot Level Maintenance

The contractor shall determine and document Organizational (O)-level corrective and preventive maintenance requirements to support overall system maintainability and availability thresholds.  Use of Built-In-Test (BIT) and self-reporting diagnostics are encouraged to reduce down time.  Use of original equipment manufacturer (OEM) maintenance services for depot support is encouraged.
3.2.5.7 Manpower, Personnel, and Training
The contractor shall develop all course material, plan pilot training, and design/build TTE using the following Learning and Performance Solution Process. Planning materials (including items 1. through 7. listed below) shall be completed in the SDD Phase via CDRL A068.  The actual completion of course materials, conduct of the Pilot training, procurement of TTE, and set-up of training in Navy Schoolhouses shall be completed as part of the LRIP Phase.  The contractor shall conduct the following tasks:

1. Navy Job Analysis (NJA)
2. NJA Data Repository

3. Performance Solutions Reporting

4. Establish Learning and Performance Objectives

5. Training Test Results

6. Propose Media Analysis Solutions

7. Propose Training Solution

8. Plan Pilot Training (planning effort with build to begin after down-select)

9. Training Test Package Build (planning effort with build to begin after down-select) 

10. Equipment Facility and TTE Planning (System Administrator/Maintainer Training) (planning effort with build to begin after down-select) 

11. Build Training Content and Supporting Materials (planning effort with build to begin after down-select)

12. Install Schoolhouse TTE (System Administrator/Maintainer) (planning effort with build to begin after down-select)

13. Achieve System Administrator/Maintainer (Afloat) Ready for Training (planning effort with build to begin after down-select)  

14. Build Equipment Facility and TTE Plan for Submarine Training in conjunction with Submarine design development and fielding (planning effort with build to begin after down-select)
The contractor shall comply with MIL-PRF-29612, DoD Handbook 29612-2A, DODI 1322.20, and DODI 1322.26 in the development, delivery, management, and maintenance of training requirements for the lifecycle.  The contractor shall include the following guidance, conditions, and standards for Navy training acquisition in services and products:

1. All Interactive Courseware (ICW) programs shall be designed to promote portability, and shall comply with the standard DoD programming protocols and other technical requirements.
2. All acquired or developed learning systems shall conform to the Sharable Content Object Reference Model (SCORM) (current version) to ensure accessibility, durability, reusability, maintainability, and interoperability.
3. A logistic support package and comprehensive documentation for operation and maintenance shall be developed or acquired for all ICW programs.
4. The prototype ICW programs shall be validated in the actual training environment using a sample representative of the target trainee population, including the Naval Reserve components, as applicable.  All discrepancies in the design, including courseware content and associated software shall be corrected, and the system retested and verified before acceptance, distribution, and use.
5. Training shall resemble the conditions of actual operations to the maximum extent possible and use existing operational information networks.
3.2.5.7.1 Navy Job Analysis and Training Objectives

The contractor shall complete an NJA, formerly known as JTA, to serve as the foundation for manning and training products as well as the IETM.  The contractor shall detail job tasks and skill sets required to operate and maintain the systems including related shore functions.  The NJA shall be completed prior to developing learning content and shall be produced for jobs and positions of the Navy enlisted community per below.  

The contractor shall develop the NJA in accordance with the following criteria: 

1. Content shall include the structure (foundation for development) provided by the Networks Administrator NJA modified with system specific features provided by system design.  The NJA spreadsheet template is provided as GFI.
2. Additional guidance for the format, content, and structure of Job Tasks: 

a) Navy Job Analysis Integrated Learning  Environment (ILE) Instructional Content Style Guide (MPT&ECIOSWIT-ILE-GUIDE-3) 

b) DoD Handbook 29612-2A

c) OPNAVINST 1500.76A

3. Job Tasks shall be organized for the job functions of System Administrator and System Maintainer and follow the hierarchy of Job>Duty>Task>Subtask>Procedures>Steps with associated Knowledge, Skills, Abilities, Resources, and Tools. Task Frequency, Difficulty, and Importance shall also be defined at the appropriate task level.

4. Job Tasks shall be traceable back to the originating System Requirements from which the Job Task was derived and stored in the Task Requirements and Performance Solutions Data Repository.

The contractor shall host an NJA Phase I review to validate Job Tasks with Navy Subject Matter Experts (SMEs) at the point the system design has identified HW and SW CIs.  The contractor shall validate the NJA with a Fleet Project Team (FPT).  This review shall be held at the contractor’s facility not later than 30 days after PDR or after the Government has had time to review the Equipment Level Task Analysis, whichever is later. SME coordination will be provided by the Government Assistant Program Manager – Logistics (APM-L) upon request by the contractor.  The contractor shall measure critical and non-critical job tasks performed on an assigned mission, based on the individual and team training standards identified by the Fleet, Training Support Agent, and the Training Agent in accordance with the System Training KSA.  The contractor shall develop a Networks Consolidation Training (NCT) FPT-validated Front End Analysis and fleet validated NJA based on the procedures identified in OPNAVINST 1500.76A and DoD Handbook 29612-2A.  The contractor shall satisfy the relevant percentages of the Systems Training KSA as shown in Table 6.
Table 6 - System Training Ksa
	≥99% of Critical Tasks from the Training Task List (TTL) &

≥80% of Non-Critical Tasks from the TTL

= (Threshold) 

	≥99% of Critical Tasks from the TTL &

≥99% of Non-Critical Tasks from the TTL

= (Objective)


The contractor shall conduct a Phase II NJA in conjunction with CDR.  Each Phase review is to be supported with technical personnel to review specific characteristics of equipment, system design and software.  The contractor shall maintain the NJA and create a database / data environment / electronic repository to maintain and analyze Task Requirements and Performance Solutions Data.  The contractor shall include all job requirements and link requirements to Learning and Performance Objectives, Performance Support Solutions, and course content in the repository.
The contractor shall provide the following deliverable: 

· A072
Technical Report - Study/Services (CANES NJA/DB - Navy Job Analysis for System Maintainer and System Administrator)

3.2.5.7.2 Guide for Learning Objectives

The contractor shall develop Learning and Performance Objectives using the NJA as the foundation and using NAVEDTRA 130A, MIL-HDBK-1379-2 and ILE SPEC-1B as a guide.  Learning and Performance Objectives shall be completed no later than CDR.  The contractor shall host a Learning and Performance Objectives Review to determine the best solutions to implement training based on NJA findings.
The contractor shall provide the following deliverable: 

·  A073
Technical Report - Study/Services (System Administrator/Maintainer Learning Objectives)
3.2.5.7.3 Training Solution Analysis

Following Government acceptance of the Learning and Performance Objectives, the contractor shall perform a Training Solutions Analysis of Alternatives (AoA) and develop a Training Solution Analysis Report that identifies the training methodologies assessed, evaluates the pros and cons of each against the Government accepted learning objectives, and provides recommendations for Government consideration.  The contractor shall recommend options for training solutions for Government consideration, to include: Instructor Led Training (ILT) Class, ILT Training Lab, ILT Mobile Training, ILT On-the-Job-Training, ILT Post-Installation On-Board Training (OBT) following SOVT, Embedded Training, Simulation or Virtual Simulation, Job Performance Aids (JPA), and Coaching/Mentoring.  The contractor shall include additional training options as applicable for Government consideration.  Solutions which would require TTE and facilities will be clearly identified in the report.  Some objectives may be satisfied from other sources, including the IETM.  The Training Solution Analysis Report shall provide a comparative assessment of (1) performance, (2) cost, and (3) fleet acceptance of methodologies evaluated.  The contractor shall specify which objectives will be trained/supported by which proposed methodologies, such as the IETM.  The contractor shall consider embedded training as a potential training option.  Embedded training and distributed learning shall be considered as an option where analysis shows this training is effective in meeting learning objectives.  The contractor shall consider applicable Off-the Shelf embedded training packages with student progress and performance tracking as appropriate. 
The contractor shall provide the following deliverable: 

· A074
Technical Report - Study/Services (Training Solution Analysis Report)  

3.2.5.7.4 Media Analysis and Solution Report
Upon Government acceptance of the proposed solutions in the Training Solution Analysis Report, the contractor shall develop a Media Analysis and Solutions Report that proposes the type of training media that will be used to teach each Learning Objective.  The contractor shall include analysis results of each methodology considered, the pros and cons associated, and comparative assessment of (1) performance, (2) cost, and (3) fleet acceptance.  The report shall include the contractor’s recommended solution set.  Some objectives may be satisfied from other sources including the IETM.  A combination of media types is acceptable.  Two training requirements are identified in the Naval Training Support Plan (NTSP):  (1) Common Core Administrator/Maintainer training that addresses the common elements of all CANES variants, and (2) Variant specific training that only addresses unique aspects of the architecture and functionality for each variant.  The contractor shall structure content in a manner that best supports the approved learning events, subject to final approval by the Government. 

After Government approval of the contractor Training Solution Analysis Report, the contractor shall host a Learning and Performance Solution acceptance meeting to gain Fleet and Learning Center acceptance of the proposed solutions.  The contractor shall support the adjudication of differences in recommended solutions between Fleet, Learning Center, and Program Office representatives and present a revised and final Performance Solution Report. 

The contractor shall provide the following deliverable:

· A075
Technical Report - Study/Services (System Administrator/Maintainer Media Analysis and Course Solutions
3.2.5.7.5 System Familiarization Training
The contractor shall develop and conduct system familiarization factory training in support of Operational Assessment (OA).  The contractor shall include system administrator training and maintainer training functions.  The contractor shall include, at a minimum, 30 hours of instruction and 10 hours of Question and Answer (Q&A) discussions with contractor engineering staff.  The instruction is to provide training for the OA team and Government training personnel.  The contractor shall provide the instruction in a Government lab.  The instruction will assume system administrators are senior in tenure and have a full understanding of networks and network security and are fully trained and certified network administrators and maintainers in accordance with DoD Instruction 8570.01M.  The contractor shall plan for a maximum of ten (10) students.  The contractor shall provide copies of all course material to each student. 
The contractor shall provide the following deliverable:
· A076
Training Conduct Support Document (CANES System Administrator/Maintainer Systems Familiarization Training and all supporting documentation)
3.2.5.7.6 Training Site Engineering
The contractor shall engineer a Government approved TTE design for two Government designated System Administrator/Maintainer Training facilities.  The initial design shall support Platform Sets 1 and 2 configurations but shall be scalable / reconfigurable to support all variants over the contract life cycle.
The System Administrator/Maintainer TTE configuration shall be in accordance with the Government-approved training solution set and support student throughput based on the Fielding Plan.  The contractor shall support a classroom capacity of twelve (12) students for TTE training.  The contractor shall develop an Installation Design Plan (IDP) with drawings for the designed TTE.  There is currently no requirement to make the TTE perform in an operational environment, i.e. the TTE will not provide operational connectivity to NIPRNET, SIPRNET, JWICS or any operational military or commercial network.    

The contractor shall incorporate the following requirements into the System Administrator/Maintainer TTE:

1. The TTE shall include Unit Level full hardware and software functionality with a shore point of presence for all WAN services to simulate end-to-end functionality.  The TTE shall include functionality for all Enclaves (Unclass, Secret, SR, and Top Secret/SCI).  The TTE shall include ship and shore capabilities with no more than 50% of the system capacity identified in the CANES FS Tables C8 – C12.

2. The TTE shall be reconfigurable to support any Enclave (Unclass, Secret, SR and Top Secret/SCI) as required for job sheets, performance tests, and fault insertion.

Simulation and Virtualization approaches for the TTE are acceptable assuming the full functionality requirement is satisfied.

The contractor is encouraged to minimize the amount of TTE hardware and software.  The TTE design shall at a minimum provide for the following equipment and characteristics unless the contractor obtains approval for deviation from the Government:

1. The contractor shall include the following minimum types of end user devices with the TTE, with quantities applicable to student throughput: 

a) Equipment (WS)
b) Internal Wireless Laptops (IW LAP TOP)

c) Representative External Wireless End User Device (EW EUD)

d) Cross Domain Solution Workstation (CDSW)

e) Video Teleconference Conference Room (VTC)

f) CANES Voice End User Devices (VOICE EUD)

g) Personal Digital Assistants (PDAs)

h) Shore Point of Presence equipment, software and/or shore simulation 

2. One printer per unique printer type.

3. Ruggedization of equipment is not required.  Commercial grade racks, UPS, mounts, connectors, and cables may be substituted for the equivalent ruggedized components of the shipboard rack design if they result in an overall reduction of cost.   

4. The quantity of Communications Services equipment shall be sufficient to support projected student throughput.  

In addition to the deliverables cited in Section 3.2.1.6, the contractor shall provide the following deliverables for the TTE design:

· A077
Configuration Item Load Instructions
· A078
Installation Design Plan 

3.2.6 Engineering Support 

The contractor shall perform Engineering Support Services as defined in individual task orders.  Specific deliverables will be defined in the individual task orders.  Exhibit D data deliverables as required.  Engineering Support Services shall include activities such as:
1. Technical assistance with install and configuration of the OA
2. Develop or revise specification(s), Specification Change Notices (SCN), ECRs, Engineering Change Notices (ECN), SHIPMAIN Ship Change Documentation (SCD), field changes, or modifications

3. Technical assistance in the development, installation, and configuration of the Government lab facilities

4. Technical assistance with application/system integration in the Government lab facilities
5. Technical assistance with C&A in the Government lab facilities
6. Participate in stakeholder technical forums
7. Technical assistance in creating install procedures and associated media for hosted applications
8. Technical assistance in finalizing testing results and reports
9. Repair assistance and replacement parts in support of OA
3.3 LRIP PHASE – FIRST ARTICLE DELIVERY
This section contains the requirements for the LRIP Phase of the CCE contract for the First Article Delivery of each variant for Platform Sets 1 and 2.
3.3.1 Program Management 

The contractor shall provide program management to ensure all work conducted within this contract is planned and executed in a manner that will achieve all management, technical, logistical, cost, and schedule objectives.  The contractor shall ensure coordination and integration of all functional areas within each task or project.  The contractor shall establish and perform business management functions to ensure contracting related actions, such as development and submission of proposals, negotiation of proposals, responses to requests for cost estimates and production orders, meet established need dates of the Government.  The contractor shall use the COR as the primary point of contact for all program activities.
3.3.1.1 Reviews and Meetings

The contractor shall coordinate, schedule, prepare, conduct, facilitate and participate in reviews, meetings, and conferences specified herein.  The contractor shall provide agendas, presentation materials, and minutes.
The contractor shall deliver a monthly Progress, Status and Management Report. 

The contractor shall provide the following deliverable:
· B001
Contractor’s Progress, Status, and Management Report

The contractor shall post contract data deliverables (SF-1423s) to PMW 160 CMPro site at https://cmproweb1.spawar.navy.mil or https://cmproweb2.spawar.navy.mil unless otherwise specified on the applicable CDRL.  The contractor shall provide e-mail notification to the COR and other Government personnel identified on the CDRL Addressee List within 24 hours of CDRL delivery.
3.3.1.1.1 Program Management Reviews
The contractor shall conduct quarterly PMRs.  The contractor shall conduct each PMR with the Government on a mutually agreed upon date and at a mutually agreed upon location.  
The contractor shall provide the following deliverables:
· B002
Conference Agenda 
· B003
Presentation Materials 

· B004
Report, Record of Meeting / Minutes
3.3.1.1.2 Integrated Product Teams 
The contractor shall support and participate in approximately four (4) Government PMO IPTs or Working Groups at the request of the Government.  It is anticipated that the IPTs or Working Groups will be held at SPAWAR Pacific Headquarters.  The contractor shall allow Government participation at Contractor IPTs.

The contractor shall provide the following deliverables:
· B002
Conference Agenda 
· B003
Presentation Materials 

· B004
Report, Record of Meeting / Minutes
3.3.1.1.3 Engineering Design Review
Engineering Design Reviews (EDR) shall be conducted to provide a means of reviewing upcoming program event products prior to being submitted to the Government for approval.  EDRs may include the presentation of design approaches, design progress, trade-offs to be considered, issues, plans and updated risk assessments.  The contractor shall develop and present a briefing package for each EDR, to include at a minimum, new ECRs, changes to engineering baselines, Requests for Action (RFAs), status and accounting of proprietary and vendor-unique elements, a risk update, and any applicable tailored review checklists in accordance with SPAWARINST 5300.4.

The contractor shall conduct the first EDR no later than fourteen (14) days after option exercise at the contractor’s facility.  The first EDR shall include the contractor’s planned events and activities for finishing Platform Sets 1 and 2.  The contractor shall conduct the second EDR no later than 45 days after option exercise at the contractor’s facility.  The second EDR shall include updates and changes regarding the contractor’s status, planned events, and activities for Platform Sets 1 and 2 through the end of First Article Test.  Each EDR is considered complete after the adjudication and closure of all critical RFAs within 30 calendar days of the EDR event.

The contractor shall provide the following deliverables:

· B002
Conference Agenda 
· B003
Presentation Materials 

· B004
Report, Record of Meeting / Minutes 

3.3.1.1.4 Technical Interchange Meetings 

The contractor shall conduct approximately ten (10) TIMs upon request by the Government or the contractor.  It is anticipated the TIMs will be held at the contractor’s facility.  For Government initiated TIMs, the Government will provide the contractor with a list of topics to be discussed at the TIM no later than five (5) working days prior to the requested date.  For contractor initiated TIMs, the contractor shall provide the COR a list of topics to be discussed at the TIM five (5) working days prior to the requested date.  The contractor shall document each meeting’s significant events, results, and action items.

The contractor shall provide the following deliverables:
· B002
Conference Agenda 
· B003
Presentation Materials 

· B004
Report, Record of Meeting / Minutes
3.3.1.2 Integrated Master Plan and Integrated Master Schedule

The contractor shall develop an IMP and associated IMS.  The IMP shall be updated to reflect changes to the ongoing program, in accordance with the IMS at each PMR.  The contractor shall use the DoD Integrated Master Plan and Integrated Master Schedule Preparation and Use Guide Version 9 of 21 October 2005 as guidance for schedule, management plan and process development.  The contractor shall develop, update, and maintain an integrated Risk Management process, Configuration Management process, Documentation Management process, Quality Management process, and Requirements Management process documented as an appendix to the IMP.
The IMS shall contain the planned events and milestones, accomplishments, exit criteria, and activities from execution of the option to the completion of the LRIP Phase.  All contractor schedule information delivered to the Government or presented at program management reviews shall originate from the IMS.  The contractor shall perform schedule analysis of the IMS tasks and report potential or existing problem areas and recommend corrective actions to eliminate or reduce schedule impact.
The Contractor shall conduct a quarterly Schedule Risk Assessment (SRA).  The government may elect to participate in the SRA process.  The SRA will assess the following paths:

1. Project Critical Path – longest path through entire project

2. Critical Path to next major milestone(s)

3. Near Critical Paths to next major milestone(s)

The contractor shall provide the following deliverables:

· B005
Management Plan (Integrated Master Plan)
· B006
Integrated Master Schedule

3.3.1.3 Configuration Management 

The contractor shall establish and implement a formal CM Program in accordance with the PMW 160 CDMP and the PEO C4I LCCMIM.  The contractor’s CM efforts shall include planning, identification, change control, status accounting, and auditing. 
The contractor shall provide for and implement CI identification, control, status accounting, and audits.  The contractor shall provide detailed information on CI identification procedures, processes, and numbering.  

The contractor shall manage changes to baseline documents using the ECR process in the PMW 160 CDMP or by a Request for Deviation as appropriate.  

The contractor shall provide the following deliverables: 
· B007
Enterprise Change Request

· B008
Request for Deviation
3.3.1.4 Documentation Management

 The contractor shall perform integrated document management throughout the contract life cycle in accordance with the PMW 160 CDMP and the PEO C4I LCCMIM.  The contractor’s documentation management approach shall integrate configuration management and change control procedures with other groups and activities to ensure information available to appropriate program individuals is organized and accurate.
The contractor shall provide the following deliverable:

· B009
Master Document List (Document Change Control Matrix)

3.3.1.5 Cost and Performance Management

The contractor shall systematically collect and report actual costs per the CCDR requirements of DoD 5000.04-M-1.  With the exception of the CCDR reporting requirements, the contractor shall use its existing internal performance management system(s) to plan, schedule, budget, monitor, manage, and report the cost, schedule, and technical status applicable to the contract.  The contractor shall:

1. Accept or propose changes to the government’s Cost Analysis Improvement Group (CAIG) Chair’s approved CSDR Plan, DD Form 2794, provided as an attachment to this solicitation.  The contractor is encouraged to propose changes to the CSDR Plan to improve reporting accuracy, consistency, or relevancy.

2. Provide contract cost reporting in accordance with the CAIG Chair’s approved CSDR Plan, or in compliance with the CSDR Plan as revised with contractor proposed changes and approved by the CAIG Chair.

3. Maintain and update the final CWBS and CWBS Dictionary during contract execution.  Changes to the CWBS or associated definitions used for reporting cost and/or performance will require approval of the Government after acceptance of the final CWBS and CWBS Dictionary.

4. Prepare and provide CCDR in accordance with DI-FNCL-81565, DI-FNCL-81566, and DI-FNCL-81567 in accordance with Attachment 4 of the approved CSDR Plan.  

5. Ensure flow down CCDR requirements to any lower tier contractor that will have a contract valued at over $50 million or any contracts valued at between $7 million and $50 million that are designated by the PMO as being high risk, high value, or high technical interest. 
The contractor shall provide the following deliverables:

· B010
Program Progress Report (Cost Performance Report) 

· B011
Contract Funds Status Report 

· B012
Contract Work Breakdown Structure

· B013
Cost Data Summary Report

· B014
Functional Cost-Hour Report

· B015
Progress Curve Report
3.3.1.6  Integrated Digital Environment

The contractor shall continue to provide the IDE established during the SDD Phase.  The IDE shall operate at the unclassified level.  The contractor shall use a web-based environment to allow access to real-time business and technical data.  The contractor shall provide on-line training and support in the use of the IDE.  

3.3.1.7 Security Management

The Contractor shall provide system security as part of the overall development and deployment effort to ensure that Federal, DoD, and Navy security regulations and policies are met; ensure and maintain the confidentiality, integrity, and availability of CANES service domains, information, data, systems, interfaces, and facilities; and to prevent the fraudulent use or abuse of the same.  The contractor shall ensure the system is in compliance with SECNAV M-5239.1 Department of Navy Information Assurance Manual (2005).
3.3.1.8 Certification and Accreditation Package

The Contractor shall maintain and update the C&A package established during the SDD phase in accordance with the DoDI 8510.01, DoD Information Assurance Certification and Accreditation Process (DIACAP) for Unclassified through Secret security enclave(s) and a C&A package in accordance with the National of Standards and Technology (NIST) Special Publication (SP) 800-37 for the SCI security enclave.  The C&A packages contain all of the information required for the certification of the Information System.  It includes the System Identification Profile (SIP), the DIACAP Implementation Plan (DIP), the Supporting Certification Documentation, the DIACAP Scorecard, and the IT Security POA&M.

The IACs shall be derived from CNSSI 1253 Security Control Catalog and incorporated into the C&A package.  The C&A package shall show how the controls are implemented and augmented with the controls matrixed in Appendix E of the same instruction.  The contractor shall develop the validation plan and procedures to verify the IAC implementation.  A risk assessment shall be included as part of the certification documentation.

The contractor shall maintain and update the IAC Review Strategy, as part of the C&A package to address how annual reviews will be supported and ATO will be maintained. 
The contractor shall provide the following deliverable:

· B016 Certification and Accreditation Package
3.3.1.9 Initial Production Baseline
The IPBL is established by Government approval of a TDP and Production Test Plan.  The contractor shall provide and update the TDPs including the enabling products that support the designs for Platform Set 2.  The contractor shall design the IPBL to the threshold requirements of the FS.  The IPBL shall exclude the “design only” requirements as documented in the RTM of the FS.
The contractor shall develop, deliver, and maintain the TDP in accordance with MIL-DTL-31000 for each CCE product baseline.  The TDP shall contain all data, specifications, and information necessary and sufficient for a third party to manufacture and provide life cycle support for CCE configurations developed and qualified under this contract.  Contractor drawings and associated lists shall be developed and structured in accordance with ASME Y14.24M.  Additionally, the TDP shall contain digital photographic images in support of actual assembly procedure events and cable dressing techniques.  The contractor shall incrementally deliver each complete TDP element to the Government’s specified IDE upon completion of that element.  The contractor shall document COTS and NDI to a level of detail needed to support follow-on procurement.

The contractor shall develop, deliver, and update the following deliverables:
· B017
Technical Data Package

· B018
Test Plan (Production Test Plan)
3.3.1.10 Final Production Baseline

The FPBL is established upon successful completion of the PRR/PCA.  Successful completion is defined as adjudicated and closed critical RFAs.  The contractor shall provide an FPBL for Platform Sets 1 and 2 in accordance with the testing schedule per 3.3.2.5.
3.3.2 Testing 

3.3.2.1 Environmental Qualification Tests

The contractor shall conduct EQTs on each unique shipboard mountable unit in accordance with all of the requirements specified in the FS.  The contractor shall perform EQT on the remaining shipboard mountable units for Platform Set 1.  The contractor shall perform EQT on Platform Set 2.
The contractor shall include the following deliverables:

· B022 Test Report (Shock Test Report)

· B022 Test Report (Vibration)

· B022 Test Report (EMI)

· B022 Test Report (Temperature)

· B022 Test Report (Airborne Noise)

· B022 Test Report (Structure Borne Noise)

· B022 Test Report (A/C Power)
3.3.2.2 Test Readiness Review

The contractor shall conduct a TRR for Platform Set 2 no later than five (5) months after option exercise at the contractor’s facility.  The contractor shall ensure via TRR that all necessary plans, procedures, assets and resources are in place or will be in place, prior to the start of the CSIT.  The contractor shall develop and present a briefing package for TRR, to include at a minimum, new ECRs, changes to engineering baselines, Requests for Action (RFAs), status and accounting of proprietary and vendor-unique elements, a risk update, and any applicable tailored review checklists in accordance with SPAWARINST 5300.4.
The contractor shall develop the system level test plan and procedures for CSIT to be presented at TRR.  The CSIT test plan shall address, at a minimum, all KPPs and KSAs as specified in the FS.  The contractor shall include a VCRM in the CSIT Test Plan.  The VCRM shall link each requirement in the contractor’s RTM to test objectives in the CSIT.  The CSIT test procedures shall include the configuration diagram of the system and/or system of systems under test, the steps, objectives, test cases, and space for Government witness verification.  The CSIT procedures shall also contain the Government-provided objectives and procedures for the GFI hosted applications.  
The contractor shall structure their CSIT test plans, test procedures and report within separate sections for those tests required to be verified by the testable Platform Set 2 requirements as stipulated in the FS RTM.  The test procedures shall include steps, objectives, and test cases, as well as space for Government witness verification of each procedure. 
The contractor shall provide a Simulation and Emulation Configuration Document that details the instructions on how to configure, run and maintain all simulators and emulators used during contractor testing.  Simulation shall include any testing tools used to simulate the system under test.

The contractor shall provide Hosted Systems Integration Tools and Procedures.  Integration tools shall include all COTS, Government-off-the-shelf (GOTS) or custom hardware and software used to migrate or automate the integration of a hosted system into the CANES system.  Procedures shall include all documentation on how to configure, run and maintain the integration tools.
The contractor shall provide and update the following deliverables:
· B002
Conference Agenda 

· B004
Report, Record of Meeting / Minutes

· B003
Presentation Materials 
· B018
Test Plan (CSIT Test Plan)
· B019
Test Procedures (CSIT)
· B020
Simulation and Emulation Configuration Document

· B021
Hosted Systems Integration Tools and Procedures
3.3.2.3 Contractor System Integration Test 

The contractor shall conduct and complete CSIT for Platform Set 2.  The contractor shall test all requirements shown as verified by test in the RTM.  The contractor shall provide the facilities, services, materials, equipment, and personnel required to conduct CSIT.  The contractor shall keep logs to record all events that have occurred during the CSIT.  The contractor shall maintain configuration control of the test units used during CSIT.  
The CSIT test environment shall at a minimum provide end user device quantities for LRIP platforms as shown in Table 7. 

Table 7 - Minimum LRIP CSIT End User Device Quantities
	Platform/CL
	WS
	IW LAP TOP
	EW EUD
	CDSW
	VTC
	VOICE EUD
	PDA

	CG
	 
	
	
	 
	
	
	

	UNCLAS  
	10
	3
	2
	
	
	
	

	SECRET  
	6
	
	
	5
	
	
	

	SR
	
	
	
	
	
	4
	

	SCI  
	2
	
	
	
	
	
	

	Supporting all security enclaves except SR
	
	
	
	
	1
	
	

	CVN
	 
	
	
	 
	
	
	

	UNCLAS  
	10
	3
	
	
	
	
	

	SECRET  
	10
	
	
	5
	
	
	

	SR
	
	
	
	
	
	4
	

	SCI  
	6
	
	
	
	
	5
	

	Supporting all security enclaves except SR
	
	
	
	
	1
	
	

	LCC
	 
	
	
	 
	
	
	

	UNCLAS  
	10
	3
	
	
	
	
	

	SECRET  
	10
	
	
	5
	
	
	

	SR
	
	
	
	
	
	4
	

	SCI  
	6
	
	
	
	
	5
	

	Supporting all security enclaves except SR
	
	
	
	
	1
	
	

	LHD/LHA 7 
	 
	
	
	 
	
	
	

	UNCLAS  
	10
	
	
	
	
	
	

	SECRET  
	10
	
	
	5
	
	
	

	SR
	
	
	
	
	
	4
	

	SCI  
	2
	
	
	
	
	5
	

	Supporting all security enclaves except SR
	
	
	
	
	1
	
	

	LHA
	 
	
	
	 
	
	
	

	UNCLAS  
	10
	3
	
	
	
	
	

	SECRET  
	10
	
	
	5
	
	
	

	SR
	
	
	
	
	
	4
	

	SCI  
	2
	
	
	
	
	5
	

	Supporting all security enclaves except SR
	
	
	
	
	1
	
	

	LSD
	 
	
	
	 
	
	
	

	UNCLAS  
	10
	3
	2
	
	
	
	

	SECRET  
	6
	
	
	5
	
	
	

	SR
	
	
	
	
	
	4
	

	SCI  
	0
	
	
	
	
	
	

	Supporting all security enclaves except SR
	
	
	
	
	1
	
	

	MOC
	 
	
	
	 
	
	
	

	UNCLAS (T)
	10
	3
	
	
	
	
	

	SECRET (T)
	10
	
	
	5
	
	
	

	SR
	
	
	
	
	
	4
	

	SCI (T)
	6
	
	
	
	
	5
	

	Supporting all security enclaves except SR
	
	
	
	
	1
	
	


Reduction in the number of end user devices in the CSIT shall not be interpreted as specifying a reduction of the associated CANES infrastructure and services exercised by those end user devices.
The Government may witness all of the CSIT execution.  The contractor shall utilize a Hardware and Software Trouble Reporting (HW/SW TR) system to track issues discovered during CSIT.  The HW/SW TR system shall track initial Trouble Report level, resolution of Trouble Report, and final Trouble Report level.  View-only access to the HW/SW TR system by the Government shall be required during the CSIT.  Criticality levels of TR shall be defined in accordance with IEEE/EIA Standard 12207.2-1997.
The contractor shall generate a CSIT test report upon completion of CSIT which shall include a listing of the final trouble reports.

The contractor shall provide the following deliverable:

· B022
Test Report (CSIT Test Report)
3.3.2.3.1 CSIT Inspection and Acceptance

The CSIT test equipment configuration, setup and source files shall be documented.  The contractor shall deliver all testing equipment and assets developed to include installation, data migration, application integration and packaging tools after completion of CSIT to a CONUS location to be determined. Delivery of the Platform Set 2 CSIT testing equipment and assets are separate from, and shall be in addition to, the delivery of the First Article unit.
3.3.2.4 First Article Test

The contractor shall perform First Article Test on the first unit of each IPBL design (e.g., First Article Test data center racks, backbone switch rack, etc) for Platform Sets 1 and 2.  The contractor shall submit a plan for how they conduct the First Article Test on a single unit that may be common among variants.  All EQTs shall be successfully completed and passed prior to conducting the First Article Test.  First Article Test shall consist of all testing necessary to determine compliance that the initial production baseline has been manufactured in accordance with the approved initial production baseline.  Final acceptance and payment will be made at the successful conclusion of First Article Test and incorporation of outstanding test items/resolution.  After successful completion of First Article Test for each design variant, an FCA / SVR and PCA shall be conducted on a production representative system. 
The contractor shall include the following deliverables:
· B022 Test Report (First Article Testing)
· B023 First Article Qualification Test Plan and Procedures

3.3.2.5 Production Readiness Review / Physical Configuration Audit

The contractor shall conduct a Production Readiness Review (PRR) / Physical Configuration Audit (PCA) for Platform Sets 1 and 2 after successful completion of First Article Test.  The PRR/PCA shall be conducted in accordance with the MPSE and SPAWARINST 5400.3.

· B002
Conference Agenda 

· B003
Presentation Materials 

· B004
Report, Record of Meeting / Minutes

3.3.3 Logistics 

3.3.3.1 First Article ILS Documentation (Platform Set 1) 

The contractor shall complete ILS products for First Article units for Platform Set 1.  The contractor shall complete ILS documentation that satisfies ILS requirements in support of planned LRIP installs.  This may require an accelerated effort to achieve ILS support including ILS Certifications required prior to installation in accordance with the NAVSEA Fleet Modernization Management and Operation Manual, SL720/AA/MAN/010/020.

3.3.3.1.1 Reliability Documentation
The contractor shall maintain a Failure Reporting and Corrective Action System (FRACAS) database to track failure history and the associated corrective actions. FRACAS reporting shall begin with the first system failure.  Failure information shall be exportable to MS Excel 2003 format.

The contractor shall provide the following deliverable:

· B024 Failure Analysis & Corrective Action Item Report  

3.3.3.1.2 Reliability Prediction 

The Product Support Integrator (PSI) CCE contractor shall perform reliability prediction of all components and associated quantities comprising the system, except for documented exclusions approved by the Government.  Reliability predictions shall be conducted using guidance from MIL-HDBK-217F(2).  The contractor shall use all available vendor failure data or use best commercial practices and any known Navy shipboard environment data to predict failure rates.  The contractor shall develop the MTBF from the predicted failure rates for the LRU based on ship set equipment.
Prediction methods shall be defined in the reliability prediction report.  The reliability prediction shall be upgraded and maintained in a manner that allows identification by reference symbol number and part number of each LRU in each of the reliability blocks.  The prediction shall be done for continuous operation under the appropriate operating environment for steady-state worst-case conditions.  The contractor shall base reliability predictions on component temperatures, stresses, and storage requirements as measured or calculated by the cognizant design engineering function.  The contractor shall provide prediction efforts such that the output can be effectively used in the design engineering process.

The contractor shall provide the following deliverable:

· B025 Reliability Prediction and Documentation of Supporting Data 

3.3.3.1.3 Maintenance Test Equipment

The contractor shall limit maintenance test equipment for ship board support to General Purpose Electronic Test Equipment (GPETE).  The contractor shall provide a recommended GPETE list to the Government and shall be listed by Sub-category (SCAT) code.

The contractor shall provide the following deliverable:

· B026 Technical Report – Study/Services  (GPETE)

3.3.3.1.4 Nomenclature Assignments

The contractor shall process nomenclature request for the system using the Joint Electronics Type Designation Automated System (JETDAS) in accordance with MIL-STD-196E and MIL-DTL-18307H.  Nomenclature Assignments shall be made for all support equipment intended for deployment with the system.  The contractor shall submit the Identification Plate Drawings for approval in accordance with MIL-P-15024/5.  The contractor shall attach Government approved nameplates to the system.  The contractor shall submit JETDAS entries via the PMW 160 APM-L (PMW-160.L1).

The contractor shall provide the following deliverables:
· B027 Technical Report – Study/Services (Nomenclature Information via JETDAS)

· B028 Technical Report – Study/Services (Request for Approval of Identification Plate Drawings)

3.3.3.1.5 Logistics Support Planning 

The contractor shall provide an overarching support plan that addresses the integration of support addressed in this contract including deliverables and schedule.  The plan shall use SPAWARINST 4000.10 of 19 Nov 2007 as guidance.  The contractor shall complete an ILS Plan that addresses its proposed support for all elements of logistics and includes areas of Performance Based Logistics that may be incentivized to keep support with the contractor.  The contractor shall address Performance Based Logistics metrics that could be used for system support in its ILS Plan.
The contractor shall provide the following deliverable:

· B029 Technical Report - Study/Services (Logistics Support Plan)

3.3.3.1.6 Logistics Reviews

The contractor shall conduct specific reviews aligned to deferred logistics product tasking including:

1. Technical Manual Reviews at 75%, 95% and 100% completion.
2. IETM In-Process Reviews (IPRs) at 75%, 95%, and 100% completion.  The contractor shall perform validation on the 100% IETM and support Government verification.  The contractor shall provide an IETM book plan outline and validation plan prior to developing the IETM.
The contractor shall provide the following deliverables:

· B030 TMCR - IETM Review Comments

3.3.3.1.7 Spares Lists 

The contractor shall develop a list of INCO, OBRP and Depot recommended spares.  This list of spares is intended to identify spares requirements starting with fielding after completion of operational testing.  The lists shall be variant specific.  The list shall indicate failure/usage rates and recommended quantities of each item for each system.  Consumable items (such as lubricants) shall be indicated as well.  The Government intends to procure OBRP, INCO and Depot spares on an annual basis in support of system fielding. 

The contractor shall provide the following deliverable:

· B031 Technical Report - Study/Services (Recommended Spares List)

3.3.3.1.8 Provisioning Technical Documentation

The contractor shall develop and deliver Provisioning Technical Documentation (PTD) in an Interactive Computer Aided Provisioning System (ICAPS) compatible format.  The contractor shall provide provisioning data necessary to allow the Government inventory control point to perform inventory management support for designated lowest replaceable assemblies/units.  Provisioning requirements shall be a topic at the quarterly PMR.  ICAPS - PC WINDOWS Version 2.0 (stand-alone) shall be used to create the PTD.  The PTD shall include: Engineering drawings and technical documentation including specification sheets, technical manuals, and a BOM sufficient to develop provisioning and establish National Stock Numbers (NSNs).
The contractor shall provide the following deliverable:

· B032 Logistics Management Information Data Product (PTD)
3.3.3.1.9 Unique Identification and Radio Frequency Identification 

The contractor shall comply with DoD requirements (reference MIL-STD-130N) for the Unique Identification (UID) and Radio Frequency Identification (RFID) of equipment and spare parts.  The contractor shall develop a plan addressing UID and RFID compliance.  The plan shall comply with the PMW 160 UID Plan.  The contractor shall provide a report outlining the equipment with UID and RFID. 

UID shall be required for all items that cost or are expected to cost more than $5,000, controlled, spares, or other determining factors outlined in the PMW 160 UID Plan.  RFID shall be used in accordance with USD (AT&L) Memo of 30 July 2004, Subject: Radio Frequency Identification (RFID) Policy for packages containing items shipped to Government facilities.  All production equipment is planned for shipment to Government facilities.  A list of all UID marked parts down to the LRU level and RFID marked packages shall be delivered with each shipment.

The contractor shall provide the following deliverables:

· B033 Technical Report - Study/Services (UID and RFID of Equipment Plan)  

· B034 Technical Report - Study/Services (UID Marked Parts Equipment Report)
3.3.3.1.10  IETM Development

The contractor shall complete the following tasks/deliverables related to the development of an IETM which includes:

1. Chapter 1 (General Information)

2. Chapter 2 (Safety Precautions)

3. Chapter 3 (Conditions of Readiness)

4. Chapter 4 (Operation) (updates only)

5. Chapter 5 (Functional Description) (updates only)

6. Chapter 6 (Scheduled Maintenance)

7. Chapter 7 (Troubleshooting) (updates only)

8. Chapter 8 (Recovery and Replacement Procedures) (updates only)

9. Chapter 9 (Installation)

10. Chapter 10 (Parts List)

The contractor shall provide the following deliverables:

· B035 TMCR - Interactive Electronics Technical Manual, Schedules and Status Reports   

· B036 TMCR - Interactive Electronic Technical Manuals (Technical Manual for System-Level Maintenance, System Administration and Software Usage) 

3.3.3.1.11 Technical Manual Validation Plan and Validation Certificate

In support of the IETM development, the contractor shall deliver a Technical Manual (TM) Validation Plan and Validation Certificate.  New/changed processes shall not be implemented without prior Government approval. 

A TM validation certificate and validation records shall be delivered NLT ten (10) days following completion of the contractor’s validation effort and concurrent with the preliminary IETM submittal.  

Approval is required for technical content and accuracy.  Approval authority is the responsibility of the PCO or duly authorized representative upon recommendation of the requiring office.  Data shall be submitted in specified electronic format as stipulated within the contract.  Notification of deliveries shall be made via letter of transmittal.

The contractor shall provide the following deliverables:

· B037 TMCR - Interactive Electronic Technical Manuals Validation Plan  

· B038 TMCR - Interactive Electronic Technical Manuals Validation Certificate 

3.3.3.1.12 Preventive Maintenance

The contractor shall build preventive maintenance documentation (Maintenance Index Pages/ Maintenance Requirement Cards) in accordance with: Navy Maintenance and Material Management (3M Systems, Planned Maintenance System (PMS), OPNAV Instruction 4790.4 Vol 1).  The contractor shall complete steps 1-7 of the Reliability Centered Maintenance process in accordance with MIL-P-24534A.  The contractor shall use the NAVSEA eRCM site to enter data for steps 1-7, see https://altair.seajax.navy.mil/epmsgateway.  The contractor shall provide a report of completion with task completion or a status if the task is not complete by the date specified in the CDRL.  The contractor shall include recommendations to network tasks for planned maintenance actions such as backups, defragmentation, etc., based on software best practices.

The contractor shall provide the following deliverable:

· B039 Reliability Centered Maintenance Analysis (STEPS 1-7) NAVSEA electronic RCM (eRCM) requirement) Report  

3.3.3.1.13 Help Desk Support

The contractor shall develop and submit a plan for distance support via Tier 2/3 help desk.  The contractor shall provide Tier 2/3 level support for the system starting at first shipboard install.  Tier 1 Support will be provided by the Government via the Navy’s Global Distance Support Center (GDSC): http://www.anchordesk.navy.mil/.  The contractor shall use the Government’s current version of the REMEDY system to track and update failure reports.

The contractor shall provide the following deliverable:

· B040 Technical Report - Study/Services (Help Desk and Distance Support Plan)  

3.3.3.1.14 Diminishing Manufacturing Sources and Material Shortages

The contractor shall implement a Diminishing Manufacturing Sources and Material Shortages (DMSMS) Program that complies with the PMW 160 DMSMS Plan.  The contractor shall submit a quarterly evaluation of all CANES LRUs and provide a projected end of production/sale and end of support date for each LRU.  If the contractor learns parts/components/subsystems included in the design of the system may no longer be produced, the contractor shall immediately notify the Government per the PMW 160 DMSMS Plan and provide a recommended course of action.  The PMW 160 DMSMS Plan and CANES DMSMS appendix address requirements identified in ASN (RD&A) memorandum, “DMSMS Management Guidance,” of 27 January 2005.  This plan addresses a strategy for the contractor to mitigate DMSMS risk associated with the use of commercial items in the end-item configuration.

The contractor shall provide the following deliverable:

· B041 Source Data for Forecasting Diminishing Manufacturing Sources and Material Shortages (DMSMS) (DMSMS Quarterly Report)
3.3.3.1.15  Packaging, Handling, Storage, and Transportability

The contractor shall deliver the systems and spares with any required shipping containers.  The contractor shall maintain a Department of Transportation (DoT) approved battery shipping container configuration, if required.  The contractor shall identify specific Packaging, Handling, Storage, and Transportability (PHS&T) requirements for the system, subsystem, assembly or unit to ensure safe transport of that item or group in accordance with MIL-STD-129P and MIL-STD-2073 DoD Standard Practice for Military Packaging.

The contractor shall provide the following deliverable:

· B042 Technical Report - Study/Services  (Packaging, Handling, Storage, and Transportability Requirements) 

3.3.3.1.16 Manpower, Personnel, and Training 

The contractor shall develop MPT products.  The contractor shall develop all course material, conduct pilot training and design/build TTE for the system using the SDD Phase Learning and Performance Solution Process.  The contractor shall conduct specific tasks as part of a Learning and Performance Solution Process in the development of training as follows:

1. Plan Pilot Training 

2. Training Test Package Build 

3. Equipment Facility and TTE Planning (System Administrator/Maintainer Training) 

4. Build Training Content and Supporting Materials. 

5. Install Schoolhouse TTE (System Administrator/Maintainer) 

6. Achieve System Administrator/Maintainer (Afloat) Ready for Training

7. Build Equipment Facility and TTE Plan for Submarine Training in conjunction with Submarine design development and fielding

The contractor shall provide the following deliverable:

· B043 Training Conduct Support Document (System Administrator/Maintainer Training and all supporting documentation)
3.3.3.1.17   System Administrator and Maintainer Training Development

The contractor shall develop training products in accordance with the Government-approved training solutions set, as well as specified pre-requisite knowledge, security designations, and industry certifications to develop a course of training for System Maintainers and System Administrators.  Pre-requisite knowledge items for Maintainers and System Administrators are: 

1. Information Technology (IT) “A” School.  This includes Information Assurance Technician I (IAT I) Designation and appropriate certifications (“A” Plus Cert, Work Station Microsoft Operating System Certification). 

2. Information Assurance Technician II (IAT II) Designation and appropriate network certifications (IAT I, Security Plus, Network Plus) and Network Level Operating System Certification (Microsoft Certified Professional (MCP)) and other OS Certifications as required (UNIX /Solaris, or RHEL).

The contractor shall build the System Administrator and Maintainer Training using the instructional hour of 160 hours as guidance.  The contractor shall develop course content by tailoring the following Training Breakdown:

1. End to End C41 Overview (2 hrs) ICW/SIM/ILT. The target audience for this learning objective is IT “A” School, SWOS, PCO/PXO, all IT “C” Schools, all Network Apps users, all Network Apps Managers, all Administrator/Maintainer personnel.

2. System Overview (4 hrs) ICW/SIM/ILT.  The target audience for this learning objective is SWOS, PCO/PXO, All IT “C” Schools, all Network Apps users, all Network Apps Managers, all Administrator/Maintainer personnel.

3. System Familiarization (34 hrs) ICW/SIM/ILT.  The target audience for this learning objective is all Network Apps Managers and all Administrator/Maintainer personnel.

4. Routing and Emergent Administration & Maintenance (120 hrs) ILT Class/Lab.  The target audience for this learning objective is all Network Apps Managers and all Administrator/Maintainer personnel.

5. Variant Specific Difference Training (10-40 hrs).  Training is planned as part of Personnel Qualification Standard (PQS) managed OJT, MTT, ICW, SIM, and “F” School ILT.  The target audience for this learning objective is Force, Unit, MOC Shore Network Apps Managers and Administrator/Maintainer personnel.

The contractor shall also develop courses of study for System Administrators and Maintainers in sufficient detail to enable the Government to safely and effectively use and maintain the CANES system.  The contractor shall provide all new courseware and curriculum in a format that is compliant with the latest version of the Integrated Learning Environment Standards and the DoD Sharable Content Objective Reference Model (DoDI 1322.26).  

The contractor shall specify and produce in sufficient detail all preliminary and overview instructional materials to enable the System Administrators and Maintainers to successfully complete the courses of study for their specialty and then perform their required duty on the job.  This may include training materials for the C4I End to End and System Familiarization.  These courses may be front material to the System Administrator and Maintainer course and are not identified as requiring separate course material in this section.  The Network Consolidation Navy Fleet Project Team supports a final development path that provides Microsoft OS training and certification (Solaris and Microsoft or Red Hat Linux and Microsoft) prior to the Common Core Course. 
The training solution shall: 

1. Include training for System Administration and Maintenance of the platform and its associated systems (UNIX /Solaris, Microsoft or RHEL). 

2. Address System Administrator and Maintainer responsibilities including the service functions of: Communications, Computing Infrastructure, Core Enterprise, Information Assurance and System Management.

Each course shall address appropriate and unique system administration and maintenance functions resulting from the three operating systems supported by CANES.  All students will be certified in Microsoft OS and in some cases one or both of the other two OS’ supported by CANES prior to entry into Maintainer/System Administrator Training.  The training solution shall include: 

1. Course curricula material, test materials, and training aids 

2. All required instructional components to support the solution.  This encompasses training facility requirements, test and support equipment, hardware, and software required to complete training. 

3. Delivered components and curriculum materials shall comply with delivery requirements and include: 

a) ILE Package

b) Facilities Plan 

c) Training Content and Support Data

d) Administrative, Management, and Support Materials

e) Training Handover and Transition Plan

f) Traceability to NJA and performance requirements

The contractor shall provide the following deliverable:

· B043 Training Conduct Support Document (System Administrator/Maintainer Training and all supporting documentation)

3.3.3.1.18 Technical Training Equipment Documentation

The contractor shall complete TTE documentation.  The contractor shall develop a TTE Technical Manual to include information on setup procedures required for specific system reconfiguration in support of all training functions.  The initial TTE design shall support all variants in the design baseline but shall be scalable to support all variants over the contract life cycle.  
The contractor shall provide the following deliverables:

· B044 Logistics Management Information (LMI) Data Product (TTE PTD)

· B045 TTE Technical Manual
3.3.3.2 First Article ILS Documentation (Platform Set 2)
The contractor shall complete ILS products for First Article units for Platform Set 2.  The contractor shall use requirements used to develop the Platform Set 1 ILS documentation for Platform Set 2 requirements.  SOW paragraphs 3.2.5 and 3.3.3.1 shall apply.  The contractor shall complete ILS documentation that satisfies ILS requirements in support of planned LRIP installs.  The contractor shall provide the following ILS deliverables in support of the First Article LRIP CLIN variants:

· B046
Environmental Compliance Assessment and Management Action Plan Report

· B047
System Safety Hazard Analysis Report

· B048
Safety Assessment Report

· B049
Technical Report – Study/Services (Hazardous Material Usage List with Material Safety Data Sheets)

· B050
Logistics Management Information Summaries (Core Logistics Analysis)

· B051
COTS Technical Manuals and Associated Data
· B052
Training Conduct Support Document (CANES System Administrator/Maintainer Training and all supporting documentation)
· B024
Failure Analysis & Corrective Action Item Report  

· B025
Reliability Prediction and Documentation of Supporting Data 

· B026
Technical Report – Study/Services  (GPETE)

· B027
Technical Report – Study/Services (Nomenclature Information via JETDAS)

· B028
Technical Report – Study/Services (Request for Approval of Identification Plate Drawings)

· B030
TMCR - IETM Review Comments

· B031
Technical Report - Study/Services (Recommended Spares List)

· B032
Logistics Management Information Data Product (PTD)

· B034
Technical Report- Study/Services (UID Marked Parts Equipment Report)
· B035
TMCR - Interactive Electronics Technical Manual, Schedules and Status Reports   

· B036
TMCR - Interactive Electronic Technical Manuals (Technical Manual for System-Level Maintenance, System Administration and Software Usage) 
· B037
TMCR - Interactive Electronic Technical Manuals Validation Plan  

· B038
TMCR - Interactive Electronic Technical Manuals Validation Certificate 

· B039
Reliability Centered Maintenance Analysis (STEPS 1-7) NAVSEA electronic RCM (eRCM) requirement Report  

· B041
Source Data for Forecasting Diminishing Manufacturing Sources and Material Shortages (DMSMS) (DMSMS Quarterly Report)
· B042
Technical Report - Study/Services  (Packaging, Handling, Storage, and Transportability Requirements) 

· B043
Training Conduct Support Document (System Administrator/Maintainer Training and all supporting documentation)
3.4 LRIP PHASE – PRODUCTION

This section contains the requirements for the continued production of CANES systems after delivery of the First Article variant for the LRIP phase of the contract.  

The contractor shall fabricate, integrate, test and deliver to a Government specified location (Destination) a CANES system for platforms in accordance with Sections B and F of this RFP.  The contractor shall provide workstations and peripherals to support the delivered system.  
The contractor shall be responsible for loading the Government furnished software created using the Hosted Systems Integration Tools and Procedures onto each system.  The Government furnished CANES software, including the integrated hosted applications, will be provided for each production variant no later than 14 days prior to delivery of a production option.

The contractor shall provide the following deliverables: 

· C001
Test Report (Production Test Report)
· C002
Bill of Materials
3.5 LRIP PHASE – ENGINEERING SUPPORT SERVICES
The contractor shall perform Engineering Support Services as defined in individual task orders for the following functional areas.  Specific deliverables will be defined in the individual task orders.  Exhibit D data deliverables as required.
3.5.1 Production
3.5.1.1 Updates to Established Baselines

The contractor shall update the EBL, FBL, and ABL for all Platform Sets as defined in individual task orders.  The contractor shall update the DBL and IPBL for Platform Sets 1 and 2 as defined in individual task orders.
3.5.1.2 Integration and Installation Support

The contractor shall provide integration and installation support as defined in individual task orders.  The contractor shall develop or revise specification(s), SCN, ECR, ECN, SHIPMAIN SCD, field changes, production changes, or modifications.  The contractor shall provide integration and installation support for hosted application systems and for the Government laboratory facilities.  The contractor shall provide technical assistance with C&A in the Government lab facilities as necessary in support of production modifications.  The contractor shall provide technical assistance with production install procedures and associated media for hosted applications.  The contractor shall conduct site surveys, inspection trips, or installation and production support services.  

The contractor shall support the creation of production and integration technical reports and studies on new and emerging technologies, non-critical problems, and other CANES specific technology areas needing further detailed study and analysis.  The contractor shall perform production and integration studies and analyses, update engineering artifacts, and provide technical assistance with the integration of CCE and ACS capabilities.  The contractor shall provide production system scientific or engineering studies such as the analysis of architectural products, mechanical, electrical or electronic design, or software design software products.  The contractor shall provide production support for the creation of analysis artifacts such as studies, reports, cost estimates, trade studies, CONOPS, installation designs, instruction manuals, operation manuals, maintenance manuals, vulnerability assessments, risk assessments, and other production engineering documentation.

3.5.1.3 Logistics Manufacturing and Support 

The contractor shall provide support for Logistics Manufacturing/Support services as defined in individual task orders.  The contractor shall perform activities such as those listed in the following sub-sections.

3.5.1.3.1 Maintenance Support

Maintenance Support shall include activities such as the provisioning of hardware and software, including replacement parts and support equipment required to inspect, assemble, install, check out, and maintain the system.
3.5.1.3.2 Conduct of Training 
The contractor shall provide training and training support services as defined in individual task orders in support of production and engineering updates including schoolhouse support.  The contractor shall provide equipment including TTE upgrades, tools, and training materials required in support of this training.  The contractor shall deliver “train-the-trainer” and pilot training instruction to Navy personnel to facilitate the establishment of follow-on schoolhouse training.
3.5.1.3.3 ILS Product Updates

The contractor shall provide updates to logistics documentation developed under the development section of this contract as defined in individual task orders.  The contractor shall perform ILS product update activities such as changes to documentation resulting from changes in BOMs, ECPs, and technical insertion for production units.
3.5.1.4 Installation 

The contractor shall provide installation services as defined in individual task orders.  Specific deliverables will be defined in the individual task orders.  The contractor shall provide Installation Activities support such as those defined in the below sub-sections.
3.5.1.4.1 SHIPMAIN Process

The contractor shall provide support to include activities such as the submittal, processing, and tracking of the SCDs in accordance with the NAVSEA SHIPMAIN process.
3.5.1.4.2 Shipboard/Shipyard Installation

The task orders will address such items as planning, designing, developing, monitoring, reviewing, and engineering of site/platform installation/facilities support in areas such as facility improvements, utilities and environmental requirements.  The contractor shall provide a Government approved installation plan for shipboard, submarine, and shore work in accordance with NAVSEA Technical Specification 9090-310.
The contractor shall provide site survey and ship check support anywhere in the world to determine the physical space, equipment location, and installation details. 

The contractor shall provide a ship check plan that outlines the installation characteristics required to install the CANES system on a ship.

The contractor shall ensure planned installation of CANES is included in the Navy Data Environment (NDE) and Letter of Authorization (LOA) for shipyard support services.  Support services shall include but are not limited to: crane services, lay downs, rigging, power, air, welding, painting, lagging, gas-free services, fire watches, shop support, non-destructive testing (NDT), gases, forklifts, packing material, shipping services, site access and parking, storage, and paint abatement.

The contractor shall coordinate all installations utilizing the Regional Maintenance Modernization and Coordination Office (RMMCO) check-in and check-out process.

The contractor shall install the CANES system in accordance with Planning Yard approved SIDs.  The contractor shall accomplish all work including migration of data from legacy systems and de-installation of legacy systems.  The contractor shall procure all Industrial Activity Furnished (IAF) material listed and consumable material required.  The contractor shall dispose of de-installed equipment as directed by the Government.  The contractor shall provide updated SIDs to reflect minor modifications and changes occurring in actual installation activities.

The contractor shall conduct on the job training (operation and organizational maintenance) following system/equipment installations. 

The contractor shall perform the SOVT testing and provide documentation of the results to the Government.
3.5.2 Engineering Design Services
3.5.2.1 New Baseline Development
The contractor shall provide support for new baseline development for Platform Sets 3 and 4 as defined in individual task orders.  New baseline development activities shall include activities such as the following:
1. ABL:
Upon successful completion of PDR

2. DBL:
Upon successful completion of CDR

3. IPBL:
Upon Government approval of the TDP and successful completion of the System Verification Review (SVR) / Functional Configuration Audit (FCA).  Successful completion is defined as adjudicated and closed critical RFAs within 30 calendar days of the review.
4. FPBL:
Upon successful completion of the Production Readiness Review (PRR) / Physical Configuration Audit (PCA).  Successful completion is defined as adjudicated and closed critical RFAs within 30 calendar days of the event.  
3.5.2.2 Testing 
The contractor shall provide support for testing as defined in individual task orders.  Specific deliverables will be defined in the individual task orders.  Exhibit D data deliverables as required.  Testing activities shall include activities such as those listed in the following sub-sections.

3.5.2.2.1 Test Readiness Review

The contractor shall be responsible for successfully completing the TRR.
3.5.2.2.2 Contractor System Integration Test 
The contractor shall plan and conduct CSIT as defined in individual task orders.  The contractor shall, to the greatest extent practicable, reuse testing equipment and assets when conducting CSIT.  After completion of any CSIT event the contractor shall deliver all testing equipment and assets, as well as installation, data migration, application integration and packaging tools to the Government.
3.5.2.2.3 Environmental Qualification Tests

The contractor shall plan and conduct EQTs for Platform Sets 3 and 4 as defined in individual task orders.  
3.5.2.2.4 First Article Test

The contractor shall perform First Article Test on the first unit of each IPBL design (e.g., First Article Test data center racks, backbone switch rack, etc) for Platform Sets 3 and 4.  First Article Test shall consist of all testing necessary to determine compliance that the initial production baseline has been manufactured in accordance with the approved initial production baseline.   
3.5.2.2.5 Test and Evaluation

The contractor shall perform and/or monitor Test and Evaluation (T&E) execution for system/subsystem tests, end-to-end tests, and demonstrations for various systems and joint exercises with the fleet units.  
3.5.2.3 System and Application Integration
The contractor shall provide system and application integration support as defined in individual task orders.  The contractor shall provide technical assistance in Government laboratory facilities.  The contractor shall provide technical assistance in support of system installation and integration issues.  The contractor shall provide technical assistance with application and system integration.  The contractor shall provide technical assistance with C&A in the Government lab facilities.
3.5.2.4 Studies and Analysis

The contractor shall provide support for studies and analyses as defined in individual task orders.  The contractor shall participate in stakeholder technical forums at the request of the Government.  The contractor shall provide technical reports and studies on new and emerging technologies, non-critical problems, and other CANES specific technology areas needing further detailed study and analysis.  The contractor shall perform studies and analyses, develop and deliver engineering artifacts, and provide technical assistance as requested by the Government to facilitate and realize the integration of CCE and ACS capabilities.  The contractor shall provide system scientific or engineering studies such as the analysis of architectural products, mechanical, electrical or electronic design, or software design software products.  The contractor shall provide support for the creation of analysis artifacts such as studies, reports, cost estimates, trade studies, CONOPS, engineering designs, installation designs, instruction manuals, operation manuals, maintenance manuals, vulnerability Logistics LRIP Manufacturing/Support Activities
3.5.2.5 Logistics 

The contractor shall provide logistic design services as defined in individual task orders.  Specific deliverables will be defined in the individual task orders.  Exhibit D data deliverables as required.
3.5.2.5.1 ILS Design 

The contractor support shall include activities such as finalization of the Technical Manual, PTD, Safety Sheet, and FCA/PCA.  The contractor shall continue logistics development for products specific to CANES system variants identified in Platform Sets 3 and 4 of the CANES baseline build.

3.5.2.5.2 TTE Design 

The contractor shall design Platform Sets 3 and 4 TTE in conjunction with design.  Platform Sets 3 and 4 TTE shall support schoolhouses at approved sites. 
3.5.2.5.3 Hardware/Software Technology Insertion
The contractor shall provide HW/SW Technology Insertion as defined in individual task orders.  The contractor shall provide activities such as the updating of baselines and diagrams, the procurement of hardware and software for testing and deployment, and the integration and installation of procured CIs.

3.6 FRP PHASE – PRODUCTION
This section contains the requirements for production of CANES systems for the FRP Phase of the CCE contract. 
The contractor shall fabricate, integrate, test and deliver to a Government specified location (Destination) a system for platforms in accordance with Sections B and F of this RFP.  The contractor shall provide workstations and peripherals to support the delivered system.  
The contractor shall be responsible for loading the Government furnished CANES software created using the Hosted Systems Integration Tools and Procedures onto each CANES system.  The Government furnished CANES software, including the integrated hosted applications, will be provided for each production variant no later than fourteen (14) days prior to delivery of a production option.
The contractor shall provide the following deliverables: 

· C001
Test Report (Production Test Report)
· C002
Bill of Materials
3.7 FRP PHASE - ENGINEERING SUPPORT SERVICES
The contractor shall perform Engineering Support Services as defined in individual task orders for the following functional areas.  Specific deliverables will be defined in the individual task orders.  Exhibit D data deliverables as required.
3.7.1 Production
3.7.1.1 Program Management 

The contractor shall perform program management functions as defined in individual task orders.  Program management functions may include, but are not limited to, attendance at IPT meetings, development of production schedules, and generation of risk assessments.
3.7.1.2 Updates to Established Baselines

The contractor shall update the EBL, FBL, ABL, DBL, IPBL, and FPBL for all Platform Sets as defined in individual task orders. 
3.7.1.3 Integration and Installation Support

The contractor shall provide integration and installation support as defined in individual task orders.  The contractor shall develop or revise specification(s), SCN, ECR, ECN, SHIPMAIN SCD, field changes, production changes, or modifications.  The contractor shall provide integration and installation support for hosted application systems and for the Government laboratory facilities.  The contractor shall provide technical assistance with C&A in the Government lab facilities as necessary in support of production modifications.  The contractor shall provide technical assistance with production install procedures and associated media for hosted applications.  The contractor shall conduct site surveys, inspection trips, or installation and production support services.  

The contractor shall support the creation of production and integration technical reports and studies on new and emerging technologies, non-critical problems, and other CANES specific technology areas needing further detailed study and analysis.  The contractor shall perform production and integration studies and analyses, update engineering artifacts, and provide technical assistance with the integration of CCE and ACS capabilities.  The contractor shall provide production system scientific or engineering studies such as the analysis of architectural products, mechanical, electrical or electronic design, or software design software products.  The contractor shall provide production support for the creation of analysis artifacts such as studies, reports, cost estimates, trade studies, CONOPS, installation designs, instruction manuals, operation manuals, maintenance manuals, vulnerability assessments, risk assessments, and other production engineering documentation.
3.7.1.4 Logistics Manufacturing and Support 

The contractor shall provide for Logistics Manufacturing/Support as defined in individual task orders.   

3.7.1.4.1 Maintenance Support

The contractor shall provide Maintenance Support as defined in individual task orders.  Maintenance Support shall include activities such as the provisioning of hardware and software, including replacement parts and support equipment required to inspect, assemble, install, check out, and maintain the system.

3.7.1.4.2 Spares Lists 

The contractor shall provide support to the Government for sparing and sparing lists as defined in individual task orders.  The contractor shall provide activities such as the delivery of a list of INCO, OBRP and Depot recommended spares.  The list shall indicate failure/usage rates and recommended quantities of each item for each CANES system.  Consumable items (such as lubricants) shall be indicated as well.  The Government intends to procure OBRP, INCO and Depot spares on an annual basis in support of system fielding.

3.7.1.5 Installation 

The contractor shall provide installation services as defined in individual task orders.  Specific deliverables will be defined in the individual task orders.  Exhibit D data deliverables as required.  The contractor shall provide installation activities such as those defined in the below sub-sections.
3.7.1.5.1 SHIPMAIN Process

The contractor shall provide support to include activities such as the submittal, processing, and tracking of the SCDs in accordance with the NAVSEA SHIPMAIN process.
3.7.1.5.2 Shipboard/Shipyard Installation

The task orders will address such items as planning, designing, developing, monitoring, reviewing, and engineering of site/platform installation/facilities support in areas such as facility improvements, utilities and environmental requirements.  The contractor shall provide a Government approved installation plan for shipboard, submarine, and shore work in accordance with NAVSEA Technical Specification 9090-310.
The contractor shall provide site survey and ship check support anywhere in the world to determine the physical space, equipment location, and installation details. 

The contractor shall provide a ship check plan that outlines the installation characteristics required to install the CANES system on a ship.

The contractor shall ensure planned installation of CANES is included in the NDE and LOA for shipyard support services.  Support services shall include but are not limited to: crane services, lay downs, rigging, power, air, welding, painting, lagging, gas-free services, fire watches, shop support, NDT, gases, forklifts, packing material, shipping services, site access and parking, storage, and paint abatement.

The contractor shall coordinate all installations utilizing the RMMCO check-in and check-out process.

The contractor shall install the CANES system in accordance with Planning Yard approved SIDs.  The contractor shall accomplish all work including migration of data from legacy systems and de-installation of legacy systems.  The contractor shall procure all IAF material listed and consumable material required.  The contractor shall dispose of de-installed equipment as directed by the Government.  The contractor shall provide updated SIDs to reflect minor modifications and changes occurring in actual installation activities.

The contractor shall conduct on the job training (operation and organizational maintenance) following system/equipment installations. 

The contractor shall perform the SOVT testing and provide documentation of the results to the Government.
3.7.2 Engineering Design Services
The contractor shall perform Engineering Support Services as defined in individual task orders for the following functional areas.  Specific deliverables will be defined in the individual task orders.  Exhibit D data deliverables as required.  Task orders written for Engineering Services may contain tasking and deliverables from each of the functional areas or may be written for a single activity within a discrete functional area.
3.7.2.1 New Baseline Development
The contractor shall provide support for new baselines as defined in individual task orders.  
3.7.2.2 Testing 

The contractor shall provide support for testing as defined in individual task orders.  Specific deliverables will be defined in the individual task orders.  Exhibit D data deliverables as required.  Testing activities shall include activities such as those listed in the following sub-sections.
3.7.2.2.1 Test Readiness Review

The contractor shall be responsible for successfully completing the TRR. 

3.7.2.2.2 Contractor System Integration Test 
The contractor shall plan and conduct CSIT as defined in individual task orders.  The contractor shall, to the greatest extent practicable, reuse testing equipment and assets when conducting CSIT.  After completion of any CSIT event the contractor shall deliver all testing equipment and assets, as well as installation, data migration, application integration and packaging tools to the Government.

3.7.2.2.3 Environmental Qualification Tests 

The contractor shall plan and conduct EQTs as defined in individual task orders.  
3.7.2.2.4 First Article Test

The contractor shall perform First Article Test on the first unit of each IPBL design (e.g., First Article Test data center racks, backbone switch rack, etc).  First Article Test shall consist of all testing necessary to determine compliance that the initial production baseline has been manufactured in accordance with the approved initial production baseline.   
3.7.2.2.5 Test and Evaluation

The contractor shall perform and/or monitor T&E execution for system/subsystem tests, end-to-end tests, and demonstrations for various systems and joint exercises with the fleet as defined in individual task orders.
3.7.2.3 System and Application Integration

The contractor shall provide support for system and application integration as defined in individual task orders.  The contractor shall provide technical assistance in Government laboratory facilities.  The contractor shall provide technical assistance in support of system installation and integration issues.  The contractor shall provide technical assistance with application and system integration.  The contractor shall provide technical assistance with C&A in the Government lab facilities.

3.7.2.4 Studies and Analysis

The contractor shall provide support for studies and analyses and defined in individual task orders.  The contractor shall participate in stakeholder technical forums at the request of the Government.  The contractor shall provide technical reports and studies on new and emerging technologies, non-critical problems, and other CANES specific technology areas needing further detailed study and analysis.  The contractor shall perform studies and analyses, develop and deliver engineering artifacts, and provide technical assistance as requested by the Government to facilitate and realize the integration of CCE and ACS capabilities.  The contractor shall provide system scientific or engineering studies such as the analysis of architectural products, mechanical, electrical or electronic design, or software design software products.  The contractor shall provide support for the creation of analysis artifacts such as studies, reports, cost estimates, trade studies, CONOPS, engineering designs, installation designs, instruction manuals, operation manuals, maintenance manuals, vulnerability Logistics LRIP Manufacturing/Support Activities

3.7.2.5 Logistics 

The contractor shall provide logistic design activities as defined in individual task orders.  The contractor support shall include activities such as finalization of the Technical Manual, PTD, Safety Sheet, and FCA/PCA.  The contractor shall continue logistics development for products specific to CANES system variants of the CANES baseline build.
3.7.2.5.1 Hardware/Software Technology Insertion
The contractor shall provide HW/SW Technology Insertion as defined in individual task orders.  The contractor shall provide activities such as the updating of baselines and diagrams, the procurement of hardware and software for testing and deployment, and the integration and installation of procured CIs.
4 CANES SECURITY LEVEL

The nature of this task requires access up to TS/SCI information.  The work performed by the contractor will include access up to TS/SCI data, information and spaces.  The contractor will be required to attend meetings classified up to the TS/SCI level.    
Some Engineering Support Services will require contractor access to TS/SCI and NATO data, information, and spaces at Government facilities.  Some installation tasks will require contractor access to TS/SCI and NATO data, information, and spaces at the installation site.  Contractor access to Special Access Program (SAP) data, information, or spaces is not required.  NATO material will not be transferred to the contractor and will not be stored at the contractor facility.
 If foreign travel is required, all outgoing Country/Theater clearance message requests shall be submitted to the SSC Pacific Foreign Travel Team, OTC2, Room 1656, for action.  A Request for Foreign Travel form shall be submitted for each traveler, in advance of the travel to initiate the release of a clearance message at least 30 days in advance of departure.  Each traveler must also submit a Personal Protection Plan and have a Level 1 Antiterrorism/Force Protection briefing within one year of departure and a country specific briefing within 90 days of departure.  The contractor shall receive Government authorization in advance of any foreign travel in accordance with clause H-22 “Reimbursement of Travel Costs” (SPAWAR H-350) (JAN 2006).
All work shall be performed in accordance with DoD and Navy Operations Security (OPSEC) requirements and in accordance with the OPSEC attachment to the DD254.

The CSIT configuration at the contractor facility will include integration of GFI hosted applications.  These GFI hosted applications may include classified data (SECRET/NOFOREIGN) as part of their databases.  The contractor shall receive any GFI hosted application data from the Government.  Loading of these databases will create classified hardware.  The classified data shall be loaded as part of the CSIT procedures which validate GFI applications have been hosted successfully by the CANES system.  The contractor’s CSIT configuration will not have an Interim Authority to Operation for the cross domain or network collapse portions of the CANES system.  This means all hardware that is part of the CSIT configuration when the classified data is loaded shall be considered classified.  A strong room (closed area as defined in NISPOM CHAPTER 5 SECTION 3) of minimum 600 square feet shall be provided for the classified portion of the CSIT hardware suite during the period of classified testing.  The CSIT will not involve TS/SCI, SAP, or NATO data at the contractor facility.  The contractor developed CSIT test procedures shall simulate TS/SCI, SAP, and NATO date.
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	OCI
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	OCONUS
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	ODS
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	OM/N
	Operations and Maintenance (Appropriation) , Navy
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	Operations Security 

	ORD
	Operational Requirement Document

	OSA
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	PCD
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	PMW 160
	Program Management, Warfare – Networks, Information Assurance, and Enterprise Services
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	PPBE
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	Program Protection Plan
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	PQS
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	PR
	Program Review

	PR-09
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	PRR
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	PSI
	Product Support Integrator

	PSM
	Product Support Manager

	PSQ
	PPL/SSIL/QPL

	PSTN
	Public Switched Telephone Network

	PSYOPS
	Psychological Operations

	PTD
	Provisioning Technical Documentation

	PWS
	Performance Work Statement

	QA
	Quality Assurance

	QAP
	Quality Assurance Plan

	QAS
	Quality Assurance System

	QC
	Quality Control

	QCI
	Quality Conformance Inspection

	QoS
	Quality of Service

	QPL
	Qualified Parts List

	R3B
	Resources, Requirements, Review Board

	RADHAZ
	Radiation Hazards
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	Reliability, Availability, Maintainability
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	Readiness Based Sparing

	RCM
	Reliability Centered Maintenance

	RD&A
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	RD&D
	Rapid Development and Deployment
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	Rapid Deployment Capability

	RDT&E
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	Radio Frequency
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	RFI
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	Request for Proposal
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	RMCLANT Dets
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	RMPAC Dets
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	RNOSC
	Regional Network Operations and Security Center
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	Requirements Traceability Matrix
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	S&SI
	Software and System Integration

	S&TE
	Support and Test Equipment

	SAE
	Service Acquisition Executive

	SAR
	Ship Alteration Record

	SATCOM
	Satellite Communications

	SBA
	Simulation-Based Acquisition

	SBIR
	Small Business Innovation Research

	SCAMPI
	Standard CMMI Appraisal Method for Process Improvement

	SCATT
	Statement of Work, CDRL, And Tracking Tool

	SCD
	Ship Change Document

	SCI
	Sensitive Compartmented Information

	SCORM
	Shareable Content Object Reference Model

	SD
	System Development

	SDD
	System Development and Demonstration

	SDP
	Software Development Plan

	SDS
	System Design Specification

	SE
	Systems Engineering

	SE2
	Systems Engineering Environment

	SECDEF
	Secretary of Defense

	SECNAVINST
	Secretary of the Navy Instruction

	SE-IPT
	Systems Engineering – Integrated Product Team

	SEP
	Systems Engineering Plan

	SESG
	Naval Systems Engineering Steering Group

	SETR
	Systems Engineering Technical Review

	SFR
	System Functional Review

	SGNOSC 
	The Service Global Network Operations and Security Center

	SIDs
	Ship Installation Drawings

	SIE
	Special Inspection Equipment

	SIGINT
	Signals Intelligence

	SIPRNet
	Secret Internet Protocol Router Network

	SIT
	System Integration and Testing

	SLA
	Service Level Agreement

	SLIM
	Summary List of Installation Material

	SLIN
	Sub-line Item Number

	SME
	Subject Matter Expert

	SMR
	Source, Maintenance and Recoverability

	SMR
	Systems, Maintenance and Reliability

	SOA
	Service Oriented Architecture

	SOO
	Statement of Objectives

	SoftSA
	Software Support Activity

	SORA/LORA
	Source-of-Repair and Level-of-Repair Analysis

	SoS
	System of Systems

	SOVT
	Ship Operational Verification Test

	SOW
	Statement of Work

	SPAWAR
	Space and Naval Warfare Systems Command

	SPAWARINST
	SPAWAR Instruction 

	SPAWARSYSCOM
	Space and Naval Warfare Systems Center

	SPD
	System Performance Document

	SPEG
	SOVT Preparation & Execution Guide

	SPETE
	Special Purpose Electronic Test Equipment

	SPETERL
	Ships Portable Electrical/Electronic Test Equipment Requirements List

	SPI
	Special Packaging Instructions

	SPM
	Ship Program Manager

	SPS
	System Performance Specification

	SQT
	Software Qualification Test

	SR
	Secret Releasable

	SRR
	System Requirements Review

	SSA
	Software Support Activity

	SSBN
	Ship, Submersible, Ballistic, Nuclear 

	SSC
	SPAWAR Systems Command

	SSGN
	Ship, Submersible, Guided, Nuclear

	SSIL
	System/Subsystem Interface List

	SSN
	Ship, Submersible, Nuclear

	SSP
	Source Selection Plan

	SSR
	Software Specification Review

	ST
	Special Tooling

	STNOSC
	Service Theater Network Operations and Security Centers

	STP
	Software Test Plan

	STR
	Software test Report

	STRATCOM
	United States Strategic Command

	SubLAN
	Submarine Local Area Network

	SUBOPAUTH
	Submarine Operating Authority

	SUPSHIP
	Supervisor of Shipbuilding, Conversion, and Repair

	SV
	System View

	SVDS
	Shipboard Video Distribution System

	SVR
	System Verification Review

	SYSCOM
	System Command

	T&E
	Test and Evaluation

	TA
	Technical Authority

	TAE
	Technical Area Expert

	TBD
	To Be Determined

	TC
	Target Costing

	TC
	Transformational Communications

	TCA
	Transformational Communication Architecture

	TCM
	Transformational Communications (MILSATCOM)
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	Transmission Control Protocol

	TDA
	Technical Design Agent

	TDP
	Technical Data Package

	TDS
	Technology Development Strategy

	TED
	Threat Environment Description

	TEMP
	Test and Evaluation Master Plan

	TEP
	Tactical Environmental Processor

	TES
	Test and Evaluation Strategy

	TES-N
	Tactical Exploitation System - Navy

	TFS
	

	TIM
	Technical Interchange Meeting 

	TLCSM
	Total Life Cycle Systems Management

	TM
	Technical/Traffic Management

	TMCR
	Technical Manual Contract Requirements

	TMQA
	Technical Manual Quality Assurance

	TNC
	Theater NetOps Center 

	TNCC
	Theater NetOps Control Center 

	TO
	Task Order

	TOC
	Total Ownership Cost

	TPMs
	Technical Performance Measures

	TPO
	Technical Process Owner

	TPS
	Task Planning Sheet

	TR
	Trouble Reporting

	TRA
	Technology Readiness Assessment

	TRANSEC
	Transmission Security

	TRF
	Technical Replacement Factor

	TRLs
	Technology Readiness Levels

	TRPPM
	Training Resources Planning Process Methodology

	TRR
	Test Readiness Review

	T/S
	Temperature and Salinity

	TS
	Top Secret

	TSA
	Training Support Agent

	TSAT
	Transformational Satellite

	TSw
	Tactical Switching

	TTE
	Technical Training Equipment

	TTP
	Tactics, Techniques, and Procedures

	TTS
	Through-the-sensor
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	Technical Standards View

	TV
	Technical View

	UJTL
	Universal Joint Task List

	UID
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	ULSP
	User’s Logistics Support Plan

	ULSS
	User’s Logistics Support Summary

	UNCLAS
	Unclassified

	UON
	Urgent Operational Need

	UPD
	Universal Planning Document

	US
	United States

	USA 
	United States Army

	USAF
	United States Air Force

	USAF NetOps/CC
	US Air Force Commander for USAF NetOps

	USAF NetOps/CC
	US Air Force Commander for USAF NetOps 

	USCENTCOM
	United States Central Command

	USD (AT&L)
	Under Secretary of Defense (Acquisition, Technology and Logistics) 

	USEUCOM
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	USM-DMI
	Unified systems Manual Document Management Infrastructure
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	USN NETWARCOM
	Commander US Navy Network Warfare Command
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	Value Engineering Change Proposal
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	Video Information Exchange System

	VoIP
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	VS
	Virtual Systems

	VTC
	Video Teleconferencing

	WAN
	Wide Area Network

	WBS
	Work Breakdown Structure

	WIPT
	Working Level Integrated Product Team

	WLAN
	Wireless LAN

	WMA
	Warfighting Mission Area

	XML
	Extensible Markup Language
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