C-701  YEAR 2000 COMPLIANCE (COMMERCIAL)

(a) Any and all hardware, software, firmware and middleware delivered under this contract shall be Year 2000 Compliant.

(b) “Year 2000 compliant”, means that the information technology accurately processes date/time data (including, but not limited to, calculating, comparing, and sequencing) from, into, and between the twentieth and twenty-first centuries, and the years 1999 and 2000 and leap year calculations, to the extent that other information technology, used in combination with the information technology being acquired, properly exchanges date/time data with it.

(End of clause)

PRESCRIPTION:  (a) This specification shall be used to specify the Government’s Year 2000 compliance requirements that must be met in a contract for commercial information technology hardware and software.  This specification may also be used in a Federal Supply Schedule Information Technology blanket purchase agreement or delivery order issued under FAR Subpart 8.4.  For the purpose of these instructions, the word “commercial” has the same meaning as the term “commercial item” as that term is defined in FAR 2.101, and the term “information technology” has the same meaning as that term is defined in FAR 2.101.  The inclusion of this specification in a contract is required by FAR 39.106.

(b) The Year 2000 Compliance specification must be included in each solicitation and/or contract because there are potential software, firmware and hardware failures associated with the arrival of the Year 2000.  The Year 2000 problem arises because many computers represent the year within a date field by only two digits, dropping the century designation.  The impact of this implementation of dates may affect hardware, software, or firmware.  To add further complication, these dates are often used for calculations which may produce erroneous results, particularly when calculations employ dates which span centuries.  The improper calculations may cause system failures.  However, more likely is that the systems will continue to run but the calculations will provide erroneous data.

(c) Technical Validation:  Offerors/Contractors should provide sufficient evidence to demonstrate adequate testing of the product to meet these requirements.  Each offeror must be required to demonstrate that their proposed technical approach will not fail.  This may be done by using a solicitation specific testing routine, or certifications from third party testing organizations, or commercially available software modules.  Procurement managers may also use other validation methodologies appropriate to the facts and circumstances of the procurement.

(d) Solicitations and new contracts:  The solicitation should describe the existing computer system or the products (i.e., firmware, middleware, etc.) that will be used with the commercial products and systems being acquired, and as appropriate, whether those existing systems and products are Year 2000 compliant, and any efforts currently underway to provide this capability.

(e) Existing contracts:  Agencies should negotiate modifications to existing contracts for acquisition of new products using the above clause as a guide.  Prior to modifying the contract, the project team must ensure (1) that performance is possible considering the characteristics of the existing products, (2) the suppliers’ agreements with the integrator will allow this work to be performed, (3) cost of performance will not be prohibitive, and (4) that the contractor will agree to a bilateral modification.  The Government may elect to acquire versions of those products that warrant accurate performance in the processing of date and date related data.

REFERENCE:
FAR 39.106

