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 ORGANIZATIONAL CONFLICTS OF INTEREST

 (OCI)

1. PURPOSE

The purpose of this document is to convey the policy and procedures for inclusion of the Organizational Conflicts Of Interest (OCI) clause and the process to mitigate any actual or potential OCIs. This document implements within the SPAWAR Claimancy the requirements of FAR Subpart 9.5 and NMCARS Subpart 5209.5.

2. POLICY

It is SPAWAR Contracts Policy that the Contracting Officer identifies potential OCIs and attempts to mitigate them prior to contract award.

Per FAR 2.101, OCI means that because of other activities or relationships with other persons, a person is unable or potentially unable to render impartial assistance or advice to the Government, or the person’s objectivity in performing the contract work is or might be otherwise impaired, or a person has an unfair competitive advantage.

OCIs are more likely to occur in contracts involving --

(1) Program management support services;

(2) Consultant or advisory and assistance services;

(3) Contractor performance of or assistance in technical evaluations; or

(4) Preparing Specifications or Statements of Work;

(5) Systems engineering and technical direction work performed by a Contractor that does not have overall contractual responsibility for development or production
3. RESPONSIBILITIES

a.
Head of the Contracting Activity (HCA) may waive the FAR requirements for OCIs if it is determined that it is not in the Government’s best interest.  In other words, the inclusion of an OCI clause in a solicitation may be waived, even if there is a potential for a conflict. All requests for waivers must be in writing and set forth the extent of the conflict.  The HCA is the agency head’s designee for approval, without power of re-designation.

b.
Chief of the Contracting Office (02A) shall approve, modify or reject the Contracting Officer’s recommendations, in writing. 

c.
The Contracting Officer   has responsibility for determining whether there is a potential OCI.

(1)
Contracting officers shall review requirements and analyze planned acquisitions in order to --

(2)
Contracting Officers should obtain the advice of counsel and the assistance of appropriate technical specialists in evaluating potential conflicts, developing any necessary solicitation provisions and contract clauses, and evaluating mitigation plans.

(3)
 The Contracting Officer’s judgment need be formally documented only when a substantive issue concerning a potential OCI exists.  This documentation and does not require approval of the Chief of the Contracting Office.

(4)
If the Contracting Officer decides that a particular acquisition involves a significant potential OCI, prior to issuing a solicitation the Contracting Officer shall submit a course of action for resolving the conflict for approval by the Chief of the Contracting Office, including: 



(i)  A written analysis, including a recommended course of action for avoiding, neutralizing, or mitigating the conflict




(ii)  Advise the Chief of the Contracting Office that a SPAWAR  Organizational Conflict Of Interest clause will be included in the solicitation and contract, and, recommend any alterations to the clause that may be needed to address the unique requirements of the Program, or to address areas in a Mitigation Plan;




(iii)   Identify and evaluate potential OCIs as early in the acquisition process as possible; and




(iv)  Avoid, neutralize, or mitigate significant potential conflicts before contract award.

Advise the Chief of the Contracting Office that a SPAWAR Organizational Conflict of Interest clause will be included in the solicitation and contract, and, recommend any alterations to the clause that may be needed to address the unique requirements of the Program, or to address areas in a Mitigation Plan;

 d.
The Contracting Officer shall – Consider additional information provided by prospective contractors in response to the solicitation or during negotiations and resolve the conflict or the potential conflict in a manner consistent with the approval or other direction by the Chief of the Contracting Office before awarding the contract.

The Contracting Officer has the overall responsibility for ensuring the appropriate OCI clause is placed in the solicitation and may tailor portions of the clause to fit the particular acquisition, however, the clause must remain “substantially the same”. A re-write of the clause is not authorized.  Specifically, the areas, which can be modified in 5252.209-9205, Organizational Conflict Of Interest, include paragraph (c), to add program specifics that the OCI applies to, and (d)(1), to add or delete elements, that the PCO has determined need to be addressed in a mitigation plan.  Some elements may be overly burdensome to small businesses; conversely some projects may be so complex as to require additional elements in a mitigation plan (e.g. addressing subcontractors with potential organizational conflicts of interest).  
e.
The SPAWAR Legal Counsel is responsible for advising the Contracting Officer in the evaluation of potential conflicts and reviewing any solicitation provisions and contract clauses.  Should a potential OCI exist, the SPAWAR Legal Counsel shall advise the Contracting Officer on the adequacy of a mitigation plan or recommend changes to the plan submitted by the offeror.

f.
Program Manager /Technical Originator should assist the Contracting Officer in identifying potential OCIs and assist in developing any necessary solicitation provisions and contract clauses as well as reviewing mitigation plans.

4. PROCEDURES

a.
OCIs are becoming more common as the Federal Government moves towards contracting of services that traditionally were done by Government employees and with merging of companies.  For example, several traditional service contractors have merged with or acquired hardware producing companies.  This may create conflicts when one division of the company, which primarily provides support services to the Government, is involved in evaluating or recommending hardware to meet Government requirements and then produces that hardware in another division of the same company. 

b.
OCIs may arise in the following situations: 

1) The Contractor is tasked to perform “support services” related to a future acquisition for which the Contractor would like to compete, either as a prime, subcontractor, or consultant (“support services” includes, but is not limited to, program management support services, preparing specifications or statements of work, advisory and assistance services including consultant services and assistance in technical evaluations, and systems engineering and technical direction work). 

2) The Contractor is tasked to perform support services related to a current contract for which the Contractor is the contractor, a subcontractor, or consultant, or

3) The Contractor is tasked to perform support services related to a future acquisition or current contract, and the Contractor will have access to proprietary information of other companies. 

In the above or similar situations, OCIs may arise because either, 1) the Contractor is placed in conflicting roles that may bias the Contractor’s judgment, 2) the Contractor is being placed in a role that will enable it to obtain an unfair competitive advantage in the competition for the award of a SPAWAR contract, or 3) the Contractor has an impaired objectivity in the competition and/or during contract performance.   

c.
If the Contracting Officer discovers that a potential conflict exists, the Contracting Officer should start an investigation, with the assistance of the Program Manager/Technical Originator, to identify all actual and potential OCIs.  In fulfilling their responsibilities for identifying and resolving potential conflicts, Contracting Officers should avoid creating unnecessary delays, burdensome information requirements, and excessive documentation.  If information concerning prospective contractors is necessary to identify and evaluate potential OCIs or to develop recommended actions, the Contracting Officer should first seek the information from within the Government or from other readily available sources.  The exercise of common sense, good judgment, and sound discretion is required in both the decision on whether a significant potential conflict exists and, if it does, the development of an appropriate means for resolving it.

d.
 Contractor Access to Navy Information Systems (e.g. Navy ERP, SPS, EDA, WAWF et al.)

NERP Access Process July 2011.ppt
It is the policy of SPAWAR to permit access to information only where such information is required by SPAWAR contractors and their subcontractors and is restricted to those individuals requiring access in the performance of the contract/task order (i.e., on an ‘need-to-know’ basis).   In the performance of those duties contractor support employees may receive or have access to information, including information maintained in various Government information systems and secure websites, (e.g., Navy Enterprise Resource Planning (N-ERP), Electronic Document Access (EDA), Wide Area Workflow (WAWF)).  Accessed information may include "sensitive information" or other information not previously made available to the public that would be competitively useful on current or future related procurements.  Sensitive information, for the purpose of this requirement, is defined as:

· All types and forms of confidential business information, including financial information relating to a contractor's pricing, rates, or costs, and program information relating to current or estimated budgets or schedules; 
· Source selection information, including bid and proposal information as defined in FAR 2.101 and FAR  3.104-4, and other information prohibited from disclosure by the Procurement Integrity Act (41 USC 423);
· Information properly marked as "business confidential," "proprietary," "procurement sensitive", "source selection sensitive," or other similar markings;
· Other information designated as sensitive by the Space and Naval Warfare Systems Command (SPAWAR).  

SPAWAR recognizes its obligation to protect contractors and their subcontractors from potential competitive harm that could result from the disclosure of sensitive information.  To that end, all SPAWAR contractor support (CS) will be required to sign the attached NDAs and provide an OCI Plan --where applicable.  In addition to the NDAs, a new SPAWAR clause 5252.237-9603 Required Information Assurance and Personnel Security Requirements for Accessing Government Information Systems and Nonpublic Information [image: image2.png]<~V»>’
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has been developed for inclusion in the RFP/Contract/Task Order and in existing contracts at the time of Option Exercise.  
(1) Company Information Access Agreement.docx[image: image3.png]<~V»>’

::_J.l_. W
- AAAA";




(2) Employee Information Access Agreement.docx[image: image4.png]<~V»>’
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Implementation of the new contract clause 5252.237-9603 Required Information Assurance and Personnel Security Requirements for Accessing Government Information Systems and Nonpublic Information

· Include in solicitations and existing contracts (at option exercise) or earlier, if mutually agreed upon

· The COR/PCO will be responsible for interfacing with the contractor to insure the new requirement is understood and the appropriate Access Agreements/OCI Mitigation Plans (or firewall addendum to an existing plan where required) are completed and forwarded to the 2.3.2 administrator.

· The inclusion of the clause in the contract/task order will serve to put the contractor on notice of the requirement to execute the NDAs (Information Access Agreements) and submit a mitigation plan, if required.  The COR should also interact with the contractor to facilitate submission of the NDAs to the PCO.  
· IDIQ - For task orders under a single-activity IDIQ Multiple Award Contracts (MAC), execute the Access Agreements/OCI Mitigation Plans at the IDIQ basic contract level. 
· SeaPort-e - For companies with multiple task orders under SeaPort, a single company NDA with an attached list of task orders is acceptable to cover all of the current/existing task orders.  However, a new company NDA (Access Agreement) will need to be executed for any new task orders going forward.  
OCI Clauses

     If the contracting officer decides that a particular acquisition involves a significant potential organizational conflict of interest, the contracting officer shall, before issuing the solicitation, consider input from the requiring activity, legal counsel and submit the documentation requested in FAR 9.506 for approval of the Chief of the Contracting Office. 
	Clause Number
	Title 
	Use 

(see the Claimancy Clausebook for complete prescriptive language)

	5252.209-9201    (Former SPAWAR Clause H-302)
	Organizational Conflict of Interest (Systems Engineering)
	Use when the contractor will provide systems engineering and technical direction.

	5252.209-9202  (Former SPAWAR Clause H-303)
	Organizational Conflict of Interest (Specification Preparation)
	Use when the contractor will prepare specifications or work statements.

	5252.209-9203  (Former SPAWAR Clause H-304)
	Organizational Conflict of Interest (Access to Proprietary Information)
	Use when the contractor will provide technical evaluation, advisory and assistance services, or when the contractor may obtain access to proprietary information.

	5252.209-9204 (Former SPAWAR Clause H-305)
	Existing Organizational Conflict of Interest
	Use when necessary to avoid, neutralize or mitigate a potential organizational conflict of interest.

	5252.209-9205  (Former SPAWAR Clause H-306)
	Organizational Conflict of Interest
	Use when (1) the contractor will provide support services (e.g., program management support services, budgeting or accounting services or , advisory and assistance services including consultant services, and a potential conflict exists.

	L-339
	Notice of Organizational Conflict of Interest
	Use a provision substantially the same as L-339 in solicitations that include one of the Organizational Conflict of Interest clauses in Section H.


e.
OCI Mitigation Plan - If the Contracting Officer determines a significant actual or potential OCI exists, the Government and Contractor must act to avoid, neutralize, or mitigate the actual or potential OCI.  As a part of this process and prior to the release of a solicitation, the Contracting Officer shall provide a written analysis, including a recommended course of action for avoiding, neutralizing, or mitigating the conflict, a draft solicitation provision, and if appropriate, a proposed contract clause.  Included in the course of action should be a requirement for the potential Offeror/Contractor to submit a mitigation plan.  This written analysis shall be provided to the Chief of the Contracting Office for review and approval prior to release of the solicitation.  The Chief of the Contracting Office shall consider the benefits and detriments to the Government and prospective contractors.  The Chief of the Contracting Office, prior to contract award, shall also approve all mitigation plans.

Note: The Access Agreements are required for access to all Navy Information systems; however, a mitigation plan may not be required in every case (e.g. NERP timekeeping).  The determination as to whether a mitigation plan is required will be made by the PCO.  

The Contracting Officer should work with the potential Offeror/Contractor on the mitigation plan to ensure all concerns are addressed.  Any mitigation plan shall include, at a minimum, an agreement by the Contractor that it shall execute a Company Information Access Agreement.  The mitigation plan shall also require the Contractor to have its employees, that will be performing work on the task, execute appropriate Employee Information Access Agreements with the Contractor and to provide copies of those agreements to the Contracting Officer upon request.  The Contractor shall also require its subcontractors performing work under the tasking to execute the same or similar non-disclosure agreements.  The Contractor shall maintain copies of these agreements and provide them to the Government at the Government’s request.  

In reviewing mitigation plans, the Contracting Officer should examine the plan based on the particular facts and nature of the conflict.  A mitigation plan should address but not be limited to the following information:

1. How the company plans to identify and track actual or potential OCIs

2. How source selection information or proprietary data will be physically safeguarded (e.g., locked file cabinets, safes, etc…) 

3. How company personnel working on the contract will be segregated from the rest of the company workforce and, if need be, report through separate chains of command; 

4. How data security measures, including computer workstations dedicated to the contract will be in separate, secure areas and require unique passwords for access;

5. How the company handles an improper disclosure of sensitive information and how that is communicated to the Contracting Officer;

6. How the OCI clause is flowed down to subcontractors and how that is administered;

7. Training of personnel in their non-disclosure and procurement integrity responsibilities and penalties the company may impose if sensitive information is disclosed;

8. The process the company goes through to obtain Non-Disclosure Agreements 


executed between itself and subcontractors as well as those signed by company employees.
Approval of the OCI Mitigation Plan

The Contracting Officer, with assistance from the Program Manager/Technical Originator and advice of Counsel, will determine if the proposed actions in the mitigation plan adequately mitigate the OCI.  If the Contracting Officer determines that the mitigation plan is inadequate, but that it is possible to mitigate the potential conflict, the Contracting Officer will recommend changes and additions to the mitigation plan.  If the Contracting Officer determines that the plan is adequate, the Contracting Officer shall submit a recommendation for approval of the mitigation plan to the Chief of the Contracting Office.  If the Contracting Officer determines that the mitigation plan is inadequate and it is not possible to mitigate the conflict, the Contracting Officer will so advise the Chief of the Contracting Office.  

Following submission of the company NDA, the contractor will have 45 days in which to submit a mitigation plan, and an additional 45 days in which to have the plan approved (90 days total).  If the contractor does not submit an adequate mitigation plan within 45 days, system access for the contractor's employees will be terminated. If a plan is not approved within the additional 45 days, system access will be terminated.  

f.
Contract Award and OCI - The contracting officer shall award the contract to the apparent successful offeror, unless a conflict of interest is determined to exist that cannot be avoided or mitigated.  Before determining to withhold award based on conflict of interest considerations, the Contracting Officer shall notify the Contractor, provide the reasons, and allow the Contractor a reasonable opportunity to respond.  If the Contracting Officer finds that it is in the best interest of the United States to award the contract notwithstanding a conflict of interest, a request for waiver shall be submitted to the HCA in accordance with FAR 9.503.  The waiver request and decision shall be included in the contract file.

 g.  SPAWAR HQ Procedures 

NDAs and mitigation plans are submitted directly to the PCO.  The PCO will then forward all NDAs/mitigation plans to Michael Blakeley, 2.3B7 (michael.blakeley1.ctr@navy.mil).  
2.3.2 Paperless Initiatives will publish a report daily to provide Competency User Management (UM) Initiators and Role Approvers with a current list of NDA/‘Access Agreement’ submissions and approved mitigation plans.  For Navy ERP, UM Initiators should submit access requests through Access Enforcer.  For other systems (PD2, WAWF, EDA etc.), UM leads should contact the Paperless Initiatives help desk via email at paperless.spawar@navy.mil.
Access Termination Requests must be approved by 2.3.2.  System access will not be terminated as a result of any delays in approval of the mitigation plan due the Government.

5. MISCELLANEOUS




OCI Tool Box


�
�
� HYPERLINK "https://e-commerce.sscno.nmci.navy.mil/Command/02/ACQ/navgenint.nsf/policydocs/2EB2D16BC75A85BB862578D800636186/$file/INFORMATION%20ACCESS%20AGREEMENT-COMPANY%20v3%20(27%20Jul%202011)FINAL.docx" �Company Information Access Agreement.docx��
�
� HYPERLINK "https://e-commerce.sscno.nmci.navy.mil/Command/02/ACQ/navgenint.nsf/policydocs/2EB2D16BC75A85BB862578D800636186/$file/INFORMATION%20ACCESS%20AGREEMENT%20-%20EMPLOYEE%20v3%20(27%20Jul%202011)FINAL.docx" �Employee Information Access Agreement.docx��
�
� HYPERLINK "https://e-commerce.sscno.nmci.navy.mil/Command/02/ACQ/navgenint.nsf/policydocs/85FFB659233FFB91862575D00076A648/$file/(4)%20Non-Disclosure%20Statement%20and%20Conflict%20of%20Interest.doc" �Government Employee NDA (Source Selection Team)��
�
� HYPERLINK "https://e-commerce.sscno.nmci.navy.mil/command/02/acq/navgenint.nsf/0/1f7071ed378ce26488256a2400772bc6/$FILE/Contractor%20No-Bid%20Sample%20Letter-071807.doc" �Contractor No-Bid Sample Letter�





�HYPERLINK "https://e-commerce.sscno.nmci.navy.mil/Command/02/ACQ/navgenint.nsf/policydocs/2EB2D16BC75A85BB862578D800636186/$file/NERP%20CS%20Access%20Process%20July%2014%202011%20final.pptx"��NERP Access Process July 2011.ppt�
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